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Notice:

OMRON products are manufactured for use according to proper procedures by a
qualified operator and only for the purposes described in this manual.

The following conventions are used to indicate and classify precautions in this manual.
Always heed the information provided with them. Failure to heed precautions can
result in injury to people or damage to property.

Indicates a potentially hazardous situation which, if not avoided, will result
VA7V '[cIll in minor or moderate injury, or may result in serious injury or death.
Additionally, there may be significant property damage.

® Indicates general prohibitions for which there is no specific symbol.

0 Indicates general mandatory actions for which there is no specific symbol.

OMRON Product References

All OMRON products are capitalized in this manual. The word “Unit” is also capitalized
when it refers to an OMRON product, regardless of whether or not it appears in the
proper name of the product.

The abbreviation “PLC” means Programmable Controller.

Visual Aids

The following headings appear in the left column of the manual to help you locate
different types of information.

IMPORTANT Indicates important information on what to do or not to do to prevent failure
to operation, malfunction, or undesirable effects on product performance.

Note Indicates information of particular interest for efficient and convenient
operation of the product.

1,2,3... Indicates lists of one sort or another, such as procedures, checklists, etc.

Trademarks and Copyrights

DeviceNet and DeviceNet Safety are registered trademarks of the ODVA.
Other product names and company names in this manual are trademarks or
registered trademarks of their respective companies.

© OMRON, 2005

All rights reserved. No part of this publication may be reproduced, stored in a retrieval
system, or transmitted, in any form, or by any means, mechanical, electronic,
photocopying, recording, or otherwise, without the prior written permission of OMRON.
No patent liability is assumed with respect to the use of the information contained
herein. Moreover, because OMRON is constantly striving to improve its high-quality
products, the information contained in this manual is subject to change without notice.
Every precaution has been taken in the preparation of this manual. Nevertheless,
OMRON assumes no responsibility for errors or omissions. Neither is any liability
assumed for damages resulting from the use of the information contained in this
publication.
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About this Manual

This manual describes the configuration of the DeviceNet Safety system.

Please read this manual carefully and be sure you understand the information
provided before attempting to configure a DeviceNet Safety system. Be sure to read
the precautions provided in the following section.

The following manuals provide information on the DeviceNet and DeviceNet Safety.

DeviceNet Safety System Configuration Manual (this manual) (Z905)
This manual explains how to configure the DeviceNet Safety system using the
Network Configurator.

DeviceNet Safety Network Controller Operation Manual (Z906)
This manual describes the specifications, functions, and usage of the NE1A-series
Controllers.

DeviceNet Safety I/0 Terminal Operation Manual (Z904)
This manual describes the specifications, functions, and usage of the DST1 series.

DeviceNet Operation Manual (W267)
This manual describes the construction and connection of a DeviceNet network. It
provides detailed information on the installation and specifications of cables,
connectors, and other peripheral equipment used in the network, and on the supply of
communications power. Obtain this manual and gain a firm understanding of its
contents before using a DeviceNet system.

Failure to read and understand the information provided in this manual
may result in personal injury or death, damage to the product, or
A G UUNel product failure. Please read each section in its entirety and be sure you
understand the information provided in the section and related sections
before attempting any of the procedures or operations given.
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Read and Understand this Manual

Please read and understand this manual before using the product. Please consult your OMRON
representative if you have any questions or comments.

Warranty and Limitations of Liability

WARRANTY

OMRON's exclusive warranty is that the products are free from defects in materials and workmanship
for a period of one year (or other period if specified) from date of sale by OMRON.

OMRON MAKES NO WARRANTY OR REPRESENTATION, EXPRESS OR IMPLIED, REGARDING
NON-INFRINGEMENT, MERCHANTABILITY, OR FITNESS FOR PARTICULAR PURPOSE OF THE
PRODUCTS. ANY BUYER OR USER ACKNOWLEDGES THAT THE BUYER OR USER ALONE HAS
DETERMINED THAT THE PRODUCTS WILL SUITABLY MEET THE REQUIREMENTS OF THEIR
INTENDED USE. OMRON DISCLAIMS ALL OTHER WARRANTIES, EXPRESS OR IMPLIED.

LIMITATIONS OF LIABILITY

OMRON SHALL NOT BE RESPONSIBLE FOR SPECIAL, INDIRECT, OR CONSEQUENTIAL
DAMAGES, LOSS OF PROFITS OR COMMERCIAL LOSS IN ANY WAY CONNECTED WITH THE
PRODUCTS, WHETHER SUCH CLAIM IS BASED ON CONTRACT, WARRANTY, NEGLIGENCE,
OR STRICT LIABILITY.

In no event shall the responsibility of OMRON for any act exceed the individual price of the product on
which liability is asserted.

IN NO EVENT SHALL OMRON BE RESPONSIBLE FOR WARRANTY, REPAIR, OR OTHER CLAIMS
REGARDING THE PRODUCTS UNLESS OMRON'S ANALYSIS CONFIRMS THAT THE PRODUCTS
WERE PROPERLY HANDLED, STORED, INSTALLED, AND MAINTAINED AND NOT SUBJECT TO
CONTAMINATION, ABUSE, MISUSE, OR INAPPROPRIATE MODIFICATION OR REPAIR.

11




Application Considerations

SUITABILITY FOR USE

OMRON shall not be responsible for conformity with any standards, codes, or regulations that apply to
the combination of products in the customer's application or use of the products.

At the customer's request, OMRON will provide applicable third party certification documents
identifying ratings and limitations of use that apply to the products. This information by itself is not
sufficient for a complete determination of the suitability of the products in combination with the end
product, machine, system, or other application or use.

The following are some examples of applications for which particular attention must be given. This is
not intended to be an exhaustive list of all possible uses of the products, nor is it intended to imply that
the uses listed may be suitable for the products:

 Qutdoor use, uses involving potential chemical contamination or electrical interference, or conditions
or uses not described in this manual.

* Nuclear energy control systems, combustion systems, railroad systems, aviation systems, medical
equipment, amusement machines, vehicles, safety equipment, and installations subject to separate
industry or government regulations.

¢ Systems, machines, and equipment that could present a risk to life or property.
Please know and observe all prohibitions of use applicable to the products.

NEVER USE THE PRODUCTS FOR AN APPLICATION INVOLVING SERIOUS RISK TO LIFE OR
PROPERTY WITHOUT ENSURING THAT THE SYSTEM AS A WHOLE HAS BEEN DESIGNED TO
ADDRESS THE RISKS, AND THAT THE OMRON PRODUCTS ARE PROPERLY RATED AND
INSTALLED FOR THE INTENDED USE WITHIN THE OVERALL EQUIPMENT OR SYSTEM.

PROGRAMMABLE PRODUCTS

OMRON shall not be responsible for the user's programming of a programmable product, or any
consequence thereof.
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Disclaimers

CHANGE IN SPECIFICATIONS

Product specifications and accessories may be changed at any time based on improvements and
other reasons.

It is our practice to change model numbers when published ratings or features are changed, or when
significant construction changes are made. However, some specifications of the products may be
changed without any notice. When in doubt, special model numbers may be assigned to fix or
establish key specifications for your application on your request. Please consult with your OMRON
representative at any time to confirm actual specifications of purchased products.

DIMENSIONS AND WEIGHTS

Dimensions and weights are nominal and are not to be used for manufacturing purposes, even when
tolerances are shown.

PERFORMANCE DATA

Performance data given in this manual is provided as a guide for the user in determining suitability and
does not constitute a warranty. It may represent the result of OMRON's test conditions, and the users
must correlate it to actual application requirements. Actual performance is subject to the OMRON
Warranty and Limitations of Liability.

ERRORS AND OMISSIONS

The information in this manual has been carefully checked and is believed to be accurate; however, no
responsibility is assumed for clerical, typographical, or proofreading errors, or omissions.

13
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Network Configurator Version Upgrade

The WS02-CFSC1-E Network Configurator has been upgraded from version 1.5[1 to 1.6[1. The following
table lists details of the upgrade.

Item Ver.1.50] Ver.1.60]
Number of safety connections display Not available. The number of connections that are
currently set is displayed.
Safety device status display update Not available. An update function for displaying safety

device status has been added for
Maintenance Mode displays, making it
possible to update status displays at any
time.

Upgraded device information displays Not available. Device lists can be displayed for basic
devices (Masters and Slaves). A function
has been added for opening and closing
these displays.

ON/OFF delay adjustment function Not available. A function has been added in the NE1A-
SCPULI] setting window to adjust the
ON/OFF delay based on the cycle time.
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The following functions have also been added for NE1A Series unit version 1.0.

Function

| Description

Logic Operation Functions

Logic operations

A maximum of 254 function blocks and logic functions can be used in a program.

Added function blocks

The following function blocks can be used.
RS-flip-flop

Multi connector

Muting

Enable switch

Pulse generator

Counter

Comparator

Reset/restart function block
reset causes

The following reset causes can be selected.
¢ Low - High — Low ON pulse (existing function)
Low — High rising edge

1/0 Control Functions

Data that can be used with
I/O tags

The following I/O tags can be used.
e Local I/O status
General user status

Contact operation counters

The number of times each input or output is turned ON and OFF can be counted and stored
in internal memory.

Total ON time monitors

The amount of time each input or output is ON can be totaled and stored in internal memory.

DeviceNet Communications

Functions

Safety Master functions

A maximum of 32 connections can be used.

Safety I/O communications
operating mode for
communications errors

Any of the following safety /0O communications operating modes can be selected for when
communications errors occur.

e Automatic recovery (existing operation)

e Error connection only stopped

All connections stopped

Safety I/O communications
re-opening when stopped
due to an error

When safety I/O communications are stopped due to an error, they can be re-opened by the
Network Configurator or a logic program.

Remote 1/O allocation

The following data can be added to transmission data for a Safety Input Slave or Standard
Input Slave.

e Local input

Local output monitor

Maintenance Functions

Maintenance function

Total ON time monitor and contact operation counter functions are available.

settings
Maintenance information NE1A-SPUO01 and NE1A-CPU02 maintenance information can be referenced using the
display Configurator’'s maintenance information display function.

Maintenance information
monitoring

A maintenance information monitor function has been added to the Device Monitor Window.
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Unit Versions of NE1A-series Controllers

Unit Versions

A “unit version” has been introduced to manage NEA1-series Safety Network
Controllers according to differences in functionality accompanying Unit upgrades.

1) Notation of Unit Versions on Products
The unit version (Ver. [1.0]) is listed near the lot number on the nameplate of the
products for which unit versions are being managed, as shown below.

¢ The unit versions of the NE1A-SCPU01 and NE1A-SCPUQ2 Controllers begin from
Ver. 1.0.

e Controllers that do not have a unit version listed on the label are called Pre-Ver. 1.0
Controllers.

Product Nameplate

omron b
SAFETY NETWORK CONTROLLER
NE1A-SCPU0Z

24VDGC

The unit version is listed here.

| __— (Example: Ver. 1.0)
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2) Checking the Unit Version with Support Software
The following procedure can be used to check the unit version from the Network
Configurator Ver. 1.6 or higher.

1. Upload the configuration information from the system. The device icons will be
displayed, as shown in the following diagram.

L

#0 0 L.
META-SCPUDI  ME1A-SCPUO.  ME1A-SCPUDZ]

2. Right-click on the Controller’s icon to display the popup menu shown below.
Select Property from the menu.

5 5 ﬂ | Parameter 3
MET &- SCPLIIZH HET A~ SOPLIEI ﬁ .i'i. Ianitar..
o |

LEEET

I.'El

Change Mode r

hanee Fassmord.,

|J=£| Maintenance Information..

Fegizter to other Device 4

External Data 3

—lzage of Metwork Bandwidth of Safety Conner

125K Bit/s : oE0K Bits gul

0% [ gy 100% Copy
» Delete
cription Change Mode Address.

Change Device Comment...

#=1 Edit 10 Comment..

S T T =T =R T = e T Ty R I =0 o Ty Y = S



ME1A-SCPUDZ Properby

Description :

General ] Safety [/0 Informalion] 10 Infnrmation] Signature]

ME1A-SCPUO2

Change |con... | Ciefault [con |

Froduct Code : 1405

Rexizion : 2m

Serial Mo, (0R&EBDE

Metwork Mumber : 314302345508
MNode Address:  HOS
Wendor OMROM Corporation

Device Type : Safety Metwork Controller

3. The Controller’'s Property Window will be displayed.

The Controller's model number (device name) and revision are displayed in the
Property Window. The NE1A-series Controllers supported by version 1.6 are listed in

the following table.

Model Device name Revision Unit version
NE1A-SPUO1 NE1A-CPUO1 1.01 Pre-Ver. 1.0
NE1A-SPU01-V1 NE1A-CPUO0O1-V1 1.01 1.0
NE1A-SPU02 NE1A-SPU02 1.01 1.0

3) Checking the Unit Version with the Unit Version Label

The following unit version labels are provided with the Controller.

|".|"-Jr II'II |'l,-'p-|, |

[Ver. 1.0]  [ver. |

= P T Pl o e B
QitRREoTEEEET L8
DT E,

SE LT, BSOS D
BT oERL .

Thiese labels can ba usad to
managa dilfarencas in the
Availale o among e
Units.

Mace the appropriate latel on
The Troed of Phe Uit Lo showe
wisal Uit varsian & actualky
baing used.

These labels can be affixed to the front of earlier Controllers to differentiate between
Controllers with different unit versions.
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Function Support by Unit Version

Model NE1A-SCPU01-V1 NE1A-SCPU02

Unit version | Pre-Ver. 1.0 Ver. 1.0 Ver. 1.0
Function

Logic operations

Maximum program size 128 254 254
(total number of function blocks)

Added function blocks -—- Supported Supported
¢ RS Flip-flop

e Multi Connector
e Muting

¢ Enable Switch

¢ Pulse Generator
e Counter

e Comparator

Selection of the rising edge of the --- Supported Supported
reset condition for the Reset and
Restart Function Blocks

Use local I/O status in logic - Supported Supported
programming
Use the Unit’s general status in - Supported Supported

logic programming

I/O control functions

Contact Operation Counter - Supported Supported
Total ON Time Monitor - Supported Supported
DeviceNet communications functions

Number of safety I/0O connections 16 32 32

at the Safety Master

Selection of operation of safety I/0O -—- Supported Supported

communications after a
communications error

Add local output status to send -—- Supported Supported
data during Slave operation.
Add local input monitoring to send - Supported Supported

data during Slave operation.

Functions supporting system startup and error recovery

Saving non-fatal error history in --- Supported Supported
non-volatile memory
Added function block errors to --- Supported Supported

error history.




Unit Versions and Programming Devices

Network Configurator Ver. 1.6[] or higher must be used when using a Ver. 1.0 Safety
Logic Controller. The following table shows the relationship between unit versions and
Network Configurator versions.

Model number

Network Configurator

Ver. 1.301 Ver. 1.501 Ver. 1.601]
NE1A-SCPUO1 Can be used. Can be used. Can be used.
Pre-Ver. 1.0
NE1A-SCPU01-V1 Cannot be used. Cannot be used. Can be used.
Ver. 1.0
NE1A-SCPU02 Cannot be used. Cannot be used. Can be used.
Ver. 1.0
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Converting Systems to New Versions of the NE1A Controller

Many function have been expanded from NE1A-SCPUO1 to create the NE1A-SCPUO1-
V1 and NE1A-SCPUO02. To change from a system created with the NE1A-SCPUO1 to a
system that can be used with the NE1A-SCPUO01-V1 or NE1A-SCPUOQ2, the NE1A-
SCPUO01 configuration data must be converted to configuration data for the NE1A-
SCPUO01-V1 or NE1A-SCPUO2. The procedure for converting configuration data is
given below.

1. Read the configuration data.
Using Network Configurator version 1.6, read the configuration data using one of the
following methods:
* Read configuration data that has been saved on the computer.
¢ Upload the configuration data from the network devices.

The display should appear as follows after then data has been read:
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2. Convert the configuration data.
In the network configuration, right-click the NE1A-SCPUO1 data to be converted to
NE1A-SCPUO01-V1 or NE1A-SCPUO02 data and select Change Device Type from
the pop-up menu.
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Select the device to which the data is to be converted in the New Device Field and
click the OK Button.

Change Device Type

Fleaze select a new device which you would like to use.

New Device

Cancel

The data will be converted to configuration data for the new devices and the model
given on the display will change.
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3. Expansion Functions
All the configuration data for the expansion functions will be set to the default
settings. Change these settings as required for any expansion functions that are to
be used.
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Precautions When Moving from Version 1.3[ |1 to 1.5

Data Compatibility
Data created using version 1.3[] can be used with version 1.5[] without any problems if
converted as outlined below. Version 1.5[1 data cannot be used with version 1.3[]; the
version 1.3[1] data upload from the device will fail when loading the project file.

Procedure for Converting from Version 1.3[1to 1.5[]
Version 1.5[1 has improved safety check functions, so version 1.3[] programs
will need to be checked for safety. Use the following procedure to check
programs.
(1) Click the Logic Tab on the Edit Device Parameters Window of the NE1A-series
Controller and click the Edit Button to start the Logic Editor.
(2) Select Edit— Find Function Blocks with Open Connections to check that all
function block 1/0 have connections.
(3) Select File — Apply to save the logic program then exit the editing of the logic
program.
(4) Return to the NE1A-series Controller’s Edit Device Parameters Window and
click the OK Button.

Note: Data created using version 1.3[] cannot be monitored online.
Always convert the data to version 1.5[] and download it before monitoring
online.

Handling Function Blocks with Open 1/0 Connections
Function block outputs with open connections in version 1.3[] data could still be
downloaded (see following diagram).
Download cannot be executed with version 1.5[], however, if there are outputs with open
connections (to improve the program validity).

[
| o

L

Open connection

For this reason, data created using version 1.3[] cannot be downloaded as is for use with
version 1.50L1. If open connections exist in version 1.3[] data, use the Search Open
Connection function and use the Set Output Point Tab Page in the Safety Gate Monitoring
Window to disable the outputs or connect the open connections to output I/O tags.

Note: Version 1.51 and 1.6L1 have functions for creating text boxes on program
screens and changing the I/O tag color. The text box and I/O color data is not
saved to the NE1A-series Controller, however, during download. For this reason,
text box and 1/O tag color data is not restored when the program is uploaded.



Precautions

1

2

Intended Audience

This manual is intended for the following personnel, who must have knowledge of

electrical systems (an electrical engineer or the equivalent).

¢ Personnel in charge of introducing FA and safety systems into production facilities

¢ Personnel in charge of designing FA and safety systems

e Personnel in charge of managing FA facilities

¢ Personnel who have the qualifications, authority, and obligation to provide safety
during each of the following product phases: mechanical design, installation,
operation, maintenance, and disposal

General Precautions

The user must operate the product according to the performance specifications
described in the operation manuals.

Before using the product under conditions which are not described in the

manual or applying the product to nuclear control systems, railroad systems,
aviation systems, vehicles, combustion systems, medical equipment, amusement
machines, safety equipment, and other systems, machines, and equipment

that may have a serious influence on lives and property if used improperly, consult
your OMRON representative.

Make sure that the ratings and performance characteristics of the product are
sufficient for the systems, machines, and equipment, and be sure to provide
the systems, machines, and equipment with double safety mechanisms.

This manual provides information for programming and operating the Unit. Be
sure to read this manual before attempting to use the Unit and keep this manual
close at hand for reference during operation.
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/A WARNING

This is the System Configuration Manual for DeviceNet Safety Systems. Heed the following items
during system construction to ensure that safety-related components are configured in a manner that
allows the system functions to operate sufficiently.
® Risk Assessment
The proper use of safety devices described in this Manual as it relates to installation conditions and
mechanical performance and functions is a prerequisite for their use. When selecting or using a
safety device, risk assessment must be conducted with the aim of identifying potential danger factors
in equipment or facilities in which the safety device is to be applied, during the development stage of
the equipment or facilities. Suitable safety devices must be selected under the guidance of a
sufficient risk assessment system. An insufficient risk assessment system may lead to the selection
of unsuitable safety devices.
e Typical related international standards: ISO 14121, Safety of Machinery --
Principles of Risk Assessment
©® Safety Measures
When using safety devices to build systems containing safety-related components for equipment or
facilities, the system must be designed with the full understanding of and conformance to
international standards, such as those listed below, and/or standards in related industries.
e Typical related international standards: ISO/DIS 12100, Safety of Machinery --
Basic Concepts and General Principles for Design
IEC 61508, Safety Standard for Safety Instrumented Systems (Functional Safety
of Electrical/Electronic/Programmable Electronic Safety-related Systems)
©® Role of Safety Devices
The safety devices are provided with safety functions and mechanisms as stipulated in relevant
standards, but suitable designs must be used to allow these functions and mechanisms to operate
properly inside system constructions containing safety-related components. Build systems that
enable these functions and mechanisms to perform properly, based on a full understanding of their
operation.
e Typical related international standards: ISO 14119, Safety of Machinery --
Interlocking Devices Associated with Guards -- Principles of Design and Selection
@ Installation of Safety Devices
The construction and installation of systems with safety-related components for equipment or
facilities must be performed by technicians who have received suitable training.
e Typical related international standards: ISO/DIS 12100, Safety of Machinery --
Basic Concepts and General Principles for Design
IEC 61508, Safety Standard for Safety Instrumented Systems (Functional Safety
of Electrical/Electronic/Programmable Electronic Safety-related Systems)
® Complying with Laws and Regulations
The safety devices conform to the relevant regulations and standards, but make sure that they are
used in compliance with local regulations and standards for the equipment or facilities in which they
are applied.
e Typical related international standards: IEC 60204, Safety of Machinery --
Electrical Equipment of Machines
® Observing Precautions for Use
When putting the selected safety devices to actual use, heed the specifications and precautions in
this Manual and those in the Operation Manuals that comes with the products. Using the products in
a manner that deviates from these specifications and precautions will lead to unexpected failures in
equipment or devices, and to damages that result from such failures, due to insufficient operating
functions in safety-related components.
® Moving or Transferring Devices or Equipment
When moving or transferring devices or equipment, be sure to include this Manual to ensure that the
person to whom the device or equipment is being moved or transferred will be able to operate the
system properly.
e Typical related international standards: ISO/DIS 12100 I1SO, Safety of Machinery -
- Basic Concepts and General Principles for Design IEC 61508, Safety Standard
for Safety Instrumented Systems (Functional Safety of
Electrical/Electronic/Programmable Electronic Safety-related Systems)
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3 Safety Precautions

/A WARNING

Safety functions may be impaired and serious injury may occasionally occur. Do
not use the test outputs of the products as safety outputs.

Safety functions may be impaired and serious injury may occasionally occur. Do
not use DeviceNet standard 1/0O data or explicit message data as safety signals.

Safety functions may be impaired and serious injury may occasionally occur. Do
not use the indicators on the products for safety operations.

Serious injury may possibly occur due to breakdown of safety outputs or test
outputs. Do not connect loads beyond the rated value to the safety outputs or test
outputs.

Safety functions may be impaired and serious injury may occasionally occur. Wire
the output lines and 24-VDC line so that they will not touch each other to prevent a
load from turning ON due to a short-circuit with the 24-VDC line.

Safety functions may be impaired and serious injury may occasionally occur.
Ground the 0-V side of the external power supply to prevent an output from turning
ON due to a ground fault in a safety output or test output.

e e 0|00l

For the DST1-MRDO8SL-1, isolating transformers, such as TR1, that are used to
isolate between overvoltage categories Ill and Il must conform to IEC 60742, and
the insulation between the primary input and secondary output must satisfy at least
the basic insulation standards of overvoltage category Ill. One side of the
secondary output of the isolating transformer must be grounded to prevent
electrical shock in case of short-circuiting to the ground or to the frame of the
isolating transformer. To protect the isolating transformer and to prevent electrical
shock in case of short-circuiting to the frame, insert fuses according to transformer
specifications, i.e., at points F1, F2, and F3.

400V AC/230V AC DST1-MRDO8SL-1
L1 L2 L3 r—
F4 [’ sl |
1 :,,MA ] ,MB)
Fi F3 T
TR |-
R l
F6 | [F7 Fs] -
T T F1 to F8: Fuses

MA and MB: Electromagnetic switches
TR1: Isolating transformer

MB

Load

00 e —
Il I
Overvoltage category

Safety functions may be impaired and serious injury may occasionally occur. For
the DST1-MRDO08SL-1, insert a fuse rated at 3.15 A or less for each output
terminal to protect safety output contacts from welding. Confirm the fuse selection
with the fuse manufacturer to ensure the dependability of the characteristics of the
connected load.

o

Safety functions may be impaired, and serious injury may occasionally occur.
Before connecting a device to the network, clear the previous configuration data.

o
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Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, configure the appropriate node address
and the baud rate.

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, conduct user testing to confirm if the configuration
data of all the devices and their operations are correct.

Safety functions may be impaired, and serious injury may occasionally occur.
When replacing a device, confirm that the replacement device is appropriately
configured and operates properly.

Serious injury may possibly occur due to loss of required safety functions. Use
appropriate components or devices according to the requirements given in the
following table.

e e & | e

Controlling devices Requirements
Emergency stop switch Use approved devices with a direct opening mechanism compliant with
IEC/EN 60947-5-1.
Door interlocking switch or limit Use approved devices with a direct opening mechanism compliant with
switch IEC/EN 60947-5-1 and capable of switching micro-loads of 4 mA at
24 VDC.
Safety sensor Use approved devices compliant with the relevant product standards,

regulations, and rules in the country where they are used.

Relay with forcibly guided contacts | Use approved devices with forcibly guided contacts compliant with
EN 50205. For feedback, use devices with contacts capable of
switching micro-loads of 4 mA at 24 VDC.

Contactor Use contactors with a forcibly guided mechanism and monitor the
auxiliary NC contact to detect contactor failures. For feedback, use
devices with contacts capable of switching micro-loads of 4 mA at
24 VDC.

Other devices Evaluate whether devices used are appropriate to satisfy the
requirements of the safety category level.
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4 Precautions for Safe Use

® Handling

Do not drop the products or subject them to excessive vibration or impact. Doing so
may result in error or malfunction.

® Installation and Storage

® Mounting

® Wiring

Do not install or store the products in the following locations:

e Locations subject to direct sunlight

o Locations subject to temperatures or humidity outside the range specified in the
specifications

Locations subject to condensation as the result of severe changes in temperature
Locations subject to corrosive or flammable gases

Locations subject to dust (especially iron dust) or salts

Locations subject to water, oil, or chemicals

Locations subject to shock or vibration outside the range specified in the
specifications

Take appropriate and sufficient measures when installing systems in the following

locations. Inappropriate and insufficient measures may result in malfunction.
Locations subject to static electricity or other forms of noise

Locations subject to strong electromagnetic fields

Locations subject to possible exposure to radioactivity

Locations close to power supplies

Confirm the operating suggestions provided in the operation manual for each product
before installation and mounting.

¢ Use the following wires to connect external I/O devices to the products.

Solid wire 0.2 to 2.5 mm” (AWG 24 to AWG 12)
Stranded 0.34 to 1.5 mm? (AWG 22 to AWG 16)
(flexible) wire Stranded wires should be prepared by attaching ferrules with plastic

insulation collars (DIN 46228-4 standard compatible) before
connecting them.

e Turn OFF the power supply before starting any wiring operations. Not doing so may
result in unexpected operation of external devices connected to the products.

o Properly apply the specified voltage to the product inputs. Applying an inappropriate
DC voltage or any AC voltage may cause reduced safety functions, damage to the
products, or a fire.

¢ Do not wire cables for communications and I/O signals near high-voltage lines or
power lines.

o Be careful not to get your fingers caught when attaching connectors to the plugs on
the products.

¢ Tighten the DeviceNet connector to the appropriate torque (0.25 to 0.3 Nm).

¢ Incorrect wiring may reduce safety functions. Perform all wiring correctly and check
operation prior to using the products.

e Remove the dust-preventive label after completing wiring to ensure proper heat
dissipation.
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® Selecting a Power Supply
Use a DC power supply satisfying the following requirements.
e The secondary circuits of the DC power supply must be isolated from the primary
circuit by double insulation or reinforced insulation.
e The DC power supply must satisfy the requirements for class 2 circuits or limited
voltage/current circuits defined in UL 508.
e The output hold time must be 20 ms or longer.

® Periodic Inspections and Maintenance
e Turn OFF the power supply before replacing the products. Not doing so may result
in unexpected operation of external devices connected to the products.
¢ Do not disassemble, repair, or modify the products. Doing so may impair the safety
functions.
©® Disposal
¢ If you disassemble the products for disposal, be careful not to injure yourself.
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Section 1-1  DeviceNet Safety System Overview

1-1  DeviceNet Safety System Overview

1-1-1  About DeviceNet Safety

DeviceNet is an open-field, multi-vendor, multi-bit network, which combines the
controls in the machine and line control levels with information. The DeviceNet Safety
network adds safety functions to the conventional standard DeviceNet
communications protocol. The DeviceNet Safety concept has been approved by a
third-party organization (TUV Rhineland).

Just as with DeviceNet, DeviceNet Safety-compliant devices from third-party vendors
can be connected to a DeviceNet Safety network. Also, DeviceNet-compliant devices
and DeviceNet Safety-compliant devices can be combined and connected on the
same network.

By combining DeviceNet Safety-compliant products, a user can construct a safety
control/network system that meets the requirements for Safety Integrity Level (SIL) 3
according to IEC 61508 (Functional Safety of Electrical/Electronic/Programmable
Electronic Safety-related Systems) and the requirements for Safety Category 4
according to EN 954-1.

Safety Control performed by the Standard Control and Monitoring by
Safety Network Controller the Standard PLC
- Safety remote I/O communications ) - Standard remote I/O communications
Network Configurator - Explicit message communications
P
Safety Network Controller iy
- Safety Master functions SITY Standard PLC and Master
- Standard Slave functions ) SIS
Safety Standard \\ 4
configuration configuration T

Safety communications
1 Y unieat Standard communications

[ ]
4

b

Standard Slave

Safety I/O Terminal
- Safety Slave functions
- Standard Slave functions

Safety Network Controller
- Safety Slave functions
- Standard Slave functions
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Section 1-2  Safety Network Controller Overview

1-2  Safety Network Controller Overview

1-2-1  About the NE1A-series Safety Network Controller

The NE1A-series Safety Network Controllers provide various functions, such as safety
logic operations, safety I/O control, and a DeviceNet Safety protocol. The NE1A-series
Controllers allow the user to construct a safety control/network system that meets the
requirements for Safety Integrity Level (SIL) 3 according to IEC 61508 (Functional
Safety of Electrical/Electronic/ Programmable Electronic Safety-related Systems) and
the requirements for Safety Category 4 according to EN 954-1.

In the example system shown below, the safety control system implemented with the
NE1A-series Controller and the monitoring system implemented with the standard
PLC are realized on the same network.
¢ As a Safety Logic Controller, the NE1A-series Controller executes safety logic
operations and controls local I/O.
e As a Safety Master, the NE1A-series Controller controls the remote 1/0 of Safety
Slaves.
¢ As a Standard Slave, the NE1A-series Controller communicates with the

Standard Master.
K %
g |
/ \ Network Configurator
PLC
I

Safety Logic Operations
and Safety I/0 Control

DeviceNet Standard Master

SNC

=\

DRT1-series
DeviceNet Safety Slave

DeviceNet
Standard Slave/

Non-safety-related Control

o

\Safety-related Control

(i.e., the safety control system) using
DeviceNet 1/0 communications and

The PLC system monitors the SNC ‘
explicit messages.

The DeviceNet Safety
System controls remote 1/0.
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Safety Network Controller Overview

1-2-2

34

NE1A Series Features

Safety Logic Operations
In addition to basic logic functions, such as AND and OR, the NE1A-series Controllers
also support application function blocks, such as Emergency Stop Pushbutton
Monitoring and Safety Gate Monitoring, that enable various safety applications.

User-defined Function Blocks
Previously prepared logic functions and function blocks can be combined to create a
user-defined function block using the Network Configurator version 1.5[1 or higher.
This can be used to standardize functions that are used frequently to facilitate reusing
them. Passwords can also be used to protect the programming inside the function
blocks by making them “black boxes.”

Local Safety I/10

¢ A total of 24 local safety 1/O points are supported by NE1A-SCPUO1(-V1):
16 input terminals and 8 output terminals.

¢ A total of 48 local safety 1/0O points are supported by NE1A-SCPUO02:
40 input terminals and 8 output terminals.

e Faults in external wiring can be detected.

¢ Dual Channel Mode can be set for pairs of related local inputs.
When Dual Channel Mode is set, the NE1A-series Controller can evaluate the input
data patterns and the time discrepancy between input signals.

¢ Dual Channel Mode can be set for pairs of related local outputs. When Dual
Channel Mode is set, the NE1A-series Controller can evaluate the output data
patterns.

DeviceNet Safety Communications
¢ As a Safety Master, the NE1A-series Controller can perform safety 1/0
communications with up to 16 connections using up to 16 bytes per connection.
¢ As a Safety Slave, the NE1A-series Controller can perform safety I/O
communications with a maximum of four connections using up to 16 bytes per
connection.

DeviceNet Communications
As a Standard Slave, the NE1A-series Controller can perform standard 1/0
communications with one Standard Master for up to two connections using up to 16
bytes per connection.

Standalone Controller Mode
The NE1A-series Controller can be used as a Standalone Controller by disabling the
NE1A-series Controller's DeviceNet communications.

Configuration with a Graphical Tool
¢ A graphical tool is provided for both network configuration and logic programming. It
enables easy configuration and programming.
¢ A Logic Editor can be activated from the Network Configurator.
¢ Configuration data can be downloaded and uploaded, and devices can be
monitored online via DeviceNet, USB, or the peripheral interface of an OMRON PLC.

System Startup and Error Recovery Support

¢ Error information can be checked by using the error history or the indicators on the
front of the NE1A-series Controller.

e The NE1A-series Controller’s internal status information can be monitored from a
standard PLC by allocating the information in the Standard Master. In the same way,
the information can be monitored from a safety PLC by allocating the information in
the Safety Master.

Access Control with a Password
¢ NE1A-series Controller configuration data is protected by a password.
¢ Network configuration files (project files) created with the Network Configurator are
also password protected.



Section 1-2  Safety Network Controller Overview

¢ Programs and user-defined function blocks can be password-protected using the
Network Configurator version 1.5[1 or higher.

1-2-3 Standard Models

Number of I/O points
Model number Name Safety inputs | Test outputs Safety

outputs
NE1A-SCPUO1 Safety Network Controller 16 inputs 4 outputs 8 outputs
NE.1A_SC.:PUO1_V1’ Safety Network Controller 16 inputs 4 outputs 8 outputs
unit version 1.0
NE.1A_SC.:PU02’ Safety Network Controller 40 inputs 8 outputs 8 outputs
unit version 1.0
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Section 1-3  Safety I/O Terminal Overview

1-3  Safety /O Terminal Overview

1-3-1  About the DST1-series Safety I/O Terminals

The Safety I/0 Terminals support the DeviceNet Safety protocol and provide various
functions for the Safety System. The Safety I/O Terminals allow the user to construct a
safety control/network system that meets the requirements for Safety Integrity Level
(SIL) 3 according to IEC 61508 (Functional Safety of Electrical/Electronic/
Programmable Electronic Safety-related Systems) and the requirements for Safety
Category 4 according to EN 954-1.

The DST1-series safety 1/0 data is transmitted through safety I/O communications
conforming to the DeviceNet Safety Protocol, and the data processing is performed in
the Safety Network Controller.

Also, the status of the safety I/0O data can be monitored in a standard PLC in an
existing DeviceNet network using standard 1/0O communications or explicit message
communications.

|:| Network Configurator

i DeviceNet
L

DST1-series DST1-series
Safety I/O Terminal Safety I/0 Terminal

Standard PLC
DeviceNet Master Unit

) e/ o ] w—
) e/ o ] w—

AT Lgi

Emergency stop switch Two-hand Switch Safety relay

Enable switch
Safety gate switch Valve

Safety limit switch Safety Relay Unit

Safety Light Curtain
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Section 1-3  Safety I/O Terminal Overview

1-3-2  Safety /0O Terminal Features

Safety Inputs

¢ Semiconductor output devices such as light curtains can be connected as well as
contact output devices such as emergency stop switches.

o Faults in external wiring can be detected.

¢ Input delays (ON delays and OFF delays) can be set.

o Pairs of related local inputs can be set to Dual Channel Mode in order to be
compliant with the Category 4 standards.
When Dual Channel Mode is set, the input data patterns and the time discrepancy
between input signals can be evaluated.

Test Outputs
¢ 4 independent test outputs are available to use.
¢ A disconnected external indicator lamp can be detected. (Can be set for the T3
Terminal only.)
o Test outputs can be used as power supply terminals to devices such as sensors.
e Test outputs can be used as the standard output terminals for monitor outputs.

Safety Outputs

¢ Semiconductor Outputs
» Pairs of related local outputs can be set to Dual Channel Mode in order to be
compliant with the Category 4 standards.
When Dual Channel Mode is set, the output data patterns can be evaluated.
* The rated output current is 0.5 A max. per output.

¢ Relay Outputs
» Pairs of related output terminals can be set to Dual Channel Mode in order to
be compliant with the Category 4 standards.
When Dual Channel Mode is set, the output data patterns can be evaluated.
* The rated output current is 2 A max. per output terminal.
» The safety relays can be replaced.

DeviceNet Safety Communications
As a Safety Slave, the Safety I/O Terminal can perform safety I/O communications
with up to four connections.

DeviceNet Communications

As a Standard Slave, the Safety I1/0 Terminal can perform standard 1/0
communications with one Standard Master with up to two connections.

System Startup and Error Recovery Support
¢ Error information can be checked by using the error history or the indicators on the
front of the Safety I/O Terminal.
e The Safety I/O Terminal’s safety I/0 data and internal status information can be
monitored from a Standard PLC by allocating the information in the standard Master.
In the same way, the information can be monitored from a safety PLC by allocating
the information in the Safety Master.

Access Control with a Password
Safety I/O Terminal configuration data is protected by a password.

I/0 Connector Connection/Disconnection
e The I/O Connector can be connected and disconnected.
e The I/0O Connector is structured to prevent incorrect connection.
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Cage Clamp Wiring
Cables can be wired without terminal screws.

Maintenance Functions

The Safety I/O Terminals are equipped with Maintenance Functions such as a contact
operation counter, total ON time monitor, and operating time monitor.

1-3-3 Standard Models

The following table shows the three models of DST1-series Safety I/O Terminals that
are available: the Safety Input Terminal, Safety I/O Terminal (Semiconductor Output),
and Safety Input/Output Terminal (Relay Output).

Model number Name Number of I/O points
Safety inputs | Test outputs Safety outputs
Semiconductor Relay
outputs outputs
DST1-ID12SL-1 Safety Input Terminal 12 inputs 4 outputs - -
DST1-MD16SL-1 Safety I/O Terminal 8 inputs 4 outputs 8 outputs -
(Semiconductor Output)
DST1-MRDO8SL-1 | Safety I/O Terminal 4 inputs 4 outputs - 4 outputs
(Relay Output)
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1-4  Network Configurator Overview

1-4-1  About the Network Configurator

The WS02-CFSC1-E Network Configurator Support Software is used to configure, set,
and manage a DeviceNet Safety network with graphical window operations.

The Network Configurator can be used to configure a virtual DeviceNet Safety network
(in the Network Configuration Window) and monitor the configuration and parameters
of each safety device and standard device.
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1-4-2  Network Configurator Features

Compliant with Standard and Safety DeviceNet Networks
The Network Configurator can configure and monitor DeviceNet Safety compliant
devices as well as existing standard DeviceNet devices. It can thus support building
systems for standard control, safety control, or mixed standard/safety control.

Safety Network Controller Programming

The Network Configurator provides built-in programming tools for the safety logic of

the NE1A-series Controller and thus enables building DeviceNet Safety applications

using only the Network Configurator.

o Previously prepared function blocks can be incorporated in logic.
AND/OR and other logic functions and emergency stop button/safety door/light
curtain monitoring, and other previously prepared function blocks can be selected
from the function block list and placed in the Workspace to create software
connections in the logic of the Network Controller.

e User-defined function blocks can be easily created and reused using the Network
Configurator version 1.5[1 or higher.
New user-defined function blocks can be created. These can be used simply by
selecting them from the function block list and placing them in the Workspace.
Created user-defined function blocks can be saved to file and installed on another
computer to use with the Network Configurator on that computer.

o Editing of user-defined function blocks can be password-protected.
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Upward Compatibility with DeviceNet Configurator
All the functions of DeviceNet Configurator are supported. Also, all of the files created
by the DeviceNet Configurator can be used as they are.

1-4-3  System Requirements

The following computer specifications are required in order to use the Network
Configurator.

Item Specification

IBM PC/AT or compatible computer with 300 MHz or faster processor
256 MB RAM min.

Computer 40 MB free hard disk space

Super VGA (800 x 600) or higher Display

CD-ROM drive or DVD drive

OS Windows® 2000 or Windows® XP

One of the following COM Ports is required:

e USB Port:
For an online connection via the NE1A-series Controller's USB
port (USB 1.1)

* DeviceNet Interface Card (3G8E2-DRM21-V1):
For an online connection via DeviceNet

COM Port

1-4-4 Standard Models

Model number Name Component Compatible os
computer
Network Installation disk IBM PC/AT or Windows® 2000
WODRETSeTE Configurator (CD-ROM) compatible or Windows® XP
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1-5 Basic System Startup Procedure

This manual introduces the basic steps that are needed to make the safety system
operational, with particular focus on the following steps.

- System Design and Programming

- Configuration

- Testing

1. System Design
&
Programming

l

2. Installation and Wiring

!

3. Configuration

l

4. User Test

!

5. System Operation

1-5-1  System Design and Programming

In this step, the optimum safety system is determined by the following procedures:
(1) Based on the required safety system specifications, select and arrange the safety
devices and determine the safety functions to be allocated to each device.
(2) Configure the network system as a virtual network in the Network Configurator.
* Register all of the devices. If the system is a mixed safety control and standard
control system, register both the safety devices and standard devices.
» Set the parameters of all the devices.
» Check the percentage of the network bandwidth being used and review the
parameters.
Create the program for the NE1A-series Controller.
+ Verify the system reaction time of all the safety chains.

The network bandwidth usage and the system reaction time are affected by several
factors, including the network configuration, NE1A-series Controller and Safety 1/0
Terminal parameter settings, and NE1A-series Controller program, so repeat the steps
above to determine a system configuration which meets the users’ requirements.

Please refer to the following sections for the operating instructions of the Network
Configurator.
*» Device Registration
Refer to 3-4 Creating a Virtual Network.
+ Editing Device Parameters
Refer to 3-7 Device Parameters and Propetrties.
Refer to Section 4 Editing Safety I/O Terminal Parameters.
Refer to Section 5 Editing Safety Network Controller Parameters.
» Checking the Usage Rate of Network Bandwidth
Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the Best EPI.
+ Calculating the Reaction Time
Refer to 2-3 Calculating and Verifying the Maximum Reaction Time.

IMPORTANT: Allocate a unique safety network number to each safety network or safety
subnetwork.
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1-5-2 Installation and Wiring

In this step, install and wire each device as shown below:

Install all of the devices and set node addresses and baud rates.
Connect to I/O devices.

Wire the power supplies.

Wire the DeviceNet.

Wire the USB.

Please refer to the following related manuals for details:

Item Manual name Cat. No.
DeviceNet installation DeviceNet Operation Manual W267
NE1A-series Controller DeviceNet Safety Network Controller Z906
installation Operation Manual
DeviceNet Safety I/O Terminal | DeviceNet Safety I/0O Terminal Operation 7904
installation Manual
Installation of other devices Operation manual for each device -

/A WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, clear the previous configuration 0
data.

/A WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, set the appropriate node address 0
and baud rate.
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1-5-3  Configuration

In this step, transfer the parameters for each device created by the Network
Configurator to the actual device to make the system operative.
Use the Network Configurator to perform the following operations:
(1) Download
The parameters set in the Network Configurator's virtual network are transferred
to the actual device and stored in each device.
(2) Verification
Verify the safety device settings.
The user confirms that the parameters and safety signatures stored in each
device are correct.

Please refer to the following sections for the operating instructions of the Network
Configurator.
* Download
Refer to 3-7 Device Parameters and Properties.
* Verification
Refer to 3-8 Parameter Verification.

IMPORTANT: e After downloading the device parameters, verify the parameters to confirm that
the parameters and the safety signature saved in the devices are correct.
¢ When selecting Open Only in the Open Type setting for the safety connection,
check that the Safety Master and Safety Slave are correctly configured.

1-5-4 User Test

In this step, the user himself confirms the program operation and performs functional
tests.

Always perform the user test, because it is the user’s responsibility to verify the
system operation. The user test verifies the correctness of all parameters downloaded
to each safety device, as well as each device’s safety signature. To demonstrate that
all parameters and safety signatures are correct after completing the user test,
perform a Configuration Lock operation on all of the safety devices.

Refer to 3-9 Configuration Lock for details on performing a Configuration Lock from
the Network Configurator.

A WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, perform user testing to confirm that the
configuration data of all the devices is correct and that they are operating
correctly.

IMPORTANT: e After configuring all the devices, user testing must be performed to check if the
configuration data and device operation of each device are correct. User
testing is performed to verify the safety signature for each device.

¢ The configuration must be locked after the user testing has completed.
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2-1  Applications
This section describes how to construct a DeviceNet Safety Network in the following
two cases.
(1) Establishing a new Safety Network
(2) Changing an established Safety Network

2-1-1  Establishing a New Safety Network

This section describes the procedure for establishing a system by designing a new
Safety Network using the Network Configurator and then downloading the parameters
to the network devices.

System Design and Programming

1. Starting the Network Configurator
Start the Network Configurator.
Refer to 3-1-1 Starting and Exiting the Network Configurator.

2. Creating the Virtual Network
Create the virtual network by adding a device from the Hardware List. If the user
is to specify the network number, set the network number as well.
Refer to 3-4 Creating a Virtual Network.

3. Editing and Programming Device Parameters
Set the parameters of the DST1-series I/O Terminals configured in the virtual
network.
Refer to Section 4 Editing Safety I/O Terminal Parameters and to the DST1
Series I/O Terminal Operation Manual (Z904).
Set the parameters of the NE1A-series Controller configured in the virtual
network.
Refer to Section 5 Editing Safety Network Controller Parameters and to the
Safety Network Controller Operation Manual (Z906).
Program the NE1A-series Controller configured in the virtual network.
Refer to Section 6 Programming the Safety Network Controller and to the
Safety Network Controller Operation Manual (Z906).

4. Verifying the Network Bandwidth to Use
Confirm that the bandwidth used in the safety I/O communications does not
exceed the acceptable bandwidth in the network. If exceeded, re-examine the
procedure from network configuration in step 2.
Refer to 2-2 Allocating Network Bandwidth and Calculating the Best EPI.

5. Calculating and Verifying the Maximum Reaction Time
Calculate the maximum reaction time of all the safety chains and check if the
requirement specifications are met. If the requirement specifications are not met,
re-examine the procedure from network configuration in step 2.
Refer to 2-3 Calculating and Verifying the Maximum Reaction Time.

6. Saving the Network Configuration File
Save the network configuration file with the completed design.
Refer to 3-5-2 Saving the Network Configuration File.

7. Exiting the Network Configurator
Exit the Network Configurator.
The following operations are performed by connecting the Network Configurator
to the network after the network installation and wiring.

IMPORTANT: Allocate a unique safety network number to each safety network or safety
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subnetwork.

Configuration

8. Starting the Network Configurator and Connecting to the Network
Start the Network Configurator and connect it to the network via the USB port
on the NE1A-series Controller or a DeviceNet Interface Card.
Refer to 3-3 Connecting to the Network.

9. Reading the Network Configuration File
Read the saved network configuration file with the completed design.
Refer to 3-5-3 Reading the Network Configuration File.

10. Resetting a Device
When changing the configuration because of user testing results or when
downloading the parameters again, it is necessary to clear the previous
configuration before downloading the new parameters. Reset the device by
setting the reset type to Return to the out-of-box configuration, and then
emulate cycling power.
Refer to 3-10-2 Resetting Devices.

11. Downloading Device Parameters
Download the parameters to all the devices.
Refer to 3-7-3 Downloading Device Parameters.

12. Confirming the Downloaded Device Parameters and Safety Signatures
Verify the parameters for all the devices and check if the device parameters and
program that the user input have been correctly downloaded and saved in the
devices.
Refer to 3-8 Parameter Verification.

13. Saving the Network Configuration File
Save the network configuration file in which parameter verification of all the
devices has been completed.
Refer to 3-5-2 Saving the Network Configuration File.

14. Exiting the Network Configurator
Exit the Network Configurator.

IMPORTANT: e After downloading the device parameters, verify the parameters to confirm
that the parameters and the safety signature saved in the devices are correct.
e When selecting Open Only in the Open Type setting for the safety
connection, check that the Safety Master and Safety Slave are correctly
configured.

User Testing

15. User Testing
The user himself must verify device parameters and operation to confirm that
safety system requirement specifications are met.

16. Starting the Network Configurator and Connecting to the Network
Start the Network Configurator and connect it to the network via the USB port
on the NE1A-series Controller or a DeviceNet Interface Card.
Refer to 3-3 Connecting to the Network.

17. Reading the Network Configuration File
Read the saved network configuration file with parameters that are already
verified.
Refer to 3-5-3 Reading a Network Configuration File.
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18. Configuration Lock

Lock the configuration of all the devices to indicate that they have been verified
as well as to prevent parameters from being mistakenly rewritten.
Refer to 3-9-1 Locking the Device Configuration.

19. Saving the Network Configuration File

Save the network configuration file of the virtual network in which the
configuration is locked.

Refer to 3-5-2 Saving the Network Configuration File.

20. Exiting the Network Configurator
Exit the Network Configurator.

/A WARNING

Safety functions may be impaired and serious injury may occasionally occur.

Before operating the system, perform user testing to confirm that the 0

configuration data of all the devices is correct and that they are operating
correctly.

IMPORTANT: e After configuring all the devices, user testing must be performed to check if

the configuration data and device operation of each device are correct. User
testing is performed to verify the safety signature for each device.
¢ The configuration must be locked after the user testing has completed.

Running the System

21. Running the System
Run the system.
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2-1-2 Changing an Established Safety Network

This section describes procedure to change the Safety Network after the system is
running.

Changing the System

1. Stopping the System
Turn OFF the power supplies to moving parts, such as motors, and stop the
system. Continue supplying power to the network and the NE1A-series
Controller.

2. Starting the Network Configurator and Connecting to the Network
Start the Network Configurator and connect it to the network via the USB port
on the NE1A-series Controller or a DeviceNet Interface Card.
Refer to 3-1-1 Starting and Exiting the Network Configurator and 3-3
Connecting to the Network.

3. Uploading the Network Configuration
Upload the network to obtain the current network configuration.
Refer to 3-4 Creating a Virtual Network.

4. Unlocking the Configurations
Unlock the configurations of all the devices to enable changing the network
configuration.
Refer to 3-9-2 Unlocking the Device Configuration.

5. Resetting a Device
Before changing device parameters and node address, clear the configuration
of the device. Reset the device by setting the reset type to Return to the out-of-
box configuration, and then emulate cycling power.
Refer to 3-10-2 Resetting Devices.

6. Exiting the Network Configurator
Exit the Network Configurator.

7. Changing the System
Change the network, wiring, and node addresses and add or delete devices
according to the specified system changes. Safety devices that are being newly
added must be configured in advance.
Refer to 3-10-2 Resetting Devices.

/A WARNING

Before connecting a device to the network, clear the previous configuration

Safety functions may be impaired and serious injury may occasionally occur. 0
data.

/A WARNING

Before connecting a device to the network, set the appropriate node address

Safety functions may be impaired and serious injury may occasionally occur. 0
and baud rate.

Note: There is no need to use the saved network configuration file, because the purpose
of this procedure is to unlock the device configurations and reset devices to the
default configurations.
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Redesigning the System

8. Starting the Network Configurator
Start the Network Configurator to redesign the network.

9. Reading the Network Configuration File
Read the saved network configuration file with a locked configuration.
Refer to 3-5-3 Reading a Network Configuration File.

10. Changing the Virtual Network
Add or delete the devices and change the node addresses according to
specified changes.
Refer to 3-4 Creating a Virtual Network.

11. Changing the Device Parameters and Program
Set and change the parameters of the DST1-series I/O Terminals configured in
the virtual network according to specified changes.
Refer to Section 4 Editing Safety I/O Terminal Parameters and to the DST1
Series I/O Terminal Operation Manual (Z904).
Set and change the parameters of the NE1A-series Controller configured in the
virtual network according to specified changes.
Refer to Section 5 Editing Safety Network Controller Parameters and to the
Safety Network Controller Operation Manual (Z906).
Create and change the program of the NE1A-series Controller configured in the
virtual network according to specified changes.
Refer to Section 6 Programming the Safety Network Controller and to the
Safety Network Controller Operation Manual (Z906).

12. Verifying the Network Bandwidth to Use
Confirm that the bandwidth used in the safety I/O communications does not
exceed the acceptable bandwidth in the network. If exceeded, re-examine the
specified changes.
Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the Best
EPI.

13. Recalculating and Verifying the Maximum Reaction Time
Calculate the maximum reaction time of all the safety chains and check if the
requirement specifications are met. If the requirement specifications are not met,
re-examine the specified changes.
Refer to 2-3 Calculating and Verifying Maximum Reaction Time.

14. Saving the Network Configuration File
Save the network configuration file with the completed changes.
Refer to 3-5-2 Saving the Network Configuration File.

15. Exiting the Network Configurator
Exit the Network Configurator.
The following operations are performed by connecting the Network Configurator
to the network after the actual system changes have been completed.

IMPORTANT: e Allocate a unique network number when establishing a network or
subnetwork.

o [f the parameters of a Safety Slave or Standard Slave are changed, the
parameter information will not match in the Safety Master or Standard Master
in which the Slave is registered. Therefore, a yellow [ ! ] symbol will be
displayed next to the slave icon. If this symbol is displayed, check the slave
information by opening the Edit Parameter Window of the Master. Allocate a
unique network number when establishing a network or subnetwork with
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Safety Slaves.

Note: If device parameters with a locked configuration are changed, the color of the
key icon will change to yellow.

Re-confiquration

16. Starting the Network Configurator and Connecting to the Network
Start the Network Configurator and connect it to the network via the USB port of
the NE1A-series Controller or a DeviceNet Interface Card.
Refer to 3-3 Connecting to the Network.

17. Reading the Network Configuration File
Read the saved network configuration file with the completed design changes.
Refer to 3-5-3 Reading a Network Configuration File.

18. Downloading Device Parameters
Download the parameters to all the devices.
Refer to 3-7-3 Downloading Device Parameters.

19. Confirming the Downloaded Device Parameters and Safety Signature
Verify the parameters for all devices with an icon indicating pre-verification and
check if the device parameters and program that the user input are correctly
downloaded and saved to the devices.
Refer to 3-8 Parameter Verification.

20. Saving the Network Configuration File
Save the configuration file for a network in which parameter verifications of all
the devices have been completed.
Refer to 3-5-2 Saving the Network Configuration File.

21. Exiting the Network Configurator
Exit the Network Configurator.

IMPORTANT: e After downloading the device parameters, verify the parameters to confirm
that the parameters and the safety signature saved in the device are correct.
e When selecting Open Only in the Open Type setting for the safety
connection, check that the Safety Master and Safety Slave are correctly
configured.

Note: e In the Network Configuration Pane, the device will be displayed as
locked, but the actual device has already been unlocked. Therefore, the
parameters can be downloaded.

¢ If downloading to a device with a key icon color that has changed to
yellow because of parameter changes, the icon must be returned to the
state before verification (white [ S ] symbol).

¢ |f downloading to a device with a key icon color that has not changed
because parameters have not been changed, the icon must be returned
to the state indicating that verification has been completed (green [ S ]
symbol).

Additional User Testing

22. User Testing
The user himself must verify device parameters and operation to confirm that
the safety system requirement specifications are met.

23. Starting the Network Configurator and Connecting to the Network
Start the Network Configurator and connect it to the network via the USB port
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on the NE1A-series Controller or a DeviceNet Interface Card.
Refer to 3-3 Connecting to the Network.

24. Reading the Network Configuration File
Read the saved network configuration file with verified parameters.
Refer to 3-5-3 Reading a Network Configuration File.

25. Configuration Lock
Lock the configuration of all the devices to indicate that they have been verified
as well as to prevent parameters from being mistakenly rewritten.
Refer to 3-9-1 Locking the Device Configuration.

26. Saving the Network Configuration File
Save the file of a virtual network with a locked configuration.
Refer to 3-5-2 Saving the Network Configuration File.

27. Exiting the Network Configurator
Exit the Network Configurator.

/A WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, perform user testing to confirm that the
configuration data of all the devices is correct and that they are operating
correctly.

IMPORTANT: ¢ After configuring all the devices, user testing must be performed to confirm
that the configuration data and operation of each device are correct. User
testing is performed to verify the safety signature for each device.

¢ The configuration must be locked after user testing has been completed.

Restarting the System

28. Running the System
Run the system.
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2-2 Allocating Network Bandwidth Usage and
Calculating the Best EPI

Almost all of the DeviceNet Safety network bandwidth can be used for safety 1/0 and
standard 1/0 communications.

Communications may time out, however, if the connection settings exceed the
acceptable bandwidth usage for each type of communications.

Check the connection settings and, if a setting is found to exceed the acceptable
bandwidth usage rate, the setting must be changed to the value outlined in the
following table.

e Safety I/O EPI (Expected Packet Interval) setting for safety
communications connections

e Standard I/O Master communications cycle time
communications

The network configuration may need to be changed if the settings exceed the
acceptable bandwidth usage rate as a result of securing the required communications
performance (i.e., the required network reaction time for safety /O communications).
This section describes how to check the network bandwidth used for safety 1/0
communications in the designed network, how to calculate the best EPI from the set
bandwidth usage rate, and how to re-set the value.

2-2-1  Checking the Network Bandwidth Used for Safety 1/O
Communications

The actual network bandwidth usage rate for safety I/O communications for the
connections set in the virtual network is displayed at the bottom of the Network
Configuration Window under Usage of Network Bandwidth for Safety Connections.
The network bandwidth usage rate is displayed for each baud rate, as shown in the
following diagram.
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As shown in the diagram, the faster the baud rate, the lower the bandwidth usage rate.

IMPORTANT: Keep 10% or more of the network bandwidth available for establishing
connections and for explicit message communications with the Network
Configurator, whether using only safety I/O communications or using both
safety I/O and standard I/O communications.
Even if 10% or more is available, however, safety or standard communications
might time out, depending on the Network Configurator operation (e.g.,
monitoring or other operations that create a load on the network) or if the user
application uses explicit message communications. If timeouts occur, reduce
the network bandwidth usage rate (i.e., increase the unused bandwidth).
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Performing Only Safety I/O Communications

When performing only safety /O communications, there is no problem if the network
bandwidth used for safety I/O communications is approximately 90%.

If the bandwidth exceeds 90%, obtain the best average EPI for all connections by
referring to 2-2-2 Allocating Network Bandwidth Usage Rates and Calculating Best
EPI and change the EPI setting for each connection.

Performing Safety /O Communications and Standard /O Communications

When both safety I/O communications and standard I1/O communications are used on
one network, it is necessary to determine the network bandwidth to use for each type
of communications. Problems will occur if only the network bandwidth for safety 1/0O
communications is determined, because some network bandwidth is required for
standard I/O communications.

Refer to 2-2-2 Allocating Network Bandwidth Usage and Calculating the Best EPI and
enter the network bandwidth used for each type of communications and set the best
average EPI for each safety connection and the communications cycle time of the
Standard Master.
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Allocating Network Bandwidth Usage Rates and Calculating

Best EPI

The average EPIs for safety I/O communications and standard /O communications
and the best communications cycle time are calculated by entering the network
bandwidth usage rate for each type of communications into the Network Configurator.

Calculate the best average EPIs and the best communications cycle using the

following procedure. The network configuration might need to be changed if the

required communications characteristics cannot be achieved.

1. Make the required settings for the virtual network on the Network Configurator,
including creating programs for the Safety Network Controller.

2. Click the Calculate EPI Button at the bottom of the Network Configuration
Window. The Calculate EPI Dialog Box will be displayed.

3. Input the network bandwidth used in safety I/O communications and the

bandwidth used in standard 1/O communications.
® If using only safety I/O communications:
Input the network bandwidth used by the safety connections as 90% or

less and input 0% for the network bandwidth used by standard

connections.

If using both safety and standard I/O communications:
Input the total network bandwidth used for safety and standard connections
as 90% or less, e.g., 50% for safety connections and 40% for standard

connections.

Safety and standard I/O communications will use the bandwidth based on

the rates specified here.
4. Click the Calculate Button.

5. The best average EPI of all the connections in the safety I/O communications and

the optimum Master communications cycle time in the standard /O
communications will be displayed for each baud rate.

Calculate EPI

Safety Connections

Metwork, B andwidth Best Average of EPI
e Fiate- "mil ., 125K Bit/s
= 250K Bit/s
ROCK. Bit/s

= X

30 mz
15 me

8 me

Update device configuration...

Standard Connections

LCalculate

Metwork, Bandwidth Best Average of Cpcle Time
Ilse Rate : 0 5 123K Bit/s : B s
) 250K Bi/s - Ime
BO0K. Bitss 2 ms

Cloze

6. Perform the following trial calculation.

¢ When using safety /O communications only
Increase the network bandwidth for safety connections to 90%. If the desired best

EPI for each safety connection cannot be calculated, try increasing the EPI for

connections that need faster speeds (EPI settings, step 9 as described later).
¢ When using a mixture of safety and standard /O communications:

Try changing the network bandwidth usage rate and calculating the EPI, as

described below.
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- Increase the usage rate for safety connections to shorten the EPI for safety 1/0
communications and lengthen the communications cycle time for standard 1/0
communications.

- Conversely, increase the usage rate for standard communications to shorten
the cycle time for standard I/O communications and increase the EPI for
safety 1/0 communications.

7. Check the Safety Network Controller cycle time.
Next, check that the cycle times calculated in the previous steps are longer than
the Safety Network Controller cycle time. If they are shorter, the Safety Network
Controller cycle time will be the minimum that can be set for the EPI. The Safety
Network Controller cycle time can be checked offline after creating the program,
under Cycle Time on the Mode/Cycle Time Tab in the Edit Device Parameters
Dialog Box. Refer to 5-5 Setting the Operating Modes and Confirmation the Cycle
Time.

IMPORTANT: The minimum possible EPI setting is larger value of either the Safety
Network Controller cycle time or the Safety Slave cycle time (fixed at 6
ms). The minimum possible EPI will be affected, therefore, if the
Safety Network Controller cycle time is longer than 6 ms.

8. Reconsider the network configuration itself if you have performed the test
calculation as outlined above and either of the following occur, i.e.,
o the desired best average EPI for each safety connection and the best
communications cycle time for the Standard Master cannot be calculated, or
o the Safety Network Controller cycle time is longer than the best average EPI.
Consider adjusting the following aspects of the network configuration.
¢ Reducing the number of nodes or I/O points.
e Splitting the network
- If using both safety and standard 1/0 communications, split the network into a
DeviceNet Safety network and a standard DeviceNet network.
-If using only safety I/O communications, split the network into two DeviceNet
Safety networks.

9. Change the EPI settings for each safety connection and the Standard Master
communications cycle time setting to suit the desired baud rate.

® Changing the EPI Settings for Each Safety /0 Connection
The best average EPI calculated is the best average of all safety connections.
The following method is used for setting the calculated EPI as the EPI in the
parameters for all safety connections.
¢ Method for batch setting the best EPI to devices

1. Click the Update Device Configuration Button.
The Update Device Configuration Dialog Box will be displayed.

Update Device Configuration =3

Flease select a baud rate that vou would like to use.

Baud rate
* 125K Bi/s M ms
" 250K Bit/s 15 msz
™ 500K Bit's 8 mz
User setup

" Custom EPI 10 e

Range : 1 -500ms

[ | Cancel |
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2. Select the baud rate to be used and click the OK Button.
The calculated best average EPI value will be batch set as the EPI in the
safety connection parameters for all devices.

3. If required, adjust the EPI settings for the whole network, making the EPI
smaller for those connections that need a faster response time (e.g., for safety
curtain connections) and making the EPI larger for those connections that do
not need a fast response (e.g., for door switches not used in hazardous areas).
Refer to the reaction time listed in the EPI field to check what the reaction time
will be for each safety connection EPI setting.

Note: Set the EPI for each safety connection longer than Safety Network
Controller cycle time. If the EPI is shorter, errors will occur when the
safety connection parameters are downloaded and the download will fail.

® Changing Standard Master Communications Cycle Times
The value calculated as the best average cycle time is the best communications
cycle time for the Standard Master.
Set the calculated value as the Standard Master communications cycle time.

10.Reconfirm the bandwidth usage rate.
If the EPI settings in the safety connection parameters or the Standard Master
communications cycle time setting has been changed based on the calculation
results, check that the network bandwidth usage when safety connections are used,
displayed at the bottom of the Network Configuration Window, is less than the
value input in the Calculate EPI Dialog Box.
It is particularly important to check the bandwidth usage rate if the best average
EPI has been adjusted for each connection rather than applied as a batch setting.

Note: The EPIis setin 1-ms units, so the network bandwidth usage rate may
be smaller than the input value if the calculation result is input directly.

11. Perform a test to ensure that there are no problems with the set values.
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2-2-3  Example of EPI Calculations
The following network configuration is used for an example of calculating the EPI.

Conditions
The baud rate is 500 Kbit/s.

& uptitled - Netvork Configzrator
Fil

le Edit Mew Network Device EDSFile Tools Option  Help

DEE B 7 ‘ % = £
el @
= " " " "
Netwark Configurator = - - (4 (= s o=
= E8) DeviceNet Hardware
=+ Vendor #00 #1 #02 03 H04 i H0§ #o7
= @ OMAON Corparation DST1-ID125L1 DST1-ID125L1 DSTHD125L1 DST1D125L1 DETTDI25L1 DST1D125L1  DST1-MDIESL1  DST1-MDIESLA
5 g AL Diives JEEL JEEL JILED JLED JLER |12 811 121 #11 L
w2 Commurications Adsprer |
i, Discrete Safety /0
4 g, General Pupose Discrete |/
+ o, Geneiic Device e @ @ @
# &, Human Machine Interface 2
=i Poston Contiollec #08 #03 #0 11 #12 #3 #4 IS
= & Safely Metwork Controller | DSTIMDIESLY  DSTIMDIESLY DSTIMDIESLT  METASCPUDT  CITw-DAM2! DRTZID1E DRTZIDIE DATZIDIE
% MNE1&-5CPUOT l\ﬂﬁﬂ l\ﬂﬁﬂ l\ﬂﬂﬂ j j jlﬂtﬂZ Jlﬂmz J|£|ﬂ12
=3 DeviceType
[ 2y AL Drives
4] o Communications Adapter
-y Discrete Safety 1/0 @ @ @ @ @ @ @ @
- gy General Purpose Discrete 1/0
/g Generio Devics #16 T #18 #3 #20 #21 #22 423
- HumanMachine Interface DRT2ID1E DATZIDIE DRTZIDIE DRT2OD1E DRT2OD1E DAT2OD16  DAT2ODIE  DAT2ODIE
Fl- & Postion Cantioller JEEH [EEH JEEH JIEXH JIEXH JIEEH JIEEH lamz
- g, Safety Nebwork Controller

Usage of Netwark Bandwidih of S afety Cannections

125K Bitds K Bitds sonk eivs - [ Calculate EP

q o 0% [ 100% 0% [goz 100% 0% [agz 100%
x
Message Code | Date | Desaription
Ready LDeviceNet [T:Urknown |COMT:CS/CJ1 TOOLBUS  [UrnitNo:000.000.00 (115200 Bit/s [ Off-ine CAP

e Safety I/O Communications
Example: The NE1A-series Controller sets safety connections between six DST1-
ID12SL-1 Input Terminals and five DST1-MD16SL-1 I/O Terminals. The default set
values are used for all the safety connections, and the EPI is 10 ms.

e Standard /O Communications
Example: The CJ1W-DRM21 sets the standard connections between six DRT2-ID16
Input Terminals and five DRT2-OD16 Output Terminals. The default set values are
used, and the communications cycle of the CJ1W-DRM21 is automatically set but it
attempts to operate at a cycle time of about 3.2 ms.

Generdl | 140 Allocation(@UT) | 140 Allocation(IN]

Local Output ] Local Input/T est Output ] Mode/Cycle Time 1 Lagic
Communieation Cycle Time I Message Timer | Slave Function

Safety Corinections l Memory Info. | SafetySlave 1/0 | Slave 10

Unregister Device List

# | Product Name [ Communication Cycke Time: [T =] ms

Setup Range: 0 Auto [ Default]. 1- 500 ms

Default Setup

* | ¥ Auo allocation

Riegister Device List

Product Name | EPI ‘ Reaction... | Type | Size B
$ HOO DST1-D7125L1
ﬁ Satety Input Ass.. 10ms 40 ms In 2Bye —
9 H01 DST14D125L4 Communication Cycle Time [ Auto Setting ]
S Safety Input s 10ms 40 ms In 2Bue Bauid rats 125K Ditds . D024 ms
& 102 DST1-D125L1
ﬁ Satety Input Asz.. 10ms 40 mz In 2Bute B i 2L e AR
$ HOI DST1D7125L1 Baud rate 500K Bit/s 3176 ms
S Sate oot s Nms 4N ms In 2R
Hew... | ‘ | Register/Unregisterd |

Cancel

Cancel
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Calculations

Here, we allocate 70% network bandwidth usage rate to safety connections and 20%

to standard connections.

Click the Calculate Button and from the calculation results, you can see the EPI for
the safety connections can be set to 7 ms and the communications cycle of the
Standard Master can be set to 6 ms.

Calculate EPI

S afety Connectionz
Metwork, B andwidth

Jze Hat

Standard Connechions
M etwark. B andwidth

Jze Hat

Calculate

[ElES
Best Average of EF
125K Bit/s 28 ma
200K Bitds 13 ms

E00K, Bit/s @

Update device configuration... |

Best Average of Cocle Time

125K Bitds 22 mz

2a0K Bitdsz 11 mz

500K, Bit/s :
Cloze

Checking the Safety Network Controller Cycle Time

If, for example, the Safety Network Controller cycle time was 6 ms, it is shorter than
the calculation result of 7 ms which means the result can be set as the EPI.

Changing Settings

Changing the EPI Settings for Each Safety /O Connection
Set the EPI of all safety connections set in the NE1A-series Controller to 7 ms
according to the calculation results.
Click the Update Device Configuration Button to batch set the calculation result of
7 ms as the EPI for all safety connections by selecting the baud rate to be used.
Refer to 2-2-2 Allocating Network Bandwidth Usage and Calculating the Best EPI.
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Edit Device Parameters '-D_ .>_<

Lacal Output ] Laocal Input/T est Output ] Mode/Cycle Time ] Logic ]
Safety Connections ] Femary Info. ] Safety Slave 140 ] Slave 110 ]

Urnregister Device List
# | Product Mame |

* | ¥ Auto allocation,

Register Device List

Product Mame |/EF‘I\ | Reaction... | Type | Size -
& #00D5T1-D125L
ﬁ Safety Input As 7 ms 28 ms In 2Bt —

& 401 DST1D125)1

ﬁ Safety Input Azz.. 7 ms 2 mz In 2EBEpte
@ HOZDST1-D125L1
ﬁ Safety Input Azz.. ¥ ms 8 iz In 2Bpte
&H #0323 DST1D1250-
B Gafeh it ks 7 me PR m= In ? Rute ﬂ
MNew. | | | Register/Unregisterd |

~—~

Ok, | Cancel |

Changing Standard Master Communications Cycle Time Settings
Set the communications cycle of the CJ1W-DRM21 to 6 ms.

Edit Device Parameters '-El_ .>_<

Gereal | 1/0 Aloation(0UT) | 120 dllocation(N) |
Communication Cycle Time ] Meszage Timer ] Slave Function ]

Communication Cycle Time : | B 4? s

SetupHange : 0: Auto [ Default ). 1-500me
Default Setup

Communication Cycle Time [ Auto Setting |

Blaud rate 125K Bitds 8.024 ms
Baud rate 250K Bitds : 4792 ms

Blaud rate 500K Bitss : 3176 ms

u] | Cancel
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2-3 Calculating and Verifying the Maximum
Reaction Time

The last step in designing the network is calculating the reaction time of safety chains.
The user must check that the reaction time in all the safety chains meets the
requirement specifications.

2-3-1 Concept of Reaction Time

Reaction time is the worst down time among the running devices considering faults
and failures in safety chains. The safety distance is calculated from reaction time.

The reaction time is calculated for each safety chain. The typical combinations of
safety chains are as follows:

(1) NE1A-series Controller Standalone System

Safety NE1A-SCPUO01 Actuator
sensor/switch [ | ]

(2) Remote Input — NE1A-series Controller Output

Safety DST1-series Network NE1A-SCPU01 Actuator
sensor/switch [~ | 1/O Terminal | 1

(3) NE1A-series Controller Input — Remote Output

Safety NE1A-SCPU01 Network DST1-series Actuator
sensor/switch | [ | WO Terminal [~ |

(4) Remote Input — Remote Output

Safety DST1-series Network NE1A-SCPU01 Network DST1-series Actuator
sensor/switch [~ | 1/O Terminal | | 1/O Terminal

Note: Even if a fault or failure occurs in a safety chain, the output shutoff time
is ensured as the maximum reaction time.
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2-3-2  Calculating the Maximum Reaction Time

Reaction Time Components
Reaction time components are displayed for each safety chain.

(1) NE1A-series Controller Standalone System

Safety NE1A-SCPU01 Actuator
sensor/switch
Local input/local
Sensor/switch out':)ut Actuator
reaction time ~—— reaction time — reaction time
(A)

(2) Remote Input — NE1A-series Controller Output

Safety DST1-series NE1A-SCPUO01 Actuator
sensor/switch 1/0 Terminal
Remote
Sensor/switch Input Network input/local Actuator
reaction time —— reactiontime _ reaction time — output ~ reaction time
(E) (G) reaction time

)]

(3) NE1A-series Controller Input — Remote Output

Safety NE1A-SCPUO01 DST1-series Actuator
sensor/switch 1/0 Terminal
) Local
Sensor/switch input/remote Network Output Actuator
reactiontime ——  output  — reaction time — reactiontime — . uon time
reaction time (G) (F)
(©)

(4) Remote Input — Remote Output

Safety DST1-series NE1A-SCPUO01 DST1-series
SenscrEniich 1/0 Terminal I/O Terminal
. ) Remote input/
Sensor/switch Input reaction Network remote output Network Output
reaction time —— time — reactiontime — (oaction time — reactiontime _ reaction time _—_
(E) (G) (D) (G) (F)
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Maximum Reaction Time Formula

ltem

Formula

A | Local input/local output reaction time of
the NE1A-series Controller (ms)

ON/OFF delay + I/O refresh cycle
+ NE1A-series Controller cycle time x 2 + 2.5

B | Remote input/local output reaction time
of the NE1A-series Controller (ms)

NE1A-series Controller cycle time + 2.5

C | Local input/remote output reaction time
of the NE1A-series Controller (ms)

ON/OFF delay + /O refresh cycle
+ NE1A-series Controller cycle time x 2

D | Remote input/remote output reaction
time of the NE1A-series Controller (ms)

NE1A-series Controller cycle time

E | Input reaction time of the DST1-series
I/O Terminal (ms)

ON/OFF delay + 16.2

F | Output reaction time of DST1-series I/0
Terminal (ms)

6.2 + Relay reaction time
(DST1-MRDO08SL-1 only)

G | Network reaction time (ms)

Use the Network Configurator calculation result.

IMPORTANT: In the SNC program, add the time for the NE1A-series Controller cycle time to
the reaction time of the safety chain when the output from a function block is
fed back to the input side of the function block.

Check the NE1A-series Controller cycle time, 1/O refresh cycle time, and network
reaction time in the Network Configurator.

Check the NE1A-series Controller cycle time and I/O refresh time in Mode/Cycle
Time Tab of the Edit Device Parameters Window.

Edit Device Parameters

Automatic Execution Mode

* Maomnal Mode [Need execution cammard)

MNOTE

power-up after the download of thiz configuration,

DeviceMet Communication

&
WARMNING

Safety Connections ] temaory Info. ] Safety Slave 1/0 ] Slave /0 ]
Lacal Output ] Local Input/Test Output Mode/Cycle Time l Logic ]

" Autornatic Execution Mode [Sutormatically execute after power-up)

Thiz parameter becomes effective when the device starts with

" Dizable [Stand Alone Mode)

= X

IF pou would ke to dizable the DeviceMet communication, you can
configure it from the USE connection anly. If you don't use the USE
connection and pou select "DISABLE" . the download of this

configuration will fail
Cocle Time 0 Refrezh Cycle Time
9.0 ms 45 mz

QK. | Cancel
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Check the network reaction time in the Safety Connection Tab of the Edit Device
Parameters Window.

Edit Device Parameters -D_ ’E
Local Output ] Local Input/Test Dutput I Mode/Cyucle Time I Logic ]
Safety Connections l Memary Info. ] Safety Slave [0 I Slave [0 ]

Urreaister Device List
# | Product Mame |

* | ¥ Auto dlocation,

Reqizter Device List

Product Mame | EFI | Reaction... | Type | Size -
‘ ROODSTI-ID125L1
Gm Safety nput Asz. 7 mz 28 ms In 2Bpte  —
@ #01 DST1-ID125L1
ﬁ Safety Input Azz... 7 ms 28 ms In 2 Byte
@ #02DST1-ID125L1
ﬁ Safety Input Ass.. ¥ mg 28 mz In 2 Byte
@ RO DST1-ID125L1
B Safety lnnut fiss 7 me PR m= In 7 Rute ﬂ

MNew... ‘ ‘ | Regizter/Urregizterd
ak. | Canhicel |

64



Section 2-3  Calculating and Verifying the Maximum Reaction Time

Example of Maximum Reaction Time Calculation

Example 1: Remote Input — NE1A-series Controller Output

SNC cycle time =7 ms
1/0 refresh cycle = 3.5 ms

-

NE1A-SCPUO01 Actuator

DeviceNet

DST1-séies
1/0 Termgnal

Safety connection (EPI =7 ms)
network reaction time = 28 ms

Switch

Maximum reaction time (ms)
= Switch reaction time
+ DST1-series I/0 Terminal input reaction time
+ Network reaction time
+ NE1A-series Controller remote input/local output reaction time
+ Actuator reaction time
Switch reaction time
+ ON/OFF delay (DST1-series I/O Terminal) + 16.2
+28
+7+25
+ Actuator reaction time

53.7 + ON/OFF delay + Switch reaction time + Actuator reaction time
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Example 2: Local Input — Remote Output

SNC cycle time =7 ms SNC cycle time =6 ms
1/0 refresh cycle = 3.5 ms 1/0 refresh cycle = 6 ms
Switch NE1A-SCPUO1 NE1A-SCPUO1 Actuator
.............. A = A
DeviceNet

Safety connection (EPI = 7 ms)
network reaction time = 28 ms

Maximum reaction time (ms)
=  Switch reaction time
+ NE1A-series Controller-A local input/remote output reaction time
+ Network reaction time
+ NE1A-series Controller-B remote input/local output reaction time
+ Actuator reaction time
Switch reaction time
+ ON/OFF delay (NE1A-series Controller) + 3.5+ 7 x 2
+28
+6+25
+ Actuator reaction time

54.0 + ON/OFF delay + Switch reaction time + Actuator reaction time

2-3-3  Verifying the Maximum Reaction Time

Check that the calculated maximum reaction time meets the required specifications in
all safety chains. If the reaction time exceeds the required specifications, re-examine
the network design, taking into consideration the following points for the maximum
reaction time to meet the requirement specifications:

e Shortening the EPI will shorten the network reaction time. Shortening the EPI,
however, narrows the network bandwidth that can be used for other connections.

e The NE1A-series Controller cycle time is automatically calculated based on the
program size, the number of connections, etc. It is also possible to use different
NE1A-series Controller Controllers for safety chains that require a high-speed
reaction time and other safety chains.
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Section 3-1  Network Configurator Startup and Main Window

3-1 Network Configurator Startup and Main
Window

This section describes methods for starting and exiting the Network Configurator,
describes how to check the Network Configurator version and describes the Main
Window.

3-1-1 Starting and Exiting the Network Configurator

Starting

Select Program -OMRON Network Configurator for DeviceNet Safety - Network
Configurator from the Windows Start Menu (when using the default program folder
name).

The Network Configurator will start, and the following window will be displayed.

& uptitled - Network Confi
E

le Edit Yiew Hetwork Device EDSFile Tools Option Help

ODeEed 2

& i

@ Metwaork Configurator
= BB DeviceNet Hardware
= (3 Vendar

=-(=, OMRON Corporation
gy AL Diives .
- 8 Communications &dapter a
+]- g Discrete Safety |10
+]- o General Purposs Discrate |+
+]- o Generic Device
-2 Human-achine Interface
] ﬁ,!i, Pasition Contraller
= ﬁ,!i, Safety Network Cantroller

%] NETA-SCPUDT
=1 (B DeviceType

oy AL Diives

4l Communications Adapter

(4] Diiscrete Safety 110

4/ g General Purpose Discrate | /0

- Genaiic Device

- Human-achine Interface

- Pasition Controller

- o Safety Netwark Controller

Usage of Network Bandwidth of 5afety Connections

125K Bids : KBS SOK Bifs : [CatouteP]
a | & 0% [ gz 100% 0% [ gy 100% 0% [ gz 100%
* Message Code Date ‘ D escription
. 2
Ready L:DeviceNet [ T:Unknown  [COMT:CS/CJ1 TOOLBUS  [Uritho:000.000.00 [115200 Bit's |3 Offline

Exiting
Select File -Exit in the Main Window.
The Network Configurator will close.
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3-1-2  Checking the Version

The procedure to check the Network Configurator version is as follows:

1. Select the Control Panel from the Windows Start Menu.
2. Select the Add or Remove Programs (Windows XP) or Add/Remove Programs
(Windows 2000).

3. Select the Network Configurator for DeviceNet Safety from the installed
program list, and then refer to the support information by following each display.

% Add/Remove Programs : (] E

Sork by:l Mame - I

£ Network Configurator for DeviceNet Safety

Click here for support information.

am or remove it Fram your cormplker, Qhange ,I'REITIDVE

Add Mew

4. The version will be displayed as support information.

a Support Info

Network Configurator for
DeviceNet Safety

Idse the Following information to get technical support For
Mebwark Configurakar Far DeviceMet Safeky,

Version: 1.50.1419
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3-1-3 Main Window

The Main Window consists of the Hardware List, the Network Configuration Pane, and
the Message Pane.

E urtitled - Netvrork Configzrator
E

le Edit WView Metwork Device EDSFile Tools Option Help
hed 2 z e | & (&)
glad P& | 8
%
IER) Network Configurator
=&} DeviceNet Hardware
= (3 vendor H#00 01 02 03 #04 #05
= [ OMRON Coparation NE1&4SCPUDT  DSTTDI2SL1  DST14DT2SL1 DST1DI25L1  DST1MD16SL1 DSTI-MROOESLA
/v o AL Drives 1 1 1 1 1 1
b b5 Communications Adapter | 2
et o, Discrete Safety /0
Hardware List: | B e,
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Message Report Pane:

Display information such as
communications errors.

71



Section 3-2 Menu List

3-2 Menu List

This section describes the function of each menu command of the Network

Configurator.

"Online" is the state in which the Network Configurator is connected to the network.

"Offline" is the state in which the Network Configurator is disconnected from the

network.

3-2-1 File Menu

O: Supported x: Not supported

Submenu Description Offline | Online
New Creates a new network configuration. 6] O
Open Opens an existing network configuration file. 0 O
Save Saves the current network configuration to a file. O O
Save As Names and saves the current network configuration. (6] O
External Export Exports in CSV format a file with the contents displayed in o o
Data the detailed display.
Import Imports a network configuration file created in DeviceNet o o
Configurator version 1 or version 2.
Change Password Changes the password of the network configuration file. 0 O
Report Creates a report on a specified device. 0 O
Print Prints the device parameters and 1/O comment list. O (6]
Setup Printer Sets up the printer. (6] O
Exit Exits the Configurator. O (6]
3-2-2 Edit Menu
Submenu Description Offline | Online
Cut Deletes selected devices and copies them to the
clipboard. 0 0
Copy Copies selected devices to the clipboard. O (6]
Paste Pastes a device on the clipboard to the cursor position. (6] O
Delete Deletes selected devices. O (0]
Select All Selects all the devices. O (0]
Clear Message Report Clears a message in the Message Pane. O O
3-2-3  View Menu
Submenu Description Offline | Online
Toolbar Displays or hides the toolbar. 0 O
Status Bar Displays or hides the status bar. 6] O
Message Report Displays or hides the Message Pane. 6] ®)
Large Icons Switches to network display. O O
k/large Icons - Maintenance Displays or hides maintenance information. o o
ode
Display Mode 1 Switches to the detailed display mode 1, which displays o o
the configuration based on the master device.
Display Mode 2 Switches to the detailed display mode 2, which displays o o
the configuration based on the slave devices.
Hardware List Displays or hides the Hardware List. 0 O
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3-2-4 Network Menu

Submenu Description Offline [ Online
Connect Connects the Network Configurator to the network. 0] x
Disconnect Disconnects the Network Configurator from the network. x O
Change Connect Network Port Changes the destination network port. X O
Move Network Switches the network to connect. X O
Wireless Move to Upper Displays the network one layer above the current network < o
Network Network in the wireless networks.
Move to Lower Displays the network one layer below the current network < o
Network in the wireless networks.
Upload Uploads all the device parameters in the network to the N o
Network Configurator.
Download Downloads all the device parameters in the Network N o
Configurator to the devices in the network.
Verify Structure Verifies the current network configuration in the Network
Configurator with the actual network configuration of the x (0]
destination online connection.
Update Maintenance Updates the maintenance information of each device to N o
Information the latest information.
Update Device Status Updates the status information for each device to the < o
most recently updated information.
Check Connection Checks the consistency of all the connections. O (6]
Edit All Connections Makes batch settings for all connections in the o
system.
Property Displays the network properties. The network name and
safety network number can be set. o o
This function can also get network numbers from actual
networks. This function is enabled only when on online.
3-2-5 Device Menu
Submenu Description Offline [ Online
Parameter Wizard Configures the device parameters in a wizard format. This
function is not supported by all devices. 0 o
Edit Edits the device parameters. (6] O
Read Reads the parameters from the device parameter file. (6] O
Save As Saves the device parameters to a file. O O
Upload Uploads the device parameters from a device in the network. x O
Download Downloads the device parameters to a device in the network. X O
Verify Verifies the device and the device parameters in the network. X 6]
Lock Locks the configuration of a device in the network. X O
Unlock Unlocks the locked configuration of a device in the network. X O
Monitor Monitors the parameters and status of a device in the network. N o
Not all devices support this function.
Reset Resets a device in the network. X (0]
Change Mode Changes the status of a device in the network. Not all devices N o
support this function.
Change Password Changes the password of a device in the network. X O
Maintenance Information Displays the maintenance information of a device in the
network. x o
This function is enabled only for devices that support it.
Register to Another Device [ Registers a device to another device. 0 O
External Export Exports 1/0 comments or device parameters to another file o o
Data format. Not all devices support this function.
Import Imports a device parameter file created with DeviceNet
Configurator (version 1 or version 2). Not all devices support (0] o
this function.
Change Node Address Changes a device node address. ®) O
Change Device Comment Changes a device name. O (0]
Change Device Converts configuration data for the NE1A-SCPUO01 to o o
configuration data for the NE1A-SCPU01-V1 or E1A-SCPUO02.
Edit I/0 Comment Edits the /O comment. (0] 0
Property Displays the properties of a device. (6] O

Note: The Device Menu and Edit Menu can be partially displayed by right-clicking in the
Network Configuration Pane.
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3-2-6

3-2-7

3-2-8

3-2-9

EDS File Menu
Submenu Description Offline | Online
Install Installs an EDS file and adds a device to the Hardware o o
List.
Create Creates a new EDS file and adds a device to the
) (0] (6]
Hardware List.
Delete Deletes a device from the Hardware List. The installed o o
EDS file is also deleted.
Save As Names and saves the EDS file of a device on the
. (0] (6]
Hardware List.

Find Searches for a specified EDS file from the Hardware List. 6] O

Add to Network Adds a device on the Hardware List to the virtual o o

network.

Property Displays the properties of an EDS file. 0 O
Note: The EDS File Menu can be displayed by right-clicking in the Hardware List Window.
Tools Menu

Submenu Description Offline | Online

Setup Parameters Sets parameters by using explicit message " o

communications.

Setup Node Address/Baud Rate | Sets the node address and baud rate of a device in the x o

network.
Option Menu
Submenu Description Offline | Online

Select Interface Selects an interface for the Network Configurator to use o <

for the network connection.

Edit Configuration File Edits various configuration files. 0 O

Setup Monitor Refresh Timer Sets the monitor refresh timer values (monitoring cycles o o

in device monitoring).

Install Extend Module Installs an Expansion Module. O 0O

Install Interface Module Installs an Expansion Module. (6] X

Parameter Auto Update when If this option is selected, the slave I/O size registered in

Configuration Changed the Master will also be updated automatically when a o o

slave 1/O size is changed. The default is OFF (do not
update). Under normal conditions, leave this option OFF.

Update Device Status When an online connection is made, device status

automatically, when it was information can be acquired and the display can be (0] x

connected on Network updated.

Help Menu
Submenu Description Offline | Online
Topic Searches the help topics. 0 O
About Displays the version information of the Network o o

Configurator.

3-2-10 Main Window Display Modes

The Main Window display can be changed. Any of the following display modes can be
selected: Communications Mode, Maintenance Mode, Detailed Display 1, or Detailed
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This is the communications display window. A device list, node addresses, and device
names are displayed.
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In this mode, in addition to the information displayed in Communications Mode, the

devices required for maintenance can be checked at a glance and device status can

be displayed at the same time.
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Detailed Display 1 (Based on Master Devices)

The following items are displayed in list format in this mode: Comments added to
devices, device names, node addresses, device node addresses registered to master
devices, header names, device types, product names, and revisions.
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Detailed Display 2 (Based on Slave Devices)

The following items are displayed in list format in this mode: Comments attached to
devices, device names, MAC IDs, device MAC IDs registered to slave devices, header
names, device types, product names, and revisions.
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3-3 Connecting to the Network

The Network Configurator must be connected to the network to perform operations
that are valid only when online, such as obtaining the network configuration from an
actual network or downloading the configured device parameters to actual devices.
This section describes the procedure for connecting to the network via the USB port
on the NE1A-series Controller and a DeviceNet Interface Card installed in a computer.
Refer to the Appendix for other network connection procedures.

3-3-1 Network Connection via USB Port

1. Turn ON the power supply to the NE1A-series Controller and connect it to a USB
port on the computer.

2. Select Option - Select Interface - NE1A USB Port followed by the desired mode
from the menu bar.

3. Select Network - Connect from the menu bar.

If an online connection is made normally, On-line will be displayed in the status bar at the
bottom of the window.

USE-LOCATIONTT:TOOLBUS | #00 META-SCPUDT 115200 Eit.-"

3-3-2 Network Connection via DeviceNet Interface Card

1. Select Option - Select Interface - DeviceNet I/F.
2. Select Network - Connect.
The Select Interface Dialog Box will be displayed.

Select Interface rﬁ Tﬁ_

Select Interface Card.

|OMRON 3GEF7-DRM2T |

.................................

6] Ccancel |

3. Select the interface card, and click the OK Button.
The Setup Interface Dialog Box will be displayed.

This window varies depending on the type of interface card. In this example, a
DeviceNet PCMCIA Card (3G8E2-DRM21-V1) is used. If you use another interface
card, refer to the operation manual for the card.
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Setup Interface =
Board ID
(v i i i
i i i i
MALC D
&4 =
Baudrate
(¢ 125K Bit/s ¢ 250K Bitdz O GO0K Bit's
] Cancel |

4. Setthe MAC ID (node address) and baud rate, and click the OK Button.

The Select Connect Network Port Dialog Box will be displayed.

bselect Gonnect Metwork Port

X

Select the network port which makes on-line connection,

Browse

ER Y Deviceher?

Fesponse wait time 5000 ms

[ OF l [ Cancel ]

In the first network connection, a network search is performed automatically with
this dialog box displayed. Wait until the search has been performed for all
addresses. After the search, the networks that can be connected will be displayed.

Automatic searching for networks will not be performed the second time or after.

. Select the network to connect to, and click the OK Button.

If is online connection is made normally, On-line will be displayed in the status bar
at the bottom of the window.
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3-4 Creating a Virtual Network

To set device parameters and to program the NE1A-series Controller, create a virtual
network in the Network Configurator, set the device parameters in the virtual network,
and then download them the parameters to the actual devices.

This section describes how to create a virtual network.

3-4-1  Creating a New Virtual Network

When the Network Configurator is started, a new virtual network can be created.
Only one virtual network can be edited simultaneously. Use one of the following
methods to create another network.

(1) Select File - New from the menu bar.

(2) Click the New Button on the toolbar.

Note: When a new virtual network is created, the virtual network information that
was displayed until then will be deleted. If the previous virtual network
information is required, save the data before creating a new virtual network.

3-4-2 Network Numbers

The network number is defined under CIP Safety. CIP networks can be configured in
multiple domains. Network numbers are used in combination with node addresses to
specify unique devices and confirm communicating nodes in this kind of multi-network
configuration. This value is called a TUNID (Target Unique Node Identifier) and is
stored in the non-volatile memory of each device.

Setting TUNIDs

The TUNID is automatically set when parameters are first downloaded from the
Network Configurator to a device in out-of-the-box configuration. (See note.)

Note: “Out-of-the-box configuration” indicates the status when a reset-type device is
returned to its default status and restarted.

Users do not normally need to be aware of the existence of network numbers because
they can visually identify a device on the Network Configurator.

The default network number is automatically generated based on the date and time
the Network Configurator created the network configuration, but it can also be
specified by the user.

Cases Where the User Needs to Specify Network Numbers

The automatically generated network numbers will be sufficient when the Network
Configurator is used to set all the devices on the network. In the following cases,
however, the user must set a different network number for each network.
(1) When multiple Network Configurators are used to set individual devices:
When more than one Network Configurator is used to make settings on the same
network, the same network number must be set for each device.
(2) When more than one type of setting software is used:
When setting software other than Network Configurator is used because devices
made by other manufacturers are being used, specify the same network number
with each type of setting software.
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Precautions When Downloading to Existing Networks

The following precautions must be heeded because parameters cannot be
downloaded to devices if the new automatically generated TUNID to be transmitted is
different from the TUNID in the device memory.

Always use one of the four methods listed below when downloading parameters to a
device that has already had parameters downloaded to it.

If the download is executed using a different method, the download will fail because
the transmitted TUNID and the TUNID in the device memory are different. A “Different
TUNID” error message will appear in the error history.

Method 1: Download the parameters using the previously created network
configuration file.

Method 2: Download the parameters based on the configuration obtained from a
network upload.

Method 3: If using a newly created network configuration file, get the network
number from the actual network (a function of Network Configurator
version 1.50 or higher; see note). Make the virtual network number in
Network Configurator the same as the actual network number and then
download the parameters.

Note: Use the following procedure to get the network number.

1. Select Network — Property or right-click the Network Configuration Window
and select Property. Click the Get from the actual network Button in the
Network Number Area in the Network Property Dialog Box.

2. The network number of the real number that you want to download will be
read to the personal computer.

3. Click the OK Button and update the network number. Then re-execute the
download.

Method 4: If using a device that has been used in another location, reset the device
to out-of-the-box configuration (see note) and download using methods 1,
2,0r3.

Note: Select Device — Reset or click the right mouse button and select Reset to
display the Reset Device Dialog Box. Set the reset type to Return to the
out-of-box configuration, and then emulate cycling power and click
the OK Button.

Generally, method 1 should be used, i.e., save the master network configuration file

and use it to make any network configuration or parameter changes. Then download
parameters using that master file.

When connecting a new device to the network, use method 4 and reset the device to
initial status before downloading.

Note: When the parameters are downloaded to the devices, the network number is
transferred with the parameters as the UNID and saved in the devices.
Therefore, when using a device whose parameters have already been
downloaded to another domain, set the reset type to Return to the out-of-box
configuration, and then emulate cycling power and perform a reset to clear the
UNID.
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Use the following procedure to set the network number.
(1) Select Network - Property from the menu bar.

(2) In the Network Number Field, select the Manual Option and enter the value.

Metvrork Property

Generic l

Type: DeviceMet
—=

-l
Comment ; |

M etwark, Hurnber

* futo | 30D102E46E 54

I ==

Get fram the actual netwark, ‘

" Manual

@ X

o ]

Cancel

IMPORTANT: Always allocate a unique network number when a network or

subnetwork is established.

If the network number is not set correctly, a connection may be opened to a different
device. A different network number must be set for each network domain, and the
same network number must be set for all the devices on the same domain.

If the network number is set by the user, click the Get from the actual network
Button in the Network Number Field on the Network Property Dialog Box to check the
network number set for the target actual network. The network number set to the
target network will be read and displayed in the Manual Field.
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3-4-3 Adding Devices

There are three ways to add a device to the virtual network.
(1) Add from the Hardware List.

(2) Upload the network configuration from the actual network.
(3) Select EDS File — Add to Network from the menu.

Adding Devices from the Hardware List

There are two ways to add a device to the virtual network from the Hardware List.
(1) Double-click the selected device in the Hardware List.
(2) Select the device from the Hardware List and drag it to the Network
Configuration Pane.

When a device has been registered, it will be displayed as follows:
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Uploading the Network Configuration from the Actual Network (Network

Upload)

The network configuration can be read from the actual network and to create the same
configuration in the virtual network. Connect the Network Configurator to the network,

and then upload the network configuration using any of the following methods.

(1) Select Network - Upload from the menu bar.

(2) Click Upload from Network on the toolbar. Uploading will start, and the detected

devices will be displayed sequentially.

(3) Right-click without selecting any device in the Network Configuration Pane and

select Upload.
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If there is another device that must be added after the upload has completed, add the
device following the same procedure as in Adding Devices from the Hardware List,

above.

IMPORTANT: When the CS/CJ-series DeviceNet Unit exists in the network, disable
the master functionality of the CS/CJ-series DeviceNet Unit, and
then do the upload. If the master functionality is enabled, uploading
the device parameters may fail.

Note: ¢ When uploading the network configuration from a network, it can

be uploaded as the configuration or the current network or as a
new network.

e When data is uploaded as a new network, the virtual network
information that was displayed until will be deleted. If the previous
virtual network information is required, save the data before the
uploading the network.

e When a network in which devices already have a set network
number is uploaded, the value that is already set in the devices
will be used for the network number.
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3-4-4 Deleting Devices

There are three ways to delete a device from a virtual network.

(1) Select a device, and then select Edit - Delete from the menu bar.

(2) Select a device, and then click the Delete Button on the toolbar.

(3) Select a device, and then right-click the selected device and select Delete.

A confirmation dialog box will be displayed before the deletion. Click the Delete Button
to delete the device.

3-4-5 Changing the Node Address

When a device is added from the Device List, an unused node address from 0 to 63 is

automatically allocated sequentially in the order the device is added.

There are two ways to change the allocated node address.

(1) Select a device, and select Device - Change Node Address from the menu bar.

(2) Select a device, and then right-click the device and select Change Node
Address.

The following dialog box will be displayed. Change the node address and click the OK
Button.

Change Mode Address = 3

Mew Mode Address ;. (10 =

Setup Range 0 - B3

] Cancel |

3-4-6 Changing Device Comments

When a device is added from the Device List, the displayed comment is the device

type. Device comments can be set in the following two ways.

(1) Select a device, and then select Device - Change Device Comment from the
menu bar.

(2) Select a device, and then right-click the device and select Change Device
Comment.

The following dialog box will be displayed. Enter the device name and click the OK Button.

Change Device Comment 'E _f

|Safet_l,l Contraller 1

k. Cancel
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3-5 Saving and Reading Network Configuration
Files

The created network configuration of the virtual network can be saved in a file. Also,
you can open the saved file, modify it, or download it to the devices by connecting to
the network.

3-5-1 Password Protection of the Network Configuration File

A password can be set for the network configuration file. The set password is
encrypted and saved in the file. By setting the password for the network configuration
file, the file is protected from unintended or unauthorized access.
The network configuration file password must be entered when the following
operations are performed in the Network Configurator:

e Saving the network configuration file

* Reading the network configuration file

* Changing the network configuration file password

The passwords must match to save the file. If the password does not match when
opening a file, Protect Mode is started. In Protect Mode, some Network Configurator
operations are restricted.

The password for the network configuration file is set when the file is saved for the first
time. The password must be from 6 to 16 alphanumeric characters. If you do not want
to set a password, enter nothing and click the OK Button.

Assign Passvrord E '3(_

Fleaze input a new paszward for 'Untitled".

MHew Pazsword

Coanfirrn of the New Passwaord

] Cancel

To change the password for a network configuration file, select File - Change
Password from the menu bar. After changing the password, however, the file and the
password must be saved.

IMPORTANT: e For security purposes, it is recommended to set a password for
network for network configuration files.
e Do not forget the set password. You can open a network
configuration file only in read-only mode if the password is
forgotten, i.e., the file cannot be edited.
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3-5-2  Saving the Network Configuration File

The network configuration can be saved using either of the following methods.
(1) Select File - Save or File - Save As from the menu bar.
(2) Click the Save Button on the toolbar.

Either way, the standard Windows dialog box for saving will be displayed. Select the
saving location, name the file, and then click the Save Button.

When saving the file for the first time, the Assign Password Dialog Box will be displayed.
Enter the password to set for the network configuration file.

When saving the second time or after, the Password Confirmation Dialog Box will be
displayed. Enter the password set when the network configuration file was initially saved.

When saving has completed successfully, the following message will be displayed in the
Message Pane:

x

Meszage Code | Date | Description
o M SG:0100 200640320 132417 Save file waz completed.

L:DeviceMet | T:DeviceMet |USB-LOCATIO

3-5-3 Reading a Network Configuration File

The saved network configuration file can be read for use by the Network Configurator
using either of the following methods.

(1) Select File - Open from the menu bar.

(2) Click the Open Button on the toolbar.

Either way, the standard Windows Open File Dialog Box will be displayed. Select the file
to open, and click the Open Button.

Next, the Check Password Dialog Box will be displayed. Enter the password set when the
network configuration file was saved.

When reading has completed successfully, the following message will be displayed in the
Message Pane:

B Mezzage Code | Date | Description
ﬂ MSGE:0100 20068403420 13:25:13 Load file was completed.
<]
FReady L:DeviceMet | T:DeviceMet  |USB-LOCATIONT"

Note: If the password does not match, the Network Configurator will open the file in
Protect Mode. In Protect Mode, operations such as saving the file, downloading
parameters, and changing device status are prohibited. Refer to 3-5-4 Protect
Mode for details.
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3-5-4 Protect Mode

If the password does not match when opening the network configuration file, the
Network Configurator will open the file in Protect Mode.

If the password does not match, the following message will be displayed in a dialog
box and the Message Pane.

Metwrork Configurator =l

& Since the pazssword was wrong, the specified file was opened az protection mode.

Message Code Date Description
ﬂWAH.D‘I on 2006/03/20 13:26:.52 Since the password was wiong, the specified file was opened as protection mode.
4
Ready L:DeviceMet | T:DeviceNet [USB-LOCATIONT1.TOOLBUS [#00 ME1ASCPUOT [115200Eit's | @

The following operations cannot be performed in Protect Mode.

e Saving a network configuration file
Changing the password for the network configuration file
Downloading the network configuration to devices in the network
Downloading parameters to devices in the network
Resetting devices in the network
Changing passwords for devices in the network
Sending explicit message requests to devices in the network
Setting node addresses for devices in the network
Setting the baud rate for devices in the network
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Device Password Protection

3-6

3-6-1

88

Device Password Protection

A safety device can save a password internally. Setting the password in the device
prevents an unauthorized person from changing the safety device parameters and

status.

Setting a Device Password

Entering a device password is required when the following operations are performed
on the Network Configurator. If the password does not match, the operations cannot
be performed.

Network downloading
Parameter downloading
Configuration locking
Releasing a configuration lock
Resetting

Changing status

Changing the password

A password is set for each device using either of the following methods. This function
can be used only when the Network Configurator is online.

(1) Select a device, and then select Device - Change Password from the menu bar.
(2) Select a device, and then right-click the device and select Change Password.

The Change Password Dialog Box will be displayed as shown in the following figure.
Enter the current password and a new password, and click the OK Button.
A password can contain from 6 to 16 alphanumeric characters.

Change Password for Untitded

Current Paszwiord

Mew Pazswaord

k. Cancel




Section 3-6  Device Password Protection

Device passwords are not stored in the Network Configuration File. There is no
password in the default settings. If the device is reset by setting the Reset Type to
Return to the out-of-box configuration, and then emulate cycling power, it will return to
the no-password setting. To reset the device, however, entering the current password
is required. Therefore, do not forget the device password.

IMPORTANT: For security purposes, it is recommended to set passwords for devices.

Note: If you set the same password for multiple devices and perform an operation
that requires entering a password, entering the password once can be treated
as entering the password for all the devices. Select the Use this password for
all device check box in the Password Input Dialog Box.

#00 NE1A-5CPUD1 B X
Pleasze input the Device Pazsword.

Paszward

v Usze thiz pazzward for all device

] Cancel |

3-6-2 Forgotten Device Passwords

If you forget a device password, contact your OMRON Support Center. If you enter the
recovery key obtained from the Support Center in the Password Recovery Tool
installed in the Network Configurator, you can return the device to the no-password
setting.
To obtain the recovery key, the following information is required. Use the Password
Recovery Tool to obtain the information from the device. For details, refer to Appendix
5 Using the Password Recovery Tool.

e Vendor ID

e Serial number

e Counter information
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3-7

3-7-1

3-7-2
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Device Parameters and Properties

Registered device parameters can be edited on the virtual network without restrictions.
Also, for parameters saved as a network configuration file, you can open the file later
and download to a device or make modifications.

Editing Device Parameters

Device parameters can be edited using any of the following methods.

(1) Double-click a device icon.

(2) Select a device, and then select Device - Parameter - Edit from the menu bar.
(3) Select a device, and then click the Edit Parameter Button on the toolbar.

(4) Select a device, and then right-click the device and select Parameter - Edit.

The edit window for device parameters varies depending on the device.
Refer to Section 4 for editing device parameters of DST1-series Safety I/O Terminals.
Refer to Section 5 for editing device parameters of the NE1A-series Controller.

Uploading Device Parameters

Parameters of all the devices in the network can be uploaded from the network. Any of

the following methods enables uploading parameters from one or more selected

devices. This function is enabled only when the Network Configurator is online.

(1) Select one or more devices, and then select Device - Parameter - Upload from
the menu bar.

(2) Select one or more devices, and then click the Upload from Device Button on
the toolbar.

(3) Select one or more devices, and then, right-click each device and select
Parameter - Upload.

IMPORTANT: When the CS/CJ-series DeviceNet Unit exists in the network, disable the

master functionality of the CS/CJ-series DeviceNet Unit, and then do the
upload. If the master functionality is enabled, uploading the device
parameters may fail.

Note: To upload the network configuration, refer to Uploading the Network
Configuration from the Actual Network (Network Upload) in 3-4-3 Adding
Devices.
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3-7-3 Downloading Device Parameters

There are two ways to download parameters to a device: downloading to the selected
devices and downloading sequentially to all the devices in the network. Either way is
acceptable. Make sure, however, to download parameters to all the devices.

This function is enabled only when the Network Configurator is online. Downloading
parameters also requires entering the device passwords.

Downloading Parameters to a Selected Device

You can download parameters to selected devices using any of the following methods.

(1) Select one or more devices, and then select Device - Parameter - Download
from the menu bar.

(2) Select a device, and then click the Download to Device Button on the toolbar.

(3) Select one or more devices, and then right-click each device and select
Parameter - Download.

Next, the password input window for the device will be displayed. Enter the password
for the selected devices and click the OK Button.

When selecting multiple devices and setting the same device password for all the
devices, select the Use this password for all device check box in the following dialog
box, and then entering passwords will no longer be necessary for each device.

#00 NE1A-SCPUDL =
Fleaze input the Device Password.

Paszward

EEREEETY

[ Usze this password for all device

k. Cancel

Downloading Parameters to All Devices in the Network (Network

Download)

You can download parameters to all the devices in the network using any of the

following methods.

(1) Select Network - Download from the menu bar.

(2) Click the Download to Network Button on the toolbar.

(3) In the Network Configuration Pane, right-click without selecting any device and
select Download.

The password input window of the devices will be displayed. As described in
Downloading Parameters to a Selected Device, enter the password for the selected
devices and then click the OK Button.
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Errors while Downloading

When an error occurs while downloading to multiple devices sequentially, the following
dialog box will be displayed.

Specified device can not be accessed, or wrong device ppe or
paszword. [ #0011

The process will be continuing after 15 seconds.

Contine | Abart

Downloading will continue to the next device if 15 seconds passes and neither button
is clicked. If you want to perform the next download immediately, however, click the
Continue Button.

If you click the Abort Button, the download process will be cancelled (and
consequently, the parameters will not be downloaded to the subsequent devices).

The error that occurred will be displayed in the Message Pane and the device in which
the error occurred will be displayed in the Error Device List.

E  untitled - Networl: Configurator

(=g =] 2
H odd ey =
x
@ Metwark: Configurator
= £ DeviceNet Hardware
=1 (8 Vendar 0 i 0z 03
=I-(& OMRON Corporation META-SCPUDY  DSTT-MDTESLY  DST1D125L1  NE1A-SCRUOT
AL D
=N rives = | | | | _
o ﬂﬁ, Caommunications Adapter
= d,!* Discrete Safety 1/0
[E] DST1D125L Error device list =03
) DST1-MDTBSL1
) psT1-MRDOBSLA The following devices skipped the piocess because of
-y General Pupnse Discrete | siior ocourred
- oy Gieneic Device Enmor Device | Description |
i ﬁ E”“’f”"‘gw:'“lf Interface © HOOME1ASCRUD  Valdation Enor
=+ 'ozition Lontroller
WO DST1-MDTESLT  Validation E
£ 25 Safely Metwark Controllsr o slaatian Erret
HE14-5CPUDT
=8 DeviceType
+]- gy AC Drives
£ ﬁ Communications Adapter
+- o Discrete Safety 1/0
1 5 General Purpose Discrete 1/0
+ g Generic Device
] i HumanMachine Interface
+1- g Position Contrallsr
-2 Gafely Netwark Cantraller Usage of Network Bandwidth of Safety Connections
125K Bit/s 50K, Bit/s : 500K, Bit/s : :l
4 | 2] 0% [ gy 100% 0% [ gy 100% 0% [ gy 100%
* Message Code | Date | Description
€ ERR:0205 2006/03/20 135351 HOM DST1MD1E5LA : Yalidation Enor
CYERR:0205 2006/03/20 135351 #01 DST1-MD1E5L-1 : Rieason for Safety Dutput] Alam - Configuration invalid
€ ERR:0205 2006/03/20 135351 #01 DST1-MD1ESLA : Reason for Safety Dutputl Alam - Configuration invalid
CIERRI205 2006/03720 135334 WOONETA-SCPUD : Validatior Emar
< o]
Ready L:Devicetlst | T:DeviceNet  [USB-LOCATIONT1.TOOLBUS [#00 NE1A-SCPUGT (115200 Bit/s | @ Orvline

The Error Device List displays by device the errors that occurred during parameter

download.

o If the Error Device List shows that a parameter error has been found and if that error
was caused by the 1/0 Terminal settings, the terminal with the error will be displayed
in the Message Pane. (Refer to the outlined section in the above diagram.) No alarm
will appear in the Error Device List if the error is not caused by the 1/O Terminal
settings and the cause must be found elsewhere.

o If the Error Device List displays an error stating that the TUNID does not match, click
the Get from the actual network Button in the Network Number Field on the
Network Property Dialog Box (see note). The network number for the actual network
to be downloaded will be in the project file data. Click the OK Button to update the
network number. Then execute the download again. Refer to 3-4-2 Network
Numbers for details on network numbers and TUNID.
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Note: Select Network — Property or right-click in the Network Configuration Window and

select Property to display the Network Property Dialog Box.

Note: Refer to 8-2 Errors When Downloading for Error Device List errors other
than those listed above, error details, and countermeasures.

Note: The download may take time if the NE1A-series Safety Master is in RUN
mode. The time required for downloads can be reduced by changing to
IDLE mode.

3-7-4 Device Properties

The device information, types of safety I/O and standard 1/O, and safety signatures

can be checked in the Device Property Dialog Box.
The Device Property Dialog Box can be displayed using any of the following methods.

(1) Select a device, and then select Device - Property from the menu bar.
(2) Select a device, and the click the Device Property Button on the toolbar.
(3) Select a device, and then right-click the device and select Property.

General Tab Page

In this tab page, you can check the device information and change the device icon

displayed in the Network Configuration Pane.

O5T1-MDi16sl -1 Properiy

Description :

Mode Address
Yendor
Device Type :
Product Code
Revizion :

Serial Ho.

General l Safety /0 Infu:urmatiu:un] [0 Infnrmatinn] Signature]

5 DST1-MD165L-1

Metwork Murmber . 300102B45E 85

Change [con... | Default lcon |

#M

OMROM Corporation
Discrete Safety 10
1401

1.0

12345678
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Safety 1/0 Information Tab Page
In this tab page, you can check the safety I/O classification information of a device.

D5T1-MO165L-1 Properiy

General | Safety /0 Infarmation l 140 Infarrmation ] Signature ]

Mame: | Qutdln | Size |
& Safety Input Azzembly 1 In 1 Bytes
#=1 S atety | nput Azzembly 2 In 2 Bytes
¥=1 S atety |nput Azzembly 3 I 4 Bytes
Y= Satety Input Aszembly 4 In 5 Bytes
Y= Satety Input Azzembly 5 In 5 Bytes
%=1 5tandard Output Azzembly Ot 1 Bytes
& Safety Output Azzembly 1 Ot 1 Bytes
Y= Satety Dutput Aszzembly 2 Ot 2 Bytes

Cloze

1/0 Information Tab Page
In this tab page, you can check the standard 1/O classification information of a device.

O5T1-MD1651 -1 Properiy

General] Safety 140 Information |

Thiz device's | /0 data not allocated to ather device. J

Connection Outdln Size Help |
Pall Ot 1 Bytes
In 5 Bytes
& Bit-Strobe  Out 0 Euytes
In 5 Buytes
Cos Ot 0 Euytes
In 3 Bytes
Cyclic Ot 0 Bytes
In 3 Bytes

Cloze
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Signature Tab Page

In this tab page, you can check the safety signature that the Network Configurator
generated and the one that the actual device has.

O5T1-MD16sSL -1 Properiy

Device

Code: 00000000

Last Modified :  1972/01 /01 00:00:00.000
0=0000 0=00000000

Local

Code: ACCDDYER

Last Modified :  2006/03/2013:51:58.713
0=3001 0=02F3BEET

Cloze |
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3-8 Parameter Verification

After downloading the parameters to a device, the user must perform parameter
verification to check whether the parameters entered by the user were correctly
downloaded to the device. The user must perform this verification for safety devices.

3-8-1 Device Parameter Verification

Verify the parameters using any of the following methods after downloading the
parameters to devices. This function is enabled only when the Network Configurator is
online.

(1) Select a device, and then select Device - Parameter - Verify from the menu bar.
(2) Select a device, and then click the Verify Parameter Button on the toolbar.
(3) Select a device, and then right-click the device and select Parameter - Verify.

The device parameters will be uploaded.

Iploading Parameter [ 0194 ...

First, the Network Configurator itself checks if the uploaded parameters are different
from the parameters in the virtual network. If there are no differences, the following
dialog box will be displayed.

Metvrork Configurator

@ Mo configuration differences found.

If you click the OK Button, the uploaded parameters will be displayed.
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Parameter Verification

& configuration Report- #01 : DSTL-MD165L-1

Save. | P | oo |

Generated by Network Configurator

#01 : DST1-MD16SL-1

General Information

Product Name: DST1-MDISSL-1
Description:  |NoData

Node Address: #01

Vendor:
Device Type:
Product Code:

Revision:

OMRON Corparation
Diserete Safety 10
1401

101

Parameters

Signature Code: 3CFAFDEN
Last Modified: 2006/03/20 1407:10.833
0x30D1 0:03079DF 1

Configuration Report - #01 : DST1-MD16SI.-1

Bl

The user must check whether all the displayed parameters match the input values. If
the device is the NE1A-series Controller, the Logic Program will also be displayed as
in the following window. Check whether the Logic Program matches.

= por
Save 0 Close

Logic Image

= g [

.

i

e

3|

Note: o Verification results can be saved. Click the Save Button at the top left of the

window to save the results.

e The displayed parameters and logic can also be printed. To print, click the

Print Button.

* In some cases the printout may exceed the specified size. Save the file and

edit it using HTML editing software, then print the file.
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After completing the verification, click the Close Button in the upper left to close the
window.

The following window will be displayed.

Network Configurator

@ The configuration parameter of device iz marked az "Werified configuration parameter”.
oK?

If the parameters match, click the Yes Button.
After the verification has been completed, the safety symbol attached to the device
icon in the virtual network will turn green, which indicates that verification is done.

IMPORTANT: After downloading the configuration data, verify the parameters and check
whether the parameters saved in the device and the safety signature are
correct.

Note: Click the Save Button to save the configuration parameter report in HTML
format. Click the Print Button to print the report.

Note: e After verifying the parameters of all the devices, make sure to save the
network configuration file.

e The Verified configuration parameter symbol ensures that the device
parameters in the network configuration file are correct. This information
is saved in the network configuration file, but not in the device itself.
Therefore, the Verified configuration parameter symbol will not be
attached even though the network configuration is obtained by network
upload from a device that has been already verified.

e If you edit parameters that have been verified, the Verified configuration
parameter symbol will disappear. The device parameters must be verified
again.

Parameter Mismatch

When the Network Configurator detects a mismatch in parameter verification, the
parameter with the mismatch will be displayed with the safety signature in the window
as in the following example.

Check the parameter values and perform the download again.

 Verfy Result - #01 :DSTLHD1651-1

Verify Result - #01 : DST1-MD16S5L-1

Generated by Network Configurator

Safety Signature
Description Local Device
Witong Safety Signature. DI9CCIER 8CEAFDE0
20060320 14:19:40.922 J006/03/20 140710 833
03001 0:03130FFa  0:30D1 0x030790F1
Safety Parameters
Description Local Device

"Wrong Parameter 0014 Dual Channel Safety Outputl/] Mode. Single Channel Dual Channel
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399 Configuration Lock

Perform user testing after verifying the device parameters. Checking all the operations
of the device using user testing indicates that the device parameters have been
verified by the user.

The configuration lock symbol indicates that the user test has completed.

3-9-1 Locking the Device Configuration

After the user testing, lock the configuration using either of the following methods. This

function is enabled only when the Network Configurator is online. Also, to lock the

configuration, verification of the device must have been completed already.

(1) Select one or more devices, and then select Device - Parameter - Lock from the
menu bar.

(2) Select one or more devices, and then click each device and select Parameter -
Lock.

Next, the password input window for the device will be displayed. Enter the password
of the selected devices and click the OK Button.

When selecting multiple devices and setting the same device password for all the
devices, select the Use this password for all device check box in the following dialog
box, and then entering passwords will no longer be necessary for each device.

#00 NE1A-5CPUOL =l B
Pleaze input the Device Password,

Pazzword

[v Use this pazsword for all device

k. | Cancel

After the configuration lock has completed, the safety symbol attached to the device
icon in the virtual network will change to a symbol of a lock, which indicates that the
configuration lock has completed.

ENEIF'.-;SCF‘LIIIII
IMPORTANT: Operation of the device must be tested before lock the configuration.

Note: o After performing a configuration lock for all the devices,
make sure to save the network configuration file.

e The symbol that indicates that the configuration lock has
been done ensures that the device has been tested. This
information is saved in the device itself as well as in the
network configuration file.

e Once the configuration lock has been performed, you cannot
download the parameters to the device. To change the
parameters, release the configuration lock.

e When verified device parameters are edited, the Verified
configuration parameter symbol will disappear. The device
parameters must be verified again.
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3-9-2  Unlocking the Device Configuration

The configuration must be unlocked to change device parameters for which a

configuration lock has been performed. Unlock the configuration for the selected

devices using any of the following methods. This function is enabled only when the

Network Configurator is online.

(1) Select one or more devices, and then select Device - Parameter - Unlock from
the menu bar.

(2) Select one or more devices, and then right-click each device and select
Parameter - Unlock.

Next, the password input window for the device will be displayed. As in 2-9—1 Locking
the Device Configuration, enter the password for the selected devices and click the
OK Button.

When the configuration unlock has completed, the safety symbol attached to the
device icon in the virtual network will return to the Verified configuration parameter

symbol.

Note: When changing the device parameters after a configuration unlock,
lock the configuration after verifying the parameters again.
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3-10 Device Reset and Status Change

This section describes how to reset and change the status of safety devices.
For some device types, status changes may not be supported.

3-10-1 Reset Types

There are three ways to reset a safety device.

Reset type

Description

Emulate cycling power.

Resets in the same way as cycling the power.

Return to the out-of-box
configuration, and then
emulate cycling power.

Returns the information stored in the device nonvolatile
memory to the default settings and restarts.

Return information except for
specified parameters to the
out-of-box configuration, and
then emulate cycling power.

Returns all information stored in the device nonvolatile
memory other than specified data to the default settings,
and then restarts.

The safety device stores the following information in the nonvolatile memory of the

device:
Type Default Setting Description

setting timing
Device Not Parameter Parameters and programs set by the
parameter configured download user
Node address 63 Node address | Node address at startup with software
(software change setting enabled
setting)
Baud rate 125 Kbit/s Baud rate Baud rate at startup with software setting
(software change enabled (NE1A-series Controller only)
setting)
TUNID Not set First The identifier of the local node in the
(Target Unique parameter Safety Network as well as the combined
Node Identifier) download values of the network number and node

address
Password No password | Password Password that a device has
change

CFUNID Not set First UNID of the configuration source
(Configuration parameter
Owning UNID) download
OCPUNID Not set Start of first UNID of the Safety Master that opens a
(Output safety safety output connection.
Connection communi-
Point Owning cations
UNID)

The information above is stored in the nonvolatile memory of the device, and so it is
not cleared by cycling the power source once it is set. To clear the information (to
return to the default settings), select Return to the out-of-box configuration, and then
emulate cycling power or Return to the out-of-box configuration except to preserve the
following parameters, and then emulate cycling power.

/A WARNING

Failure to clear the previous configuration data before connecting the device
to the network may result in loss of safety functions, personal injury, or
death.

0
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3-10-2 Resetting Devices

Reset devices using either of the following methods. This function is enabled only

when the Network Configurator is on

line.

(1) Select one or more devices, and then select Device - Reset from the menu bar.
(2) Select one or more devices, and then right-click each device and select Reset.
The reset window of the devices will be displayed as shown in the following example.
Enter a reset type and the password and then click the OK Button.
For example, to keep the current password setting for multiples devices with the same
password but return other information to the default, specify the setting as follows:

Reset #00 NELIA-SCPUO1
Rezet Type
" Emulate cycling power

Return to the out-of-box configuration, and then
emulate cpcling power.

Return to the out-of-box configuration except o
* preserve the following parameters, and then
emulate cpcling potwer.

[ Mode dddress [Software Set]
[ Baud rate [Software Set)
[~ TUNID

2
o
[ OPCUMID

Paszwaord

@

o]

Cancel |

3-10-3 Reset Types and Device Status

Resetting may not be supported for some types of reset and device status.

and then emulate
cycling power.

Reset type Device status

Safety Safety Safety Safety
connection connection connection not connection not
being being established and | established and
established and | established and | configuration configuration
configuration configuration locked. locked.
locked. locked.

Emulate cycling Unable to reset. | Unable to reset. | Able to reset. Able to reset.

power

Return to the out- | ynaple to reset. | Unable to reset. | Unable to reset. | Able to reset.

of-box

configuration,

Return
information
except for
specified
parameters to the
out-of-box
configuration,

and then emulate
cycling power.

Unable to reset.

Unable to reset.

Unable to reset.

Able to reset.
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3-10-4 Changing Device Status

Changing the device status is not supported by all devices.

The NE1A-series Controller can switch between IDLE mode and RUN mode. For
details on NE1A-series Controller modes, refer to the Safety Network Controller
Operation Manual (Z906).

For DST1-series Safety I/O Terminals, there is no need to change modes.

Change the device mode using either of the following methods. This function is

enabled only when the Network Configurator is online.

(1) Select a device, and then select Device - Change Mode followed by the desired
mode.

(2) Select a device, and then right-click the device and select Change Mode followed
by the desired mode.

Next, the password input window for the device will be displayed. Enter the password
for the selected devices and click the OK Button.

_—

Change Device Mode [

Pleasze input the Device Pazsword.

FPaszward

ERREIEEY

-

k. Cancel
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4-1 Editing Parameters
Device parameters can be edited using any of the following methods.
(1) Double-click a device icon.
(2) Select a device, and then select Device - Parameter - Edit from the menu bar.
(3) Select a device, and then click the Edit Parameter Button on the toolbar.
(4) Right-click the device and select Parameter - Edit.

4-1-1 Parameter Groups
Safety I/O Terminal parameters are classified into groups as shown in the following

diagram.
Edit Device Parameters a8 X [ —— X
IFEEERER l Parameters 1
[RETEEAED (i | ealic Parameter Mame | Walle
-/ General o B
. {Beneral o
[5] 5 afety Output Errar Latch .Tu 100 =10msz Safety Dutputd
0018[5] Safety Input Error Latch Tinw 100 =10ms g
afety Dutputl
0144 Test Dutput Idle State Clear off

X Safety Output2
0243 Unit Name

0250 Threshold Metwork Power Yolt: 71.0Y
0252 Threshold Run hours 0 Hours
0307 Last Maintenance Date 1972/01/m
= Safety Dutputd
O00B[S] Safety Dutputd Channel Moo Safety Pulse Test
0014[5] Dual Channel 5 afety Outputl Single Channel
0165 Safety Outputd 1/0 Comment  G754_Left_2
0166 Safety Outputd Maintenance C Count
01683 Safety Outputd Threshald Main 0
—1 € afabtu Nuknoutl j

¥
¥

T

x

+ Safety Dutput3

+ Safety Dutputd

+ Safety Dutputh

+ Safety Dutputb

+ Safety Dutput?

+ Safety Inputd

+ Safety Inputl

+ Safety Input2

+ Safety Input3

+ Safety Input4

= =
G

Cafatu Inouth

General eneral
Default Satup | Diefault Setup | |

0K Cancel oK Cancel

. Double-click a group name or click the icon to display or hide that group.
Parameter settings for a particular terminal can be batch copied to the parameters
for another terminal.

The Copy Group Button is enabled when a group name is selected and a group
with a different terminal number but similar parameters exists, e.g., when safety
input 0 is selected and safety input 1 or safety input 2 exists. Click the Copy Group
Button to display the Group Copy Dialog Box shown below.

Copy Group 'EI- -i
Source Group

Safety Outputl

Destination Group

: w Outputl
[ 5afety Output2
[] 5atety Output3
[ Safety Dutputd
[] 5atety Outputs
[ Safety Dutputs
[] 5atety Output?

Ok | Cancel
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The source and destination groups will be displayed. Select the desired destination
groups and then click the OK Button. The parameters will be copied.

Parameter names with [S] in front of them are related to the safety application.
The size of the Edit Device Parameters Window can be changed.
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4-1-2

General Parameter Group

This section describes parameters in the general parameter group.

Edit Device Parameters rﬁ '3<_
Parameters l
Parameter M ame | Value
=); aeneral o
0005[5] Safety Output Eror Latch Tic 100 %10ms
0018[5] Safety Input Error Latch Time 100 %1 0ms
0144 Test Output |dle State Clear off
0245 Unit M ame
0250 Threshold Metwork. Power Yolt: 11.0%
0252 Threshold Run hours 0 Hours
0307 Last Maintenance Date 1972/01/M
+ Safety QutputD
+ Safety Outputl
+ Safety Dutput2
+ Safety Output3
+ Safety Outputd
o o =~
General
Default Setup |
Ok Cancel
ltem Settings Description Default
S | Output Error Latch Time | 0 to 65,530 ms This parameter is common to all the safety 1,000 ms
(in 10-ms increments) outputs.
It sets the time to latch the error state when an
error occurs in these outputs. Even when the
cause of the error has been removed, the
error state will remain latched for the time set
here.
S | Input Error Latch Time 0 to 65,530 ms This parameter is common to all safety inputs | 1,000 ms
(in 10-ms increments) and test outputs.
It sets the time to latch the error state when an
error occurs in these inputs/outputs. Even
when the cause of the error has been
removed, the error state will remain latched
for the time set here.
Test Output Idle State Clear off This parameter is common to all test outputs Clear off
for which the Test Output Channel Mode is set
to Standard Output.
Keep output data It sets the output state of the test output when
idle data is received.
Unit Name 32 characters max. This parameter sets a user-chosen name for None
the Safety I1/0 Terminal. The set name is
saved in the Safety /0O Terminal and
displayed in the network configuration.
Threshold Network 8.0to 30.0V This parameter sets the threshold of the 110V
Power Voltage network power voltage. When the voltage falls
below the set threshold voltage, the
corresponding bit in general status turns ON.
Threshold Run Hours 0t0 429,496,729 hours | This parameter sets the threshold for unit 0 hours
operating hours. When the operating hours
exceeds the set threshold, the corresponding
bit in general status will turn ON.
Last Maintenance Date | January 1, 1972 to This parameter saves the maintenance date in | January 1,
January 19, 2038 the Safety I/0 Terminal. 1972
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4-1-3  Safety Input Parameter Groups

This section describes parameters in the safety input parameter groups.
The safety input parameters are grouped by terminal number.

Edit Device Parameters E 3{
Parameters l
Pararneter Name | Y alue
+ Safety Inputd ﬂ
0023[5] Safety Inputl Off On Delay 0 =Emsz
0024[5] Safety Input] On OFf Delay (0 «Bmz
0025[5] Safety Input! Channel Mode Test pulze from test out
0026[5] Safety Input] Test Source Test Dutput
0051[5] Dual Channel Safety lnputds1 Mode Dwal Channel E quivalent
0052[5] Dual Channel Safety Inputdd1 Discrepancy Time 2#10msg
0210 S afety Input] 1/0 Comment ESTOP_AreaZ
0211 Safety Inputl Maintenance Counter Mode Choice Count
0214 Safety Input! Threshold Maintenance Counter i}
+ Safety Input2
+ Safety Input3
i ~
Safety Inputl
Default Setup | LCopy Group...
Ok Cancel
Item Settings Description Default
S | Off On Delay 0to 126 ms Sets the OFF/ON delay time. 0ms
(in 6-ms increments)
S | Off On Delay 0to 126 ms Sets the ON/OFF delay time. 0ms
(in 6-ms increments)
S | Safety Input Channel Not used. The safety input is not used. (External input Not used.
Mode device not connected.)
Test pulse from test out | Specifies connecting a device with a contact
output in combination with a test output.
When this mode is selected, select the test
output to use for the test source and then set
the test output mode to Pulse Test Output.
When these settings are made, contact between
the input signal line and the power supply (plus)
and short circuits with other input signal lines
can be detected.
Used as a safety input. Specifies connecting a safety device with a
semiconductor output, such as a light curtain.
Used as a standard Specifies connecting a standard device (i.e., a
input. non-safety device).
S | Test Source Not used. If the channel mode of a safety input is set to Not used.
Test Pulse from Test Out, the test output is
Test Output 0 selected for use in combination with the safety
Test Output 1 input. Set the channel mode of the test output
selected here to Pulse Test Output.
Test Output 2
Test Output 3
S | Dual Channel Safety Single Channel Specifies using Single Channel Mode. Dual
Input Mode If Single Channel is selected, the safety input Channel
that would be paired for the dual channel Equivalent
parameter will also be set to Single Channel
Mode.
Dual Channel Specifies using the Dual Channel Equivalent
Equivalent Mode with a paired safety input.
Dual Channel Specifies using Dual Channel Complementary
Complementary Mode with a paired safety input.
S | Dual Channel Safety 0 to 65,530 ms Sets the time to monitor the logic discrepancy in | 0 ms

Input Discrepancy Time | (in 10-ms increments)

the dual channel input logic.
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Item Settings Description Default
I/0 Comment 32 characters max. Sets an I/O comment for the safety input. The None
I/O comment set here is used as the 1/0 tag in
the Logic Editor.
Maintenance Counter Time Sets the operating mode for the maintenance Time
Mode Choice Count counter.

Threshold Maintenance
Counter

0 to 4,294,967,295
hours

Sets the threshold value for the maintenance
counter.

0
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4-1-4 Test Output Parameter Groups

This section describes parameters in the test output groups.
The test output parameters are grouped by terminal number.

Edit Device Parameters rﬁ '3<_
Parameters I
Parameter Mame | Walue
- Test Outputli BN
0001[5] Test Output] Mode FPulze Test Output
0061 Test OutputO Fault Action Clear off
0145 Test Qutputd 10 Comment
0746 Test Outputd Maintenance Counter Mode Choice Time
0749 Test Outputd Threshald Maintenance Counter ]
+ Test Dutputl
+ Test Qutput2
+ Test Dutput3
+ Safety Input0/Outputd Operation Time
+ Safety Inputl /Output] Operation Time
+ Safety Input2/0utput2 Operation Time
+ Safety Input3/0utput3 Operation Time
+ Safety Inputd/Output4 Operation Time
< S afatu Innuti Makouth Noaration Tima j
Test Dutputd
Default Setup | Copy Group...
ak. Cancel
Item Settings Description Default
S | Test Output Mode Not used. The corresponding test output is not used. Not used.
Standard Output Specifies connecting to the input for a muting
lamp or PLC. Used as a monitor output.
Pulse Test Output Specifies connecting a device with a contact
output in combination with the safety input.
Power Supply Output Specifies connecting to the power supply
terminal of a safety sensor.
The voltages supplied to the IO power from
the test output are output.
Muting Lamp Output Specifies a muting lamp output.
(Setting supported only | When the output is ON, disconnection of the
for T3 terminal.) muting lamp can be detected.
Fault Action Clear off Sets the output state of the test output when a | Clear off
communications error occurs.
This parameter is enabled when the Test
Hoid last data Output Channgl Mode is set to Standard
Output or Muting Lamp Output.
1/0 Comment 32 characters max. Sets an /O comment for the test output. The None
I/0 comment set here is used as the I/0O tag in
the Logic Editor.
Maintenance Counter Time Sets the operating mode for the maintenance | Time
Mode Choice Count counter.
Threshold Maintenance | 0 to 4,294,967,295 Sets the threshold value for the maintenance 0
Counter hours counter.
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4-1-5

Safety Output Parameter Groups

This section describes parameters in the safety output groups.
The safety output parameters are grouped by terminal number.

Edit Device Parameters E T{
Parameters l
Parameter Mame | Walue
=/ 5alety Outputh -]
0006[5] Safety Outputd Channel Mode Safety Pulze Test
001 4[5] Dual Channel 5afety Outputd/1 Mode Single Chanrel
0165 Safety Outputd 1/0 Comment G7SA_Left 2
0166 Safety Outputd Maintenance Courter Made Chaice Catink
0169 S afety Outputd Threshald Maintenance Counter 1]
+ Safety Outputl
+ Safety Output2
+ Safety Outputd
+ Safety Outputd
+ Safety Outputh
+ Safety Outputb
+ Safety Output?
ettt =
Safety OutputD
Default Setup | LCopy Group...
u] | Cancel |
Item Settings Description Default
Safety Output Channel Not used. The safety output is not used. (External output | Not used.
Mode device not connected.)
Safety Specifies not outputting the test pulse when
the output is ON. Contact between the output
signal line and the power supply (positive)
when the output is OFF and ground faults can
be detected.
Safety Pulse Test Outputs the test pulse when the output is ON.
(Setting supported only | Contact between the output signal line and the
for the DST1-MD16SL- | power supply, and short circuits with other
1.) output signal lines can be detected.
Dual Channel Safety Single Channel Specifies using Single Channel Mode. Dual Channel
Output Mode When Single Channel is set, the safety output
that would be paired for the dual channel
parameter is also set to Single Channel Mode.
Dual Channel Specifies using Dual Channel Mode.
When both of the safety outputs to be paired
are normal, the outputs can be turned ON.
I/O Comment 32 characters max. Sets an /O comment for the safety output. None
The I/0O comment set here is used as the 1/0
tag in the Logic Editor.
Maintenance Counter Time Sets the operating mode for the maintenance | Time
Mode Choice Count counter.

Threshold Maintenance
Counter

0 to 4,294,967,295
hours

Sets the threshold value for the maintenance
counter.
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4-1-6

Operation Time Parameter Groups

This section describes parameters in the safety input/output operation time groups.
The operation time parameters are grouped by the terminal numbers to be paired.

Farameters |

Pasaresiz) Mo

W

& Test Dulpuld

= Tast Dulput]

& Tt DuipulZ

= Test Oulputd

- Salely Inpul@AFulpulll O peraticon Tine
0257 Sty Ingrd I Tuapatl) E quapresnt Maves
0F55 Salsly IngrdDThpuD Thisshel Dosation Tam

# Salety Inputl ADulpull Dperstion Tine

= Salnty InputFuipu® (paratien Tine

= Salety Ipput2ARupuld Operaten 1o

+ Salnty Inputd Hutputd Oparstion Tine

= Salety Inpul®MFulpull Opeiston Tine

= Salaty InputitDulpul Operstion Ting

& Salely InpulTADulpul ¥ Operation Tine

Salety lageat 2/ DulpulZ Opeation Time

g D, |

Dl Smbop

Nee

=

£l B

ar

| | Concel |

Item

Settings

Description

Default

Equipment Name

32 characters max.

Sets a comment for the operation time to

monitor.

None

Time

Threshold Response

0 to 65,535 ms
(in 1-ms increments)

Sets the threshold value for the operation

time.

0 ms
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5-1 Safety Connection Settings

Open the Edit Device Parameter Window of the NE1A-series Controller and click the
Safety Connections Tab to display the Safety Connection Setting Window. In this
window, you can register the Safety Slaves, such as the DST1-series Safety 1/0
Terminals, that perform the safety communications and set the communications
parameters.

Note: Setting parameters in this window is not necessary when the NE1A-series
Controller is used in Standalone Mode.

5-1-1 Registering Safety Slaves

Use the following procedure to register Safety Slaves as communications destinations.

1. Unregistered devices are listed in the upper pane, and registered devices are listed
in the lower pane.

Edit Device Parameters ’E —i
Slave /0 ] Local Output ] Local Input/T ezt Output ]
tode/Cycle Time ] Error Mode ] M aintenance ] Logic ]
Safety Connections ] Memory Info. ] Safety Slave 1/0 ]

Unregister Device List

# | Product M ame |
ﬁﬂﬂ‘l DST1-D125L-1

£ H02 DET1D125L

ﬁﬂDS DST1-MD1BSLA1

£ H04  DET1-MD1ESLA

ﬁﬂDS LST1-MROOBSL-1

Connections : 0/32 > I:l v Auto allocation.

Reqizter Device List

Product M ame | EPI | Reaction... | Type | Size

| | |

QK. | Cancel |

2. Select a Safety Slave to register in the Unregister Device List and click the LI
Button.
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3. The Safety Slave selected in step 2 will be registered.
If the Auto Allocation Check Box is selected at this point, the default connections
and the parameters are will be automatically allocated as shown in the following
figure.

Edit Device Parameters

Slave 140 I Local Output ] Local Input/Test Dutput I
tode/Cocle Time ] Error Mode ] Maintenance ] Logic I
Satety Cornections l temory Info. I Safety Slave /0 I

Urreaister Device List
# | Product Mame |

Connections : 8,32 ‘ -» | v &uto allocation.

Register Device List

Product M ame | EFI | Reaction... | Tupe | Size | -
ﬁ #01 DST1-1D125LA1
ﬁSafet_l,l Input Azs.. 10 mz 40 mz In 2 Byte
ﬁ #02 DST1-1D125LA1
ﬁSafet_l,l Input Azs.. 10 mz 40 mz In 2Byt —
& 403 D5T1-MD1ES...
ﬁSafet_l,l Input Azs.. 10 mz 40 mz In 1 Byte
ﬁSafety Output & 10 ms 40 g Out 1 Byte
£ #N4 DST1-MN1RS =
Mew... ‘ | ‘ Regizterrnregisterd |
ak. | Cancel |

In addition, the number of connections used and the number of connections that
can be used are displayed in the window.

The following information is displayed in the Register Device List.

Item Information displayed

Product Name The name of the registered Safety Slave (@icon) or I/O assembly used in
the safety connection (ﬁicon) is displayed.

EPI The EPI for the safety connection is displayed. For details on EPI, refer to
5-1-2 Setting Safety Connection Parameters.

Reaction Time The network reaction time for the safety connection is displayed.

Type The type of the I/O assembly used in the safety connection is displayed.

Size The data size of the 1/0O assembly used in the safety connection is
displayed.

117



Section 5-1 _ Safety Connection Settings

4. Inthe Register Device List, you can add and delete connections and edit the
connection parameters.

e To add a connection, select the Safety Slave that you want to add the
connection to and click the New Button. Refer to 5-1-2 Setting Safety
Connection Parameters to set the parameters.

e To delete a connection, select the connection you want to delete and click the
Delete Button.

e To edit connection parameters, select the connection you want to edit and
click the Edit Button. The parameters of the selected connection will be
displayed. Refer to 5-1-2 Setting Safety Connection Parameters to change the
parameters.

¢ Select the Safety Slave and click the Register/Unregister Button. If
connections are already set, the button cancels all the connections and if not,
it allocates the default connection and parameters.

Note: e To delete a Safety Slave from the Register Device List, select the Safety
Slave you want to delete and click the = = |Button.
¢ Also, when either of the following operations is performed in the Network
Configuration Window, the Safety Slave will be registered using auto-
allocation.
(1) Dragging a slave device to the NE1A-series Controller.
(2) Selecting a slave device and specifying the destination as the NE1A-
series Controller by selecting Device and then Register to Other Device
from the menu bar.

IMPORTANT: Changing safety connection settings may affect the program. After changing
any setting, always open the Logic Editor and check the program.
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5-1-2

Setting Safety Connection Parameters

This section describes how to set safety connection parameters.

#01 DST1-101 251 -1 Edit Connection

|40 Cannection

REN=D S afety |nput Azzembly 1
/0 Type: In
/0 Size: 2Bute
Open Type

(" Configure the safety slave (%) Check the Safety Signature ) Open only

Connection Type

%) Multi-cazt connection () Single-cast connection

Data Expected Packet [nterval [EF]

3

B mz Yalue : 10 mz RO0 mg

FReaction Time 40 mz

] l [ Cancel

1/0 Connections

Select the assembly to use from the I/O assemblies that the destination Safety Slave
supports.

o Refer to the DST1-Series Safety I/O Terminals Operation Manual (3-2
Remote I/0O Allocations) for 1/0 assemblies that the DST1-series Safety
I/0 Terminals support.

e When the Safety Slave function of the NE1A-series Controller is used, the
I/0 assembly must be set in the Safety Slave I/O Window. Refer to 5-2
Safety Slave Settings.

Output Connection Owner

To prevent safety outputs from an unintended Safety Master, the Safety Slave stores
data in non-volatile memory to show that the Safety Master that last established an
output connection (see note 1) is the owner of the output connection. The Safety
Master data that is stored is the TUNID (see note 2). Other Safety Masters cannot
open that output connection while the Safety Slave has an output connection owner
TUNID stored.
If an attempt is made, the 7-segment display on the NE1A-series Safety Master will
show “d6” and the status code (see note 3)(error code) shown on the Safety
Connection Tab of the Device Monitor Window will be “01:0106”.
Reset the Safety Slave to the default settings to clear the output connection owner
data.

Note 1: The DST1 is displayed as “Safety Output Assembly” and the NE1A-series

Controller is displayed as “Safety Output.”
2: Refer to 3-4-2 Network Numbers for information on TUNIDs.
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3: Refer to 7-1-2 Monitoring Safety Connections for information on status
codes.
Note: ¢ Reset the Safety Slave to default settings before opening an output
connection from another Safety Master.
¢ The error referred to earlier will occur if the Safety Master TUNID changes
as a result of node address or network number changes and the output
connection owner no longer matches.

Open Type

Select the type of open processing to be performed when the NE1A-series Controller
establishes a connection with the Safety Slave.

Open Type Description
Configure the target The Safety Slave is configured when the connection is established.
device The parameters that can be set are limited to the parameters

relevant to the safety application. Do not use this open type under
normal conditions.

Check the safety signature | The NE1A-series Controller sends the safety signature of the slave
when the connection is established. The safety signature is checked
in the Safety Slave that receives a connection is established. Specify
this open type when establishing a connection with DST1-series
Safety I/O Terminals.

Open only The NE1A-series Controller does not send the safety signature of the
slave when a connection is established. The Safety Slave
establishes the connection without checking the safety signature. To
use the slave function of the NE1A-series Controller, it is necessary
to configure the Safety Slave correctly from the Network
Configurator. If it is not correctly configured, a connection will not be
established, so there is no need to send the safety signature from the
Safety Master for checking.

IMPORTANT: Check that the Safety Master and the Safety Slave are configured correctly
when selecting Open only as the safety connection open type.

Note: If the Safety Slave is not configured when Configure the target device is
specified, the NE1A-series Controller configures the Safety Slave and then
establishes a connection. Therefore, the communications can be started again
just by connecting the slave to the network without the Network Configurator
when the Safety Slave is replaced. In the current version, however, the
parameters to be set are only those related to the safety application. When
standard parameters do not need to be set, this open type can be specified.
The ability to set standard parameters is planned for future development.

Configuration Owner

To prevent configuration from an unintended source, Safety Slaves store data in non-
volatile memory to show that the node that performed configuration last time is the
configuration owner. The Safety Slave stores data in memory to show if the
configuration was performed by the Network Configurator or a similar software tool
(see note 1) and, if the configuration was performed by a Safety Master, the Safety
Slave stores the TUNID (see note 2). The Safety Slave cannot be configured from
another source while it has data on the configuration owner.

If the configuration owner does not match, the following will occur.

A) If a download is attempted using the Network Configurator, an error message
will be displayed to indicate that configuration is not possible until the Safety
Slave is reset because the Safety Slave has been configured by another device.

B) If Configure Target Device is specified, the NE1A-series Safety Master 7-
segment display will show “d6” and the status code (see note 3) (error code)
shown on the Safety Connection Tab in the Monitor Device Window will be
“01:0105".

The configuration owner is cleared when the Safety Slave is reset to default
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settings.

Note 1

2:
3:

Note: e

: No distinction is made between Support Software, so other Network
Configurators can be used to configure the Safety Slave.

Refer to 3-4-2 Network Numbers for information on TUNIDs.

Refer to 7-1-2 Monitoring Safety Connections for information on status codes.

Reset the Safety Slave to default settings to configure from a
different configuration owner.

The configuration owner will not match and the error listed above will
occur if the Safety Master TUNID changes because the node address
or network number has changed.

Connection Type

Select the connection type to use between the NE1A-series Controller and Safety

Slave.

Connection Type Description

Multi-cast connection This connection type can be selected only with a Safety Input Slave.

When a multi-cast connection is selected, a Safety Input Slave can
transmit the input data to a maximum of 15 NE1A-series Controllers
via a multi-cast connection.

These NE1A-series Controllers are classified as the same multi-cast
group when multiple NE1A-series Controllers establish a multi-cast
connection with one Safety Slave and the I/O assembly and EPI
values specified in 1/0 Connection are the same.

This connection type can be selected even for one NE1A-series
Controller.

Single-cast connection This connection type can be selected for an input connection or

output connection. The NE1A-series Controller and the Safety Slave
establish a 1:1 connection and send safety data.

EPI (Expected Packet Interval)

The EPI is the interval at which the Safety Controller and Safety Slave communicate

safety
time a

data. The minimum set value is the greater of the destination Safety Slave cycle
nd Safety Controller cycle time.

a) The cycle time of DST1-series Safety Slaves is always 6 ms.
b) The Safety Controller cycle time is 4 ms if no programming has been created

The E
time.

(default status). The cycle time will be longer if safety logic programming has
been created and will depend on the size of the programming. (Refer to 9-2
Operational Flow and Cycle Times in the Safety Network Controller Operation
Manual (Cat. No. Z906). The Safety Controller cycle time can be checked under
Cycle Time on the Mode/Cycle Time Tab in the Edit Device Parameters Dialog
Box, once all parameters have been set and programming completed. (Refer to
5-5 Setting the Operating Mode and Confirming the Cycle Time.)

Pl set here affects the network bandwidth usage rate and the network reaction

e Network Reaction Time:
Displayed under Reaction Time in the Data Expected Packet Interval (EPI) Field.
Refer to 2-3 Calculating and Verifying the Maximum Reaction Time and 9-4
Reaction Time in the Safety Network Controller Operation Manual (Cat. No. Z906)

for

information on the network reaction time.

o Network Bandwidth Usage Rate:
Displayed under Usage of Network Bandwidth for Safety Connections at the bottom
of the Network Configuration Window.

The network configuration may need to be reconsidered if the acceptable network
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bandwidth usage rate (must be 90% or less overall) cannot be obtained with the EPI
setting required to achieve the required network reaction time. Refer to 2-2-2
Allocating Network Bandwidth Usage and Calculating the Best EPI for details.

IMPORTANT: Set the EPI for each safety connection longer than the Safety Network
Controller cycle time. An error will occur when the safety connection
parameters are downloaded if the EPI is shorter, and the download will fail.

Note: Calculate the best average EPI for all connections using the following

procedure and batch set the EPI to all devices.

1. Click the Calculate EPI Button under Usage of Network Bandwidth for
Safety Connections at the bottom of the Network Configuration Window.

2. Input the network bandwidth to be used in the Safety Connections Field
and click the Calculate Button.

3. The best average EPI for all connections will be displayed under Best
Average EPI.

4. Click the Update Device Configuration Button.

5. Select the baud rate to be used in the Update Device Configuration Dialog
Box and click the OK Button.

The best average EPI for all connections will be batch set as the EPI in the

safety connection parameters for all devices.

Configurator version 1.6[] has an automatic EPI adjustment function. The EPI that is
set in the device parameters is compared to the actual cycle time. If the EPI setting is
shorter, it will be automatically updated. If the EPI is shorter than the device
parameters, the following warning will be displayed.

Metwrork Configurator

The connections to which EPl outzide the support range of thiz device iz configured exist,
The EFI that these connections hawe will be updated,
OK?

Click the Yes Button in the above dialog box. The EPI for the applicable connection
will be automatically changed to the device cycle time.

It can prevent errors from occurring during downloads.

Note: If the communications partner is an NE1A-series Controller in slave
operation, the cycle time of the communications partner is not
checked. Confirm that the EPI setting is greater than the cycle time of
the communications partner.
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Expand Setting

The Advanced Button enables changing more detailed communications parameters.
The Timeout Multiplier, Network Delay Multiplier, and ID Allocation can be set in the
Under normal operation conditions, it is not necessary to change one of these
parameters.

In some cases, it may be necessary to change the “Timeout Multiplier,” “Network
Delay Multiplier,” or “ID Allocation” to cover the requirements in special installation
environments.

IMPORTANT: “Timeout Multiplier” and “Network Delay Multiplier” affect reaction time
of the safety system. If one or both parameters are changed, there will
be an increase in safety reaction time.

“Timeout Multiplier
This parameter is used to set up Time Out count.

Safety Device will judge the Communication Error based on this parameter. If this
parameter is set to “3”, Safety Device accepts communication time out twice and this
parameter also affects reaction time of safety system. There will be an increase in
safety reaction time.

“Network Delay Multiplier”:;
This parameter is used for Calculation of Reaction Time and this parameter also
affects reaction time of safety system. There will be an increase in safety reaction time.

“ID Allocation”:

One connection (e.g., NE1A-SCPUO1 and DST1-ID12SL-1) uses one ID and each
Device has 12 IDs.

If the connection has established, either Master D or Slave ID will be consumed.

The radio button shows two possibilities to choose from:

Set to “Allocate the ID for produced connections” uses ID master device has.
Set to “Ask the slave for produced Ids” uses ID slave device has.

Under normal conditions, it will be set by Network Configurator automatically.
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5-1-3

Stopping/Restarting Communications after an Error

With Ver. 1.0 and higher Controllers, the user can specify whether to stop or continue
I/O communications after the connection times out during safety I/O communications
with the safety slave. If /O communications are stopped because of a timeout error,
the communications can be restarted from the logic program or a Programming

Device.

Setting the Operating Mode after a Communications Error

One of the following modes can be selected to specify the Controller's operation when
there is a connection timeout during safety I/O communications with the safety slave.

Edit Device Parameters

Slavel’o |
Safety Connections ]
Mode/Cycle Time

Connection Error Mode

" Stop Ermor Connections

" Stop All Connections

Local Dutput

Memary Info. ]
Error Mode

(=fE3

] Local Input/ T est Output ]
Safety Slave |/0
M aintenance ] Logic ]

ak | Cancel

Mode after
communications error

Description

Automatic reset

Specify this mode to re-establish the safety I/O connection with a safety
slave after a safety /O communications error has occurred with the slave.
If the cause of the communications error is eliminated, safety I/O
communications will restart automatically.

Stop only the connection
where the error occurred.

Specify this mode to keep safety I/O communications with a safety slave
stopped after a safety I/O communications error has occurred with the
slave.

To restart safety I/O communications with the safety slave after I/O
communications have been stopped, use the Network Configurator to
send a command to restart communications. It is also possible to write a
logic routine in the logic program in advance to turn ON the Safety I/O
Communications Restart Flag and restart communications with a
specified trigger bit.

Stop all connections

Specify this mode to stop safety I/O communications with all safety
slaves stopped after a safety /O communications error has occurred.
To restart safety I/O communications with the safety slaves after I/O
communications have been stopped, use the Network Configurator to
send a command to restart communications. It is also possible to write a
logic routine in the logic program in advance to turn ON the Safety 1/0O
Communications Restart Flag and restart communications with a
specified trigger bit.
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5-1-4  Listing and Setting Connection Parameters

The connection data currently set for all devices can be displayed in the Edit All
Connection Window and parameters can be changed. New connections, however,
cannot be created and existing connections cannot be deleted.

Connection parameters can be efficiently changed from the Edit All Connection
Window.

1 Select Network — Edit All Connection.

The Edit All Connection Window will be displaied.
=  Edit All Connections =3

Product Marne Open Type Con. Type EFI Feactio... | 1/0 Type | Size
) 101 [ 8.0 mz ]

& 101 DST14D7125L1

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multicast Con..  10ms 40 ms In 2Byte
& #02D5T14D125L1

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 2 Byte
&P #03DST1-MD165L-1

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 1 Byte

ﬁ Safety Output Azsembly 1 Check the Safety Sign...  Single-cast Co..  10ms 40 mz Ot 1 Byte
& 404 DST1-MD165L-1

ﬁ Safety Input Aszembly 1 Check the Safety Sign Multi-cast Con 10 ms 40 mz In 1 Byte

ﬁ Safety Output Assembly 1 Check the Safety Sign...  Single-cast Co..  10ms 40 ms Ot 1 Byte
&9 405 DS T1-MROOBSL-1

ﬁ Safety Input Azzembly 1 Check the Safety Sign...  Multifcast Con..  10ms 40 mz In 1 Byte

ﬁ Safety Output Azsembly 1 Check the Safety Sign...  Single-cast Co..  10ms 40 mz Ot 1 Byte
& H06 DST14D125L1

ﬁ Safety Input Azzembly 1 Check the Safety Sign...  Multicast Con..  10ms 40 mz In 2 Byte
& 107 DST14D 12501

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 2 Byte
& 108 DST14D7125L1

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 2 Byte
& #09D5T1407125L1

ﬁ Safety Input Assembly 1 Check the Safety Sign...  Multicast Con..  10ms 40 ms In 2Byte

ok Cancel |

2 Double-click the connection in the list for which the settings are to be changed.
The Edit Connection Dialog Box will be displayed.

#04 DST1-MD165L-1 Edit Connection

1/0 Connection

140 Type : Out
1/0 Size: 1Bypte

Open Type

" Configure the safety slave ™ Check the Safety Signature © Open only

Contection Type

l'" {* Single-cast conmechion

D ata Expected Packet Interval [EFI)

{} Advanced...

B ms Walue : 10 ms 500 ms

Reaction Time 40 ms

ak | Cancel |

Refer to 5-1-2 Setting Safety Connection Parameters for information on how to use
the Allocate Connections Dialog Box.
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5-2 Safety Slave Settings

Clicking the Safety I/0O Target Tab displays the setting window of the 1/0O assembly for
the Safety Slave that is necessary to operate the NE1A-series Controller as a Safety
Slave. The I/0 assembly set here is displayed and can be selected in the Connection
Setting Window of the NE1A-series Controller that is functioning as a Safety Master.
The 1/0O tags can be used in the Logic Editor.

Note: When the NE1A-series Controller is not used as a Safety Slave, it is
not necessary to set the parameters in this window.

5-2-1 Registering /0 Assemblies for Safety Slaves

Register the 1/0 assemblies for the Safety Slave to be used when the NE1A-series

Controller functions as a Safety Slave.

Edit Device Parameters 'E 3<_
Slave /0 ] Local Dutput ] Local Input/Test Output ]
Mode/Cycle Time ] Error Mode ] Maintenance I Logic ]
Safety Connections ] Memary Info. Safety Slave 140
Marme Type Size
Satety Input 1 Safe
¥ 5 afety lnputl 1 Byte
¥ 5 afety Inpu2 BOOL 1 Byte
.-_t.!i Safety Input 2 Safety Slave ... 2 Byte
¥= M Datal WORD 2 Byte
,-_t,!i Safety Output 1 Safety Slave ... 3 Byte
#2215 afety Output] BOOL 1 Byte
¥ 5 afety Output2 BooL 1 Byte
¥ 5 afety Output3 BOOL 1 Byte
.-_t.!i Safety Output 2 Safety Slave .. 6 Byte
¥=0UT Datal WORD 2 Byte
#=10UT Data2 DwORD 4 Byte
Mew... Edit... Delete
ok | Cancel |

The following information is displayed in this window.

Item

Information Displayed

Name

The registered 1/0 assembly name (ﬁicon) and the 1/0 tags name
defined in the assembly ( ¥&]icon) are displayed.

Type

The input/output type for the 1/0 assembly and the data types for the 1/0
tags are displayed.

Size

The 1/0 assembly size and the sizes of the I/O tags are displayed.
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You can add, change, and delete 1/0 assemblies for the Safety Slave in this window.

Up to four I/O assemblies can be registered.
e To add an I/O assembly, click the New Button. The I/O Assembly Setting
Window will be displayed. Define the I/O assembly data referring to 5-2-2

Setting Assembly Data.

e To change the data of the I/O assembly, select the I/O assembly you want to
change and click the Edit Button. The I/O Assembly Setting Window will be
displayed. Change the I/O assembly data referring to 5-2-2 Setting Assembly

Data.
e To delete the I/O assembly, select the I/O assembly you want to delete and

click the Delete Button.

5-2-2  Setting Assembly Data
This section describes how to define 1/0 assembly data.

Edit Safety Slave I/0

[0 Tupe
™ Safety Slave Output

[/0 Tag

M ame | Tupe | Size |

Hew... | | |

Statusz
[ General Status [ Local lnput Status
[ Local Output Status | Test Output # Muting Lamp Status

(] | Cancel

/10 Type

Select the data type to set. The transmission directions for the safety data are as

follows:
Safety Slave Input: NE1A-series Controller (Safety Slave) — Safety Master
Safety Slave Output: Safety Master —NE1A-series Controller (Safety Slave)

/0 Tag
Multiple I/O tags can be defined in an I/O assembly. The I/O tags defined here can be

used in the Logic Editor.
¢ Click the New Button and set a tag name and data type when defining a new
I/O tag. I/O tags for up to 16 bytes can be defined in each 1/0 assembly.
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Edit I/0 Tag

Marme : |5~3f3t.'r' Inpuf

Type
(+ BOOL ¢ BYTE ¢ WORD ¢ DWwORD

k. Cancel

e To change an I/O tag that has already been defined, select the I/O tag you
want to change and click the Edit I/0 Tag Button.

e To delete an I/O tag that has already been defined, select the I/O tag you want
to delete and click the Delete Button.

Note: BOOL (Boolean) data is 1 byte.

Setting Tag Names by Bit
A tag can be set for each bit with the NE1A series with unit version 1.0 or higher.

Select the applicable assembly in the I/O Assembly Setting Window.

Edit Safety Slave I/0

10 Type
(¥ Safety Slave [nput (" Safety Slave Output
1/0 Tag
Mame Type Size

= BYTE DATA

£
3

Mew. .. Edit... | Qelete| Edit Cormment. ..

Status
[~ General Status

[ Local lnput Status
[~ Local Dutput Status
[ Test Output / Muting Lamp Statusz

Lacal 10 Manitor
[ Input

[ Output

Ok, Cancel
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Click the Edit Comment Button.

Edit Safety Slave I/0

140 Type

&+ Safety Slave [nput (™ Safety Slave Output

1/0 Tag

Hame Type Size |
Y5 BYTE DATA BYTE 1 Byte
Mew,. | Edt. | Delete

Statuz
[ General Status

[ Local Input Status
[ Local Output Status
[ Test Output / Muting Lamp Statuz

Local 1/0 Moritor

[ Input
[ Dutput
1] | Cancel |
1. Edit the I/O Tag.
Edit Comment =S
Bit | Comment
Bit0 E-STOP1
Bit1 E-STOPZ
Bit2 Light Curtaini
Bit3 Light CurtainZ
Bitd FeedBack
Bt Reset]
BitE Reset Condition
Reset Condition2

Cancel

o]
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Status

I/O Tags created in this way will be displayed as follows by the Logic Editor:

=g [H#04]ME1A-SCPUIOTAA
&b

BYTE.E-STOM

BYTE.E-STOFZ2

BTE Light Curtairil

B TE Light Curtain2

BYTE Feed Back

BYTE Feset]

BYTE Reset Condition

BYTE Feset Condition?

When the I/O type is Target Input, the NE1A-series Controller status information can
be included in the I/O assembly. The following tag names are automatically used for

the status information:

Status

Tag name

General Status

General Status

Safety Input Status

Safety Input Status

Safety Output Status

Safety Output Status

Test Output/Muting Lamp Status

Test Output/Muting Lamp Status

Local I/O Monitor

When the 1/O type is Input, the NE1A-SCPUO1’s local I/O information can be included

in the I/O assembly.
Use the following procedure.

Check Box in the Local I/O Monitor Area.

Edit Safety Slave I/0

120 Tupe

* Safety Slave Input " Safety Slave Dutput

140 Tag

Mame

| Type | Size |

=]
3

Mew... | | |

Statuz
™ General Status

I Local Input Status
™ Local Output Status
[ Test Output / Muting Lamp Status

oK | Cancel |

A button will be displayed next to the Input Check Box. The button will be labeled
according to the number of input points ("Bit0-15" in the example display). Click this
button. The following dialog box will be displayed.
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al
x|

Detail Setup

Data
¥ Input 1 [ BitD - Bit7 )
¥ Input 2 [ Bit8 - Bit15]

Cancel

The check boxes that are displayed can be used to specify the data to include in the
assembly data.

The local I/O data that has been specified to be included in the assembly data is
displayed as shown below.

Edit Device Parameters E ?
Mode/Cycle Time ] Error bode ] M aintenance ] Logic: ]
Slave 1/0 ] Local Output l Local Input/ Test O utput ]
Safety Connections ] Kemary |rfo. Safety Slave /0
Mame | Type | Size |
ﬁSafety Input 1 Safety Slave .. 1 Byte
=1 S afety [nput 2
=1 Local Input Monitarl BYTE 1 Byte
=l Local Input Manitor2 BYTE 1 Byte
¥=1 Local Qutput b onitor BYTE 1 Byte
Mew... Edit... Delete

Ok | Cancel
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The local I/O data is displayed in the Program Window as shown below.
o [HO4LNETASCPUNT

Local Input Moritor #0
Local Input Maritor #1
Local Input Moritor #2
Local Input Moritor #3
Local Input Moritor #4
Local Input Moritor #5
Local Input Moritor #5
Local Input Maritor #7
Local Input Moritor #8
Local Input Maritor #9
Local Input Monitor #10
Local Input Maritor #11
Local Input Moritor #12
Local Input Monitor #13
Local Input Maritor #14
Local Input Maritor #15
Local Qutput Monitar $0
Local Output Moritar #1
Local Qutput Monitar #2
Local Qutput Moritar #3
Local Qutput Moritar #4
Local Qutput Moritar #5
Local Qutput Monitar 45
Local Qutput Moritar #7
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5-3 Standard Slave Settings

Clicking the Slave I/O Tab displays the window for setting a Standard Slave 1/O
assembly that is necessary for operating the NE1A-series Controller as a Standard
Slave. The I/0 assembly set here is displayed and can be selected in the Connection
Setting Window of, for example, the DeviceNet Unit for a CS/CJ-series PLC that is a
Standard Master.

The I/O tags defined in the I/O assembly can be used in the Logic Editor.

Note: When the NE1A-series Controller is not used as a Standard Slave, it is
not necessary to set the parameters in this window.

5-3-1 Registering /0 Assemblies for Standard Slaves

Register the 1/0 assemblies for the Standard Slave to be used when the NE1A-series
Controller functions as a Standard Slave.

Edit Device Parameters

Mode/Cycle Time ] Error Mode ] M aintenance Logic: ]
Safety Connections ] kermam [nfo. ] Safety Slave [0 ]
Slave 140 I Local Output ] Local Inputs/Test Output ]

Slave Input data in ldle mode

{* Clear off " Hold last data
Marne | Type | Size
ﬁ Pall Connection Cut 3 Eute
=1 Pall Qutputl WwiORD 2 Buyte
=1 Pall Qutput? BYTE 1 Byte
ﬁ Bit-5trobe Connection In 4 Byte
¥E1Bit Strabe [nput DWORD 4 Eyte

[ Hew.. | Edit.. Delete

ok Cancel

The following information is displayed in this window.

Item Information Displayed
Name The registered 1/0 assembly name ( & icon) and I/O tags name defined in
the assembly ( ¥=icon) are displayed.
Type The input/output type for the 1/0 assembly and data types for the I/O tags
are displayed.
Size 1/0 assembly size and the sizes of I/O tags are displayed.
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You can add, change, and delete I/O assemblies for a Standard Slave in this window.
Input assemblies and output assemblies can be registered for each standard
connection.
e To add an I/O assembly, click the New Button. The I/O Assembly Setting
Window will be displayed. Refer to 5-3-3 Setting Assembly Data to define the
I/O assembly data.
e To change the I/0 assembly data, select the 1/0 assembly you want to change
and click the Edit Button. The I/O Assembly Setting Window will be displayed.
Refer to 5-3-3 Setting Assembly Data to define the I/O assembly data.
e To delete the I/0 assembly, select the /O assembly you want to delete and
click the Delete Button.

5-3-2  Setting Slave Input Data in Idle State

Set to hold or clear the last data for an input assembly that the NE1A-series Controller
transmits to the Standard Master in either of the following conditions:
¢ When changing the NE1A-series Controller from the RUN state to the IDLE
state.
¢ When detecting an error, such as a communications error in a safety chain, that
sets the data to an I/O tag in an input assembly.

5-3-3  Setting Assembly Data

This section describes how to define 1/0 assembly data.

Edit Slave I/0 fﬁ ,s(—
140 Type
« Fol " BitStobe € COS & Gl
aut ||
140 Tag
e | Type [ Siee |

[ [+

Ok | Cancel

/10 Type
Select the connection type to use for the 1/0 assembly. Input assemblies and output
assemblies can be registered for each connection. Output assembles cannot be
registered, however, when Bit-Strobe is selected as the connection type, because the
data cannot be output by the Standard Master.
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110 Taq

Multiple I/O tags can be defined in an I/O assembly. The I/O tags defined here can be
used in the Logic Editor.
e Click the New Button and set a tag name and data type when defining a new
I/O tag. I/0 tags for up to 16 bytes can be defined in each I/O assembly.

-

Edit I/0 Tag [E

Mame : |PD" Dutpuﬂ

Type
(" BOOL & BYTE ¢ wWORD  DwORD

Ok, | Cancel

e To change an I/O tag that has already been defined, select the I/O tag you
want to change and click the Edit I/O Tag Button.

e To delete an I/O tag that has already been defined, select the I/O tag you want
to delete and click the Delete Button.

Status

When the 1/O type is Input, the NE1A-series Controller status information can be
included in the I/O assembly. The following tag names are automatically used for the
status information:

Status Tag Name
General Status General Status
Safety Input Status Safety Input Status
Safety Output Status Safety Output Status
Test Output/Muting Lamp Status Test Output/Muting Lamp Status

Setting Bit Tags

With NE1A-series Controllers with unit version 1.0 or later, tags can be set for each bit
in the standard assembly, just like they can be for safety assembly.

Local I/0 Data

When the 1/O type is Input, local 1/0O data for the NE1A-SCPUO1 can be included in the
I/O assembly, just like it can be in the safety I/O assembily.
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5-4 Local I/O Settings

Click the Local OUT Tab or Local IN/Test Output Tab to display the NE1A-series
Controller’'s I/O Setting Window.

Note: All l/O are in the Not Used state in the default settings. If you do not use the
/0 of the NE1A-series Controller, it is not necessary to set the parameters
in this window.

5-4-1  Setting Safety Inputs

Click the Local IN/Test Output Tab and then click the General Tab in the window. To
configure the safety inputs.

Edit Device Parameters

Safety Connechions ] Memary [nfao. ] Safety Slave 1/0 ] Slave 1/0
Local Output Local Input/Test Dutput ] Mode/Cycle Time ] Logic

— K7

Eror Latch Time

1000 1 [0-B5630ms default - 1000 s )

General l On0ff Delay/Discrepancy Time] Test Dutput]

Mo | REL:] | Mode | Test Source | o
-] m— Mat Uzed Mat Used
@ o Mot Uzed Mot Uszed
@02 Mot Uzed MNat Uzed
- Q] Mat Uzed Mot Uszed
- T Mot Used Mot Used
[~ ) Mot Used Mot Uzed
I Mot Uzed Mot Used
@ o7 Mot Used Mot Used o
@ 0s Mat Uzed Mat Uszed
@03 Mot Used Mot Used
@10 Mot Used Mot Uzed j

Edit...

oKk | Cancel |

Note: There are many settings for safety inputs. The display window is thus
separated into the General Tab Page and On-Off Delay/Discrepancy Time
Tab Page. Safety input scan are set from both tab pages.
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Error Latch Time

This parameter applies to all safety inputs and test outputs. It sets the time to latch the
error state when an error occurs in an input or output.

Even if cause of the cause of the error has been removed, the error state is always
latched for this time. It can be set between 0 and 65,530 ms in 10-ms increments.

Settings for Individual Safety Inputs

Double-click the row of the safety input to set or select the row and click the Edit

Button.

Edit Local Input Terminal

10 Comment : |E-Stu:upA

Channel Mode : | Test pulse from test out j

Qff On Drelay :

On Off Dielay :

Dual Chanrel

Test Source : |Test Dutputd j

ol

Cycle Time
4.0 ms

s

Dizcrepancy Time

Channel Mode : |Dual Channel Equivalent j

|L'

K

:

ms

Cancel ‘

Terminal Name

A terminal name can be set for a safety input. The terminal name set here is used as
the 1/0O tag in the Logic Editor.

Channel Mode

Set the Channel Mode for the safety input.

Channel Mode

Description

Not Used

The corresponding safety input will not be used. (It does not connect
to an external input device.)

Test pulse from test out

Specifies connecting a device with a contact output in combination
with a test output.

When this mode is selected, select the test output to use for the Test
Source and then set the test output mode to Pulse Test Output.
When these settings are made, contact between the input signal line
and the power supply (plus) and short circuits with other input signal
lines can be detected.

Used as safety input

Specifies connecting a safety device with a semiconductor output,
such as a light curtain.

Used as standard input

Specifies connecting a standard device (i.e., a non-safety device).
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Test Source

Note:

When the channel mode of a safety input is set to Test pulse from test out, select the
test output to use in combination with the safety input.

The channel mode for the test output selected here is automatically set to Pulse Test
Output.

The channel mode of the test output selected here automatically becomes
Pulse Test Output.

ON Delay Time and OFF Delay Time

IMPORTANT:

138

These parameters set the ON delay time and OFF delay time for the safety input. The
setting range is 0 to 128 ms, but it must be a multiple of the NE1A-series Controller
cycle time. Check the displayed NE1A-series Controller cycle time and determine the
set value.

e The optimum value for the NE1A-series Controller cycle time is
automatically calculated based on the parameter settings and the
programs. Therefore, the ON delay time and OFF delay time must be set
last.

o Set integral multiples of the cycle time for the ON delay time and OFF
delay time. Otherwise, an error will be displayed when the Edit Device
Parameters Window is closed.

o Automatic adjustment of ON and OFF delay times can be used with
Network Configurator version 1.6L] or higher, as described below.
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Automatic Adjustment of ON and OFF Delay Times

If parameters that affect the cycle time are changed after the ON and OFF delays
have been set, it may become impossible to close the Edit Device Parameters Dialog
Box due to an error in the parameter settings. If this occurs, the ON and OFF delay
times can be readjusted based on the cycle time.

As shown in the illustration below, there is a button on the Local Input/Test Output
Tab Page for adjusting the effective ON/OFF delay time based on the cycle time.
Pressing this button sets all values to be automatically adjusted as a multiple of the
cycle time.

Edit Device Parameters

Safety Connections
Mode/Cycle Time
Slavel/d |

Error Latch Time

g mz [0-65530ms default: 1000 me )

] Memary Info
] Error Mode ]
Local Output

General l Onff Delay/Discrepancy Time] Test Dutput]

[=E3

.| saewSlaveln |
Maintenance ] Logic ]
Local InputTest Output

Mo. | Mame | Mode | Test Source | &

- Ji] Mat Used Mat Used

@m Mat Used Mat Used

@02 Mat Used Mat Used

@03 Mat Used Mat Used

@04 Mat Used Mat Used

@05 Mat Used Mot Uzed

@ 06 Mat Used Mat Used

@ o7 Not Used Not Used o

@03 Mat Used Mat Used

@0 Mat Used Mat Uzed

@10 Mat Used Mat Used j
Edi... |[ Adust the valid ON/OFF delays with cycle time value. D

ak | Cancel

Dual Channel Safety Input Mode

Set the Dual Channel Safety Input Mode and the discrepancy time. The combinations
that can be used in Dual Channel Mode are pre-defined.

The discrepancy time can be set between 0 and 65,530 ms in 10-ms increments.

Channel Mode

Description

Single Channel

Specifies using Single Channel Mode.
If Single Channel is selected, the Safety Input Terminal to be paired
in the Dual Channel setting will also be set to Single Channel Mode.

Dual Channel Equivalent

Specifies using the Dual Channel Equivalent Mode with a paired
Safety Input Terminal.

Dual Channel
Complementary

Specifies using Dual Channel Complementary Mode with a paired
Safety Input.
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5-4-2

140

Setting Test Outputs
Click the Local IN/Test Output Tab and then Test Output Tab in the window to set
the test outputs.

Edit Device Parameters .>_<
Safety Connections ] Memary Infa. ] Safety Slave 10 ]
Mode/Cycle Time ] Error Mode ] Maintenance ] Logic ]
Slvel/D | Local Output Local Input/Test Output
Error Latch Time
I o (0-65530ms default: 1000 ms]
General ] On0ff Delay/Discrepancy Time  Test Output l
Mo | Marne | Mode |
oo Mot Used
o1 Mot Uged
02 Mot Used
03 Mot Used
Edit... Adjust the walid ON/OFF delays with cucle time value.
oK | Caticel

Error Latch Time

The test output is used in combination with a safety input. The same error latch time
setting is thus used for all safety inputs. Refer to Error Latch Time in 5-4-1 Setting

Safety Inputs.

Settings for Individual Test Outputs
Double-click the row of the test output number to set, or select the row and click the
Edit Button.

Edit Test Output Terminal @ x

[/0 Comment ; |TESt Pulze 0

Test Output Mode ; |[SREEEREEE AR

k. Cancel

Terminal Name
Set the terminal name for the test output. The terminal name set here is used as the

I/0 tag in the Logic Editor.
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Test Output Mode

Set the Channel Mode for the test output.

Channel Mode

Description

Not Used

The corresponding Test Output is not used.

Standard Output

Specifies connecting to the input for a muting lamp or PLC. Used as
a Monitor Output.

Pulse Test Output Specifies connecting a device with a contact output in combination
with a safety input.
Power Supply Output Specifies connecting to the power supply terminal of a Safety

Sensor.
The voltage supplied from the Test Output Terminal to the 1/0O power
supply (V, G) is output.

Muting Lamp Output

Specifies a muting lamp output. (Setting supported only for T3
Terminal.) When the output is ON, disconnection of the muting lamp
can be detected.
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5-4-3  Setting Safety Outputs
Click the Local OUT Tab to set the safety outputs.

Edit Device Parameters '-I:l_ ‘>_<

Mode/Cycle Time ] Errar Mode ] Maintenance ] Laogic ]
Safety Connections ] temary Info. ] Safety Slave 1/0 ]
Slawe /0 Lacal Dutput l Local lnput/Test Output ]

Erar Latch Time

10002 o (0-E5530ms default: 1000 ms )

General l

Mo. Mame fode
oo | [Hotlsed
@0 Nat Used
@ 02 Mat Uszed
@03 MNat Used
@ 04 Mot Used
@05 Mot Used
@ 05 Mot Lsed
@l 07 Nat Used

Edit...

aK | Cancel

Error Latch Time

This parameter applies to all the safety outputs. It sets the time to latch the error state
if an error occurs in a safety output.

Even if the cause of the error is removed, the error state will be latched for the time set
here. It can be set between 0 and 65,530 ms in 10-ms increments.

142



Section 5-4 Local I/O Settingﬁ

Settings for Individual Safety Outputs

Double-click the row of the safety output number to set, or select the row and click the
Edit Button.

Edit Local Dutput Terminal [

[/0 Comment ; |.-’-'-.I:tuat|:|r &,

Charnel Mode : |Safet_u Pulse Test j

Dual Channel

Channel Mode ;[ RE =

] Cancel

Terminal Name

Set a terminal name for a safety output. The terminal name set here is used as the 1/0O
tag in the Logic Editor.

Safety Output Channel Mode
Set the Channel Mode for the safety output.

Channel Mode Description
Not Used The Safety Output Terminal is not used. (External output device not
connected.)
Safety Specifies not outputting the test pulse when the output is ON.

Contact between the output signal line and the power supply
(positive) when the output is OFF and ground faults can be detected.
Safety Pulse Test Outputs the test pulse when the output is ON.

Contact between the output signal line and the power supply, and
short circuits with other output signal lines can be detected.

Dual Channel Safety Output Mode

Set the Dual Channel Safety Output Mode. The combinations that can be used in the
Dual Channel Mode are pre-defined.

Channel Mode Description
Single Channel Specifies using Single Channel Mode.
When Single Channel is set, the Safety Output to be paired in the
Dual Channel Mode is also set to Single Channel Mode.
Dual Channel Specifies using Dual Channel Mode.
When both of the Safety Outputs to be paired are normal, the
outputs can be turned ON.
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5-5 Setting the Operating Mode and Confirming
the Cycle Time

Click the Mode/Cycle Time Tab to display the NE1A-series Controller operating mode
settings and the cycle time.

Edit Device Parameters E '3<_
Safety Connections ] temary [nfo. l Safety Slave 1/0 ]
Slave 140 ] Local Qutput ] Local Input/T ezt Output ]

tade/Cycle Time l Error Maode ] Maintenance ] Logic ]

Automatic Execution Mode

{* MNormal Mode [Need execution command}

" Automatic Execution Mods [Automatically execute after powver-up)

HOTE
This parameter becomes effective when the device starts with
power-up after the download of this configuration,

DeviceMet Communication
* Enable [Mormal Made)  © Dizable [Stand Alone Mode)

WARMING

If pou would like to dizable the DeviceMet communication, you can
configure it from the USE connection only. |f you don't uge the USE
connection and pou select "DISABLE", the download of this
configuration will fail.

Cycle Time 1/0 Refrezh Cycle Time

7.0ms 35 ms

0K | Cancel
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5-5-1  Setting the NE1A-series Controller Operating Mode

Automatic Execution Mode

Set the NE1A-series Controller automatic execution mode only after the system has
been configured (i.e., after downloading device parameters).

Automatic Execution | Description
Mode

Normal Mode The unit starts in IDLE Mode after the power supply is turned ON.
To change to RUN Mode, the operating mode must be changed from
the Network Configurator.

Use this mode until device parameters have been verified.

Automatic Execution If this mode is selected and the following conditions exist, the Controller

Mode will start in RUN Mode after the power supply is turned ON:

e The configuration has been locked.

® The operating mode before the power was turned OFF was RUN
Mode.

IMPORTANT: Even when Automatic Execution Mode is selected and the
configuration has been locked, the next startup will not be performed
in RUN Mode if the power is turned OFF in IDLE Mode. Turn OFF
the power in RUN Mode to use automatic execution.

Setting DeviceNet Communications

When the NE1A-series Controller is used in Standalone Mode, DeviceNet
communications can be disabled. If DeviceNet communications are disabled, the cycle
time of the NE1A-series Controller will be shortened, but none of the DeviceNet
communications functions can be used.

IMPORTANT: When disabling DeviceNet communications, connect the Network
Configurator via the NE1A-series Controller's USB port. If the
parameters that disabled DeviceNet communications are
downloaded while connected via a DeviceNet Interface Card, an
error will occur in the Network Configurator because the DeviceNet
communications of the NE1A-series Controller will stopped.

5-5-2  Confirming the Cycle Time

Cycle Time

The NE1A-series Controller cycle time is automatically calculated and displayed
based on the set parameters and programs created in the Logic Editor.

The cycle time is used in calculating the reaction time and the ON/OFF delay time
settings. Check the value after all the parameters and programs have been set.

/0 Refresh Cycle

The 1/O refresh cycle is used to refresh local I/O. It is automatically calculated with the
cycle time and displayed.

The 1/O refresh cycle time is used in calculating the reaction time.

Check the value after all the parameters and programs have been set.
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5-5-3 Restarting a Connection Stopped due to a Communications

Error

When I/O communications have stopped in a connection due to a connection timeout,
I/O communications can be restarted in the stopped connection by turning ON the
Communications Restart Flag from the logic program or sending a Communications
Restart command from the Network Configurator. If the Controller communications
mode is set to stop all connections after a communications error, communications
cannot be restarted in a specified stopped connection. In this case, restart
communications in all connections.

(1) Restarting I/O Communications from the Network Configurator
After connecting online with the Network Configurator, select the Safety Master,
right-click to display the popup menu, and select Monitor to display the Monitor
Device Window. The following window will appear when the safety connection is
selected.

Monitor Device E '-f
Status  Safety Connection lParameter] Errar History] Maintenance]

Device Status

@ IICCCCCOCCTLTLTOTD

000 020304050607 028091011 121314151617 1813

cloccocacnaemamiaoeiono]
202122232425 262728293031 323334 3536 37 38 39
cloccocacnaemaaaoeono]
40 41 42 43 44 45 46 47 48 49 50 51 52 53 54 55 56 57 58 53
LCC0
E0E1 B2 B3
Connection Status
Connection Mame | Tupe | Status |
@ #00 Safety Input 1 Safety .. 000001
0#01 Safety Input Assembly 1 iiy] 00:0001
@ #01 Safety Output Assembly 1 Ot Q0000
0#02 Safety Input Assembly 1 iiy] 00:0001
@ #03 Safety Input 1 In 010001

Cloze

Communications can be restarted in a connection where an error occurred (evident
from the connection status) by selecting that connection and clicking the Resume
Button. If the Resume All Button is clicked, I/O communications will restart in all
Slaves with which communications were stopped. Retries will be made until
communications are restarted.
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(2) Restarting /O Communications from the Logic Program
When the safety connection is set, the following logic program output tags will be
displayed for the connection.

- ﬁ [HOOLMETA-SCPUDTAA

+ S afety Output

—1-[_] Standard Output
[ [08]M):Ma Name
D [09]IN]:No Name Communications restart tags for specific connections
[ ] [TONM):Ma Name
[] [11IMEMa Name
|| Resume Eror Connction - #02 Satety Input Aszembly 1
|:| Resume Error Connction - $02 Safety Output Azsembly 1
|:| Resume Error Connction - #03 Safety Input Azsembly 1
|:| Resume Error Connction - #04 Safety [nput 1

l Hesume All Error Connections ]47 Communications restart tag for all connections

When these tags have been set in the logic program in advance as 1/O
communications restart conditions, I/O communications can be restarted with these
tags by turning ON (OFF — ON) the specified condition.
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6-1  Starting and Exiting the Logic Editor

6-1-1  Starting the Logic Editor

Use the Logic Editor to program the NE1A-series Controller.
Use the following procedure to start the Logic Editor.

1. Click the Logic Tab in the Edit Device Parameters Window of the NE1A-series
Controller.

Edit Device Parameters 'Er .}?
Slawe [0 ] Lacal Output ] Local [nput/Test Output ]

Safety Connections ] bemary [nfo. ] Safety Slave [/0 ]
Mode/Cycle Time ] Error bMode ] b aintenance Logic

FPaszward

[ Enable Password

0k, Cancel
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2. Click the Edit Button.
The Logic Editor will start, as shown in the following figure.

The Logic Editor consists of the Object List and the Workspace, as shown in the
following figure.

5% - I[#00] NELA-SCPUDI-YZ - Page 1 (297mm x 210mm) ]

File Edit Wew Function Page FunctionBlack

=] 100% - 0 EN:
* [ Page1]

[E] FunctionBlock | & input | & Output| -

{ } Comparatar
{ } EXNOR
[} EXOR
{} NOT
{}0oR
[} RSFF
o S5 Timer/Counter
'} Counter
{ } Off-Delay Timer
{ } OnDelay Timer
{ } Pulse Gererator
I o Safety Device
'} EDM
{ } EnableSwitch
{}EsTOP
{ } Light Cuitain Monitoring
{} Muting
{ } Safety Gate Monitoring
{ } Two Hand Controller
{ } User Mode Switch [
o o Feset/Restart
Reset
1} Restat
- Connestor
£} Multi Connector
1} Routing

g User define

LISED/MAX = (0/254) EvceulionTime = 273 [micre sec]

6-1-2  Exiting the Logic Editor
Use the following procedure to exit the Logic Editor.
1. Select Exit from the File Menu of the Logic Editor.
The Logic Editor will close
2. Click the OK Button in the Edit Device Parameters Window.

IMPORTANT: e To save the program and exit, the user must click the OK Button in
the Edit Device Parameters Dialog Box when exiting the Logic
Editor.

o |[f the user clicks the Cancel Button, none of the parameters
entered until then, including the program, will be saved. Any
programming saved temporarily by selecting File - Apply will also
be deleted.
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Menu Commands

6-2

6-2-1

6-2-2

6-2-3

152

Menu Commands

The following tables describe the commands in the Logic Editor menus.

File Menu
Command Description Online Offline
Apply Temporarily saves the current program in the OK OK
Configurator.
Import Reads a file saved using the Export Command. OK OK
Export Saves the current program to a file. The user can use
the saved file by importing it via another NE1A-series OK OK
Controller. Connections between 1/O tags and function
blocks, however, are not saved.
Print Prints the program. OK OK
Page Setup Sets the page. OK OK
Program Title Sets the title and creator of the program. This OK OK
information is added when the program is printed.
Exit Exits the Logic Editor. OK OK
Edit Menu
Command Description Online Offline
Cut Cyts the selected function block and copies it to the OK OK
clipboard.
Copy Copies the selected function block to the clipboard. OK OK
Paste Pastes the function block on the clipboard to the
OK OK
Workspace.
Undo Undoes the previous operation. OK OK
Redo Redoes the undone operation. OK OK
Select All Selects all items. OK OK
Delete Deletes the selected item. OK OK
Properties Displays the property window of the selected function
block. OK OK
Create Comment Used to create any size text box by dragging the OK OK
mouse.
Search Open Lists function blocks that are have open connections.
Connection Double-click a function block to display and edit it with
the list still displayed. OK OK
Note: If an error occurs when a program created using
version 1.3L1 is opened or edited with version 1.50],
use this function to check and make corrections.
View Menu
Command Description Online Offline
Function List Display or hides the Function List. OK OK
Status Display or hides the status bar. OK OK
Tool Bar Displays or hides the toolbar. OK OK
Grid Used to make grid settings such as display/hide grid,
enable/disable grid alignment, and grid width settings.
If grid display and alignment are enabled, a grid will oK OK

appear on the Workspace and function blocks and 1/O
tags will be grid-aligned when pasted to the
Workspace.
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6-2-4 Function Menu

Command Description Online Offline
Transmission Message Sets the explicit message send function.
. OK OK
Setting
Monitoring Monitors I/O tag values and signal states of all OK .
the connection lines in the Logic Editor.
Jump Make New Creates a new jump address (jump source).
Address | Jump OK OK
Address
Select Jump Pastes the destination of the jump address in the
OK OK
Address Workspace.
6-2-5 Page Menu
Command Description Online Offline
Add Page Adds a new page after the last page. OK OK
Insert Page Inserts a new page immediately after the currently
: OK OK
displayed page.
gaege;e Current Deletes the currently displayed page. OK OK
Change Page Title [ Changes the title of the currently displayed page. OK OK
Function Block Menu
Command Description Online Offline
Import Imports a user-defined function block from a function OK OK
block file (*.fbd).
Export Exports a user-defined function block to a function OK OK
block file (*.fbd).
Export All Function | Groups all user-defined function blocks and exports to OK OK
Blocks multiple function block files (*.fbd).
Create Creates a new user-defined function block. OK OK
Edit Edits user-defined function blocks. OK OK
Delete Deletes imported user-defined function blocks. OK OK
Validate Checks user-defined function blocks. OK OK
Property Displays/edits user-defined function blocks. OK OK
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6-3 Programming

6-3-1  Workspace

First, set the size of the Workspace. Select File - Page Setup from the menu bar.
The Workspace will consist of pages of the specified size. Pages can be added or
deleted as required. When printing the program, each page will be printed at the
specified size.

IMPORTANT: The page setup cannot be changed if there are any items in the
Workspace. Set the size of the Workspace first using Page Setup.

Programming Restrictions

Items, such as I/O tags and function blocks can be used on each page. The following
restrictions apply.

e The same input tag can be placed on more than one page. The same input
tag, however, can be used only once on each page.

e Each output tag can be used only once, even on different pages.

o When a function block is pasted, it is placed in the same position as the
function block that was copied. When pasting a function block on the same
page, move the source function block.

e A maximum of 128 function blocks can be used with Pre-Ver. 1.0 NE1A-
SCPUO01 Controllers and a maximum of 254 function blocks can be used with
NE1A-series Controllers with unit version 1.0 or later.

e A maximum of 128 number jump addresses can be used.

o A maximum of 32 of pages can be used.

e A maximum of 128 text boxes (comments) can be created.
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6-3-2

Function Blocks

The Network Configurator can create Safety Logic by combining any logic functions
and function blocks supported by the NE1A-series Safety Network Controller. These
are listed below.

Function Blocks

Name Notation on Display on the Network Details
Function List Configurator Logic Editor Screen
Routing Routing T Allocates an input signal to up to 8
bt Outputt signals. Used for signal outputs to
multiple physical addresses (output 1/0
tags).
Exclusive EXNOR T Outputs the exclusive NOR of the input
NOR bpwl = Qutpurt conditions.
putz W
Exclusive OR EXOR ™ Outputs the exclusive OR of the input
bpul ® 1 Outputt conditions.
Tput2 B
OR OR ™ Outputs the logical OR of the input
j— 8 Outputt conditions.
Input? W
AND AND o Outputs the logical AND of the input
Tputl W Output! conditions.
Tnputz ™
NOT NOT . Outputs the logical complement of the
Tputl ® 4 Outputt input condition.
Two Hand Two Hand L Monitors Two-hand Switch status.
Controller Controller i o
Tnput] tPairl-ND} - P Output Enable
Thput2 tPairl-NG)
Tnputd (Pair2-NO) M-
Tnputd (Pair2-NC)
Light Curtain Light Curtain [é] Monitors Type 4 Safety Light Curtains.
Monitoring Monitoring Tnput (NG? ::J P Output Enable
Tput2 (MG
Safety Gate Safety Gate ~1 Monitors the safety gate status.
Monitoring Monitoring Iput] {pair1-NG) .J_E"za VB Output Enable The safety gate status is monitored
.‘J using input signals from safety door
Tpu2 {gair-NG) switches, safety limit switches, and
other switches mounted to the gate.
Off-Delay Off-Delay Q;): Operates an OFF-delay timer set in 10-
Timer Timer et O bR Gt Encble ms units.
On-Delay On-Delay < Operates an ON-delay timer set in 10-
Timer Timer bput WY Y Output Enable ms units.
Emergency E-STOP ~ Monitors the status of the emergency
Stop Switch Input! (NG} M-~ ~ P8 Output Enble Stop switch.
Monitoring .J
Input2 (NG}
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Reset Reset 221 Turns ON the Output Enable signal
Reset BFETT b Gt Ensble Enable when the reset signal is correctly input
while the input condition for the Reset
Maniored reut g function block is ON.
Restart Restart Pl Turns ON the Output Enable signal
Fastart BT bl Gutput Enable when the restart signal is correctly input
N while the input condition for the Restart
Femane et function block is ON.
User Mode User Mode Monitors the operating mode switch for
Switch Switch —_— @ b Sttt the user system or device.
Monitoring
Tput? W 1 Output?
External EDM s Evaluates the input signal and external
device £DM Food Back W & device status and sends a safety output
Monitoring Mo to the external device.
I Output?

Function Blocks Supported by NE1A-series Controllers with Unit Version

1.0 or Later

Reset Set
Flip-Flop

RS-FF

When Input 1 turns ON, RS-FF holds
the ON status in the function block and
connects to Output 1 for output.
Because the ON status is held in the
function block, the ON status continues
to be output even when Input 1 turns
from ON to OFF.

When Input 2 is turns ON, the signal
held in the function block turns OFF.

Muting

Muting

Temporarily disables the light curtain
detection operation when the muting
sensor is detected.

Enable Switch

Enable Switch

Monitors enable switch device inputs.

Pulse Pulse Outputs ON/OFF pulses on Output 1
Generator Generator while Input 1 is ON.
Counter Counter — Counts the number of input signals and
. afll o turns ON Output 1 hen the count
reaches the number set in the
wr configuration data.
Comparator Comparator Compares input signals (8 max.) with
the comparison value set in the
" I configuration, and turns ON Output 1
when all the input signals match the set
values.
Multi Multi = Outputs input signals (8 max.) to output
Connector Connector . — signals (8 max.). The input and output

signals correspond 1:1 from 1 to 8
respectively, and are not affected by the
status of other input signals.
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6-3-3 Programming Using Function Blocks

Improved Operability with Version Upgrade (Version 1.5 ] or Higher)

The following operations are possible with Network Configurator version 1.5 or

higher.

Undo/Redo (Edit Menu)

Copying and Pasting I/O tags, connections, and text boxes (comments) (only
function block copying and pasting was possible with earlier versions).

Cutting I/0 tags, connections, text boxes, and jump addresses (only function
blocks could be cut with earlier versions).

Copying function blocks to a location by selecting the function block, holding the

Ctrl Key, and drag-and-dropping the function block to that location.

Select All command added to the Edit Menu.

Searching I/0O tags being used

I/0O tags being used in programs can be searched. Double-click the highlighted

item in the 1/0 list in the Object List to display the page in the program where the

I/0O tag is being used and the 1/O tag will appear flashing in red.

Linking jump addresses

Double-click a jump address to change the display to the corresponding jump

address.

Adding pages after the currently displayed page (pages could be added only after

the last page with earlier versions). (Use the Page Menu or right-click the Page

Tab.)

Deleting pages other than the last page (only the last page could be deleted with

earlier versions). (Use the Page Menu or right-click the Page Tab.)

Aligning function blocks, I/O tags, and other object on a grid when pasting. (Select

View - Grid.)

Placing text boxes (comments) in the Workspace. (Select Edit — Create Text Box

then drag the mouse to create the text box area. Double-click the created text box

to display the Edit Text Box Dialog Box. Input the comment and click the OK

Button to write a comment in the text box. To change the comment, double-click

the text box to display the Edit Text Box Dialog Box and change the comment in

the text box.)

Displaying function block help. (Right-click the function block in the Object List or

the Workspace and select Help.)

Changing the I/O tag color.

Right-click the I/0 tag in the Object List or Workspace to display the pop-up menu.

Select Change Color to change the color.

Note: The Undo command can be used to undo up to the last 5 operations.
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Input I/0 Tagq Placement
1 Click the Input Tab in the Object List.

2 Select the input I/O tag to be used and drag-and-drop it to the desired location in
the Workspace. More than one 1/O tag can be selected and drag-and-dropped to
the Workspace.

%% - I[#00] NE1A-SCPUDL - Page 1 (297mm x Z10mm) |
Fi

l= Edit View Function Page FuncticnBlock

s 3 100 EEE RS B A
* [ Page1 |
£} FunctionBlock =
Stpt | & pupn | ]
= (HODPNE1A-SCPUDI
18] Safey It oo o o
[D0](N:}:No Name
[01](N:}No Name
[02](N::No Name
[03]N:} Mo Mame [#O0JO1) 5] No Name ?
[04]04:}No Mame
[05[14:}Na Marne
[0E]M:} Mo Mame
[07][M:}No Mame
08]14:}Na Marne
[0]M:} Mo Mame

I

I

I

I

I

I

[10]M:}:Mo Mame [#O0J:02) [5] No Name y
[11]M:}:Mo Marne
[12)M:} Mo Hame
[13]M: )Mo Marne
[14][M:: Mo Name
[18]M:} Mo Hame

USED/MAX = [0/128) ExecutionTime = 273 [micio sec]

Function Block Placement

1. Click the Function Block Tab in the Object List.

2. Select the Function Block to use, drag it to the Workspace, and drop it where you
want to position it.

- [[#0D] NE18-SCPUDI-¥1 - Page 1 (207mm 3 210mm) ]

0
1
File Edit Mew Function Page FunctionBlock

P& © 100% ~ f EN)
* [ Page |
£} FunctiorBlock | 2 input| S Oupt| -
=% Logic
AND
Compaator
EXHOR
EXOR

NOT

o .

RSFF

imer/Counter
Counter
Off-Delay Timer
OreDelay Timer
Fuse Gorgg R T e

fety Device
EDM
EnableSwitch
E-STOP

Light Cutsin Moritoring
Muting

Safety Giate Monitoring
Twa Hand Contraler

User Mode Switch —
= /& Reset/Restart

H oo Right click a function block in the Object List or in the
= B Comnector Workspace and select Help to display help for

T} Multi Connectar

3 Rouing function blocks. There is no help available for user
= & User cefne defined function blocks.

AL

e

o o

e

12 CACICIE A0S

‘ o

USED/MAX = (2/254] ExecutionTime = 813 [micro sec]

Note: Help can be displayed for function blocks. (Right-click a function block in
the Object List or in the Workspace and select Help.).
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Output Tag Placement
1. Click the Output Tab in the Object List.

2. Select the output tag to use, drag it to the Workspace, and then drop it where you

want to position it.

The user can select multiple output tags and position them at the same time.

3! - I[#00NELA-SCPUDL - Page 1 (207mm % 210mm) |

File Edit ¥ew Function Fage FunctionBlock

=] © T00% -l % x| B @ a

x| Paget |

£ FunctionBlock
2 Input S Output
= S [HO00LNE145CPUDT
T fEl‘v Cutpt [#O01:000) [3] No Hame *
5] [00](M:d):No Name
[01]M:dkNa Name
[02)M:d}Wo Name
T e monE e
ENo Name
OS]N: ko Name
[DE]N:dMa Name
[07](N:d):No Name
=] Standard Output
[ [0BIN}MNo Name
] [09)M)Ne Name [R00]02) [5] Mo Mame *
[ MO)N}MNo Name o
[T [1IN}No Name I

ik
M

W #00]:00) [5] No Hame

W [#00]:07) [8] No Name

USED /M = [2/128)

ExecutionTime = 413 [micio sec]

Connections
Connect the I/0O tags and the function block.

1. Click the source connector (®) and drag it to the destination connector.

' - [[#00] NE1A-SCPUDL - Page 1 (207mm # 210mm) |
il

l= Edit view Function Page FunctionBlack

G ) 100% -l & x |0 2 A

x| Page1 |
{4 FunctionBlock. |
S Input % Output

E ﬁ!i [HOOENE1A-SCPUOT
= ey e b
[00](N:d):Mo Name
[011M:d):Mo Mame

03]IM: i No Hame POLEN (S o Name o

[04]N:d):Mo Mame

[DBIIM: )Mo Mare

[D7](N:d):No Name
=[] Standard Output

(] [0BIMEHo Hame

[ [03IM Mo Name

[ [N No Neme

) [11IMIHa Hame: 1=

[RO0102] [S] No Name

I #001(00) [S] Ho Name

W [#00]:(07) [S] He Name

LISEDMAX = [2/128]

Execution] ime = 413 [micio sec]
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2. Repeat this operation to create the program.

00} NE1A-5CPUOL - Page 1 (207mm » 210mm) ]

0
.
File Edit Mew Function Page FunctionBlock

G BE X 100% ~|| & i} [Eg

* [ Paget |
{7} FunctionBlock | =

Saew | & oupu | 7

= & [HOOPNE1ASCPUDT 14007015 [Holh am e
+ . 30 [#00]:(00) [5] No Name
[#00]:(213 [S] Ho Name | »

S Safety Input
I~
[#00]:(03) [5] Mo Name *—,—.
03]M:}Ho Name

It

f wl}—‘
It

IM:xMa Mame

It

It

I

It

I

[00](N:):No Name
[01](N:):No Name
[02](N:):No Name
[03](N:)}:No Name
[04](N:):No Name
[05]M: N Name:
[OB]M Mo Hame
(8] [07IN:}No Name
08][N:E Mo Name

[#00]:007) [S] Ne Hame

(8] [11IM:He Name a
12]M: Mo M,
B et IR T
[141N: Mo Name
[15]IN:}No Name

ErecutionTime = 413 [micro sec]

LISED/MAK =(2/128)

Using I/0O Tags

I/O tags can be used for the following when programming.

¢ Local terminals on the local Safety Network Controller (1/O tags set in advance)

o Local terminals for Safety I/O Terminals registered as communications partners
(/0 tags set beforehand).

¢ Local terminals on the local Safety Network Controller (Safety Slaves) for
accessing another Safety Master on the network (user-defined 1/O tags for
assembly data settings)

¢ Local terminals on the local Safety Network Controller (Standard Slaves) for
accessing another Standard Master on the network (user-defined 1/O tags for
assembly data settings)

The following useful functions for 1/O tags are supported in the version upgrade.

e The I/O tags used in the program are highlighted in the Object List, as shown in
the following diagram.

x
£} FunctionBlack l
r_‘u!i Input l ﬁ Output ]

- o [HOOLMETA-SCPUDT
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= Safety Input

[00](N:):G atel
[01](N:):Gate2
[02](N:): THC_R_NC
[03](N:}: THC_R_ND
[04]{N:}: THC_L_NC
[08]{N:}: THC_L_NO
[D6](N:):FeedB ack
[07](M:):Reset
[08](N:):E-STOP1
[09](N:):E-5TDP2
[10)M:):M o Hame
[11)[M: )Mo Hame
[12]M::Mo Mame
[13)M:]:Ma Name
[14])M:]:Ma Name
[15])M:]:Ma Name

E FunctionBlock ]
2 Input Sa Ouput |
= a [HOOEMET&-SCPUO
= Safety Output
[00]{N:d): Outputi
[01]{N:d):Output2
[02](N:d):Error
[03](N:d):Reset Requn
[D4](M:d): Mo Hame
[D5]M:d):Ma Hame
[DE]M:d):Ma Hame
[OFNM:d): Mo Hame
=[] Standard Output
] [08IN ;Mo Mame
] [09)N Mo Mame
] [0JN ;Mo Mame
] 11NN Hame
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e 1/O settings are displayed with symbols with the I/O tags in the Object List.

£ || Page 1 |

£} FunctiorBlock

Sa Input S Output ]

= o [HOOFNETASCPUON

= Safety Input
[D0](M:):Gatel
[01](N:):Gate2
[02](N:):THC_R_NC
[03](N:):THC_R_NO
[04](N:):THC_L_NC
[05](N:):THC_L_NO
[06](M:):FeedBack
[07](N:):Reset
[D8](N:):E-STOP1
[09](N:):Exg TOP2
[10]M:):Ma Mal
[11]IM:]:MNa Mame
[12]M:]:MNa Mame
[13]M: ;Mo Mame
[14](N:]:Na Mame
[15]N: ] Na Mame

[#O0]:(02) [5] E-STOP1

[#O0]:(06) [5] FeadBacdk

[#O0]:(07) [5] Reset

1]

T
*_l—ui\_'b

[#00]:(09) [S] E-STOP2

I/O settings data is displayed with symbols.

The meanings of the symbols are given in the following tables.

[ROD]:(03) [5] Reset Re

Note:

Display
Safety /O S
Standard I/O None

Input mode Display Channel mode Display

Not Used N Single None
Test pulse from Test out P Dual Channel Equivalent e
Used as safety input S Dual Channel Complementary c
Used as standard input ST — —

Output mode Display Channel mode Display
Not Used N Single None
Safety S Dual d
Safety Pulse Test P - -

Test Output mode Display

Not Used N
Standard input ST
Pulse Test P
Power Supply Output PW
Muting Lamp Output ML

I/0 tags in the program do not have I/O settings data displayed, just whether
they are safety I/O or standard 1/O.

Double-click the 1/0O tag in the Object List to display the location in the program it is

being used.
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| Page 1 ]

_— X

D FunctionBlock
S Input o Output l
B OO NETA-SCRUDT oo s resvan |
=] Safety Output
[0D]{M:d):Dutput1

[0 ](M:d): Dutput2 5
[02](M:d):Error T
[03](N:d):Reset Requil ,

[04](M: d): MM ame 00107 [5] Reset

[OSTN: it o Name .

[0B]{N:d)Mo Mame g

[OFIIM:df Mo Mame n R —

=-[_| Standard Ofitput

[ [08]M) Mo Name

(1 1091MkNo Name [#00]08) [5] E-STOP1 N
[ nojjliMe Name
[ [1YNENo Name

w

[#00]:09) [S] E-STOP2

Double-click.

[#00]:(02) [S] Reset Required

| Flashing in red }/v

Note: If aninput I/O tag is being used on more than one page, keep double-
clicking to change the display to the next page. Click the Workspace or
perform any another operation to return to the first page.

Deleting Iltems

Use any of the following methods to delete 1/O tags, function blocks, or connections.
(1) Select the item to delete and then select Edit - Delete from the menu bar.

(2) Select the item to delete and then click the Delete Button on the toolbar.

(3) Right-click the item to delete and then select Delete form the pop-up menu.

(4) Select the item to delete and then press the Delete Key or Backspace Key.

Adding and Deleting a Page

Inserting a Page (Adding a New Page between Pages)
Pages can be inserted using either of the following methods. A new page will be
added between other pages.
(1) Select Page — Insert Page from the menu bar.
(2) Right-click the Page Tab and select Insert Page.

Adding a Page
To add a page, use either of the following methods. A new page will be added after
the last page.
(1) Select Page - Add Page from the menu bar.
(2) Click the Add Page Button on the toolbar.

Deleting a Page
To delete a page, use either of the following methods. The currently displayed page
will be deleted.
(1) Select Page - Delete Last Page from the menu bar.
(2) Click the Delete Page Button on the toolbar.
(3) Right-click the Page Tab and select Delete Page.

Page Title
The user can enter a title for each page. The title can be entered when adding a page,
or it can also be entered using either of the following methods:
(1) Display the page for which the title is to be changed and select Page - Change
Page Title from the menu bar.
(2) Display the page for which the title is to be changed and right-click the Page Tab
and select Change Page Title.

162



Section 6-3 Programming

Jump Addresses

The Jump Address menu commands can be used when the program is complex or
when it spans multiple pages.

1. First, set the source jump address using either of the following methods:
(1) Select Function - Jump Address - New from the menu bar.
(2) Right-click in Workspace and select Jump Address.

—_— =

JumpAddress O

Fleaze enter a Label of Jump address

|Jum|:|1 |

] Cancel |

2. Enter a name for the jump address and click the OK Button.
The jump address will be displayed as follows:

A% - I[#00] NELA-SCPUDI-V2 - Page 1 (207mm s 210mm) |

Fle Edt Yiew Funcfion Page FunctionBlok

P& BEL X0 100% ~ L) @A

| Paget |

£} FurctionBlock | 2 nput | & Output|
- Logic [
AND

Comparator

EXNOR
EXOR
NaT 1

[¥O0]:00) [3] No Name : 3
oR BooL(a0) [5] ?—l )

RSFF ~ N
imer/Counter

Counter 5 —

OffDelay Timer

OnDiclay Timer

Pulse Generator [¥O0J(011) [5] o Name

fety Device
EDM
EnableSwitch
ESTOP
Light Cuntzin Moritoring
Muting
Safety Giate Moniloring
Twa Hand Controller
User bode Switch —
&% Reset/Restart
Reset
1} Restant
% Connector
-} Muli Connector
-4} Routing
S User deiine

e )

i
[ E

g

T o e e

<] | f

3. Enter the jump destination using either of the following methods:
(1) Select Menu - Jump Address - Select from the menu bar.
(2) Right-click in the Workspace and select Select Jump Address.

Select JumpAddress X
|Jump 1 j
Jump 3
Jump 2
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4. Select the name of the jump source and click the OK Button.
The jump address will be displayed as follows:

31 - I[#00] NELA-SCPUDI-V1 - Page 2 (207mm x 210mm) |

Fle Edt Yew Function Page FunctionBlosk

RE BB L X0 100% ~ LR} = A

*[ pacs1 Pege2 |

£} FurctionBlock | 2 nput | & Output|

o
|»

i
AND
Comparator
E=NOR
E=0R

NOT

fe
o v
5

e

g o v v o s o ]
& 2 i .
[ - 3 3

-

il

USED /M&X = [1/254) ExecutionTime = 324 [micro sec]

Note: Double-click a jump address to change the display to the corresponding
jump address.

Function Block I/O Information

The input and output descriptions for a function block are displayed when the
mouse cursor is placed on the corresponding I/O point on the screen.

o P
IJ\.EZI' >

Output Enable

Editing Function Block Parameters

To edit the parameters of a function block, use any of the following methods to display
the Parameter Edit Window.

(1) Double-click the function block.

(2) Select the function block and then select Edit - Properties from the menu bar.
(3) Right-click the function block and the select Edit from the pop-up menu.
)

(4) Select the function block and then click “&*Property on the toolbar.

Note: The parameters that can be edited depend on the function block. For details,
refer to the Safety Network Controller Operation Manual (Z906).
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Parameters
Click the Parameter Tab to set the parameters of the function block.

ID:[#02] Safety Gate Monitoring

Parameter | Out paint | Camment |
Farameter M ame | " alue |
Rezet Condition Auto Reset
Input Type DualChannel Eguivalent1pair)
Function Test no Function Test
Dizerepancy Time [pairl] 3« 10 msz)
Dizerepancy Time [pair2) 3« 10 msz)
Syncranization Time 30 [ 10 ms]
ak | Cahicel
Input/Output Settings

Click the In/Out Setting Tab to set the number of inputs or outputs and the Fault
Present Option.

ID:[#03] User Mode Switch

Parameter  In/Out Setting ll:omment]

Input / Clutput
MHumber of Inputs: _ il
Mumber of Outputs: 2 -
Optian

I Usze Fault Present

Ok | Cancel
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Setting Output Points

Click the Set Output Point Tab and set whether or not to use the different output

point functions for function blocks.

ID:[#04] Twro Hand Controller

Parameter  Dut point ] Comment]

Usze / Mot Use
-

[ Fault Prezent

(o]

Cancel

Setting Comments

Click the Comment Tab to enter names for the function block or 1/0 signals. The
names of 1/O signals are not displayed in the window, but the name of the function
block is displayed under the function block in the window. The user can select to
display or hide all the names entered in this window when the program is printed.

ID:[#05] Restart

F'alameter] In.n"EIutSettingl Qut point  Comment ]

[=FS

Text for FE: |

Ine:

]

Cancel
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Sending Explicit Messages

An explicit message can be set in advance and then sent when an output tag turns
ON as a trigger. One explicit message can be set for the entire program. Select
Function - User EM from the menu bar.

Transmission Message 'ET .i

Triggeriddress: [HOUENE1A-5CR

Retry Caunt

Funl:til:ln:|E:-:p|i|:itMessage Client j |522DE

Send Meszage

TargetMode (00 [Hex) ServiceCode: |70 [Hex)
Claz=ID: 0000 [Hes) Instanice 0000 [Hes]

Service DatalHex]

L

k. Cancel | Delete |

Trigger Address
Select the output tag to function as the trigger for sending the explicit message. Every
time the specified output tag changes from OFF to ON, the explicit message set as the
send message will be sent.

Retry Count

Set the number times sending will be retried if explicit message transmission fails.
Set to O for no retries.

Send Message
e Target Node
Set in hexadecimal the destination node address to which to send the explicit
message.
e Service Code
Set the service code of the explicit message in hexadecimal.
e ClassID
Set the class ID of the explicit message in hexadecimal.
e Instance ID
Set the instance ID of the explicit message in hexadecimal.
e Service Data
Set any service data in hexadecimal.
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Finding Function Blocks with Open Connections

Newly created programs containing function blocks with open inputs or outputs (see
diagram) cannot be downloaded. For this reason, all I/O must be used.

i_HC
1
LS
B |
Input with open o—Hh |
connection

__NO

Transmission Message

———EI[#00]

Triggerﬁ.ddress:' [BOO):ME1A-SCPUOT [Bit11] Mo Mame

E3
v

Fetry Caunt

Function: | E xplicittd ezzage Client

vl |EI

Send Mezzage

TargetM ode [Hex]

ServiceCode: [Hex]

Claz=lD: [He:-c] Inztance [Hex]
Service Data[Hex]
[ Ok, ] [ Cancel ] [ Delete ]

Select Search Open Connection. The following dialog box will be displayed.
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x|

Open Connection E

Faollowing FunctionBlock haz open connection.

# | FunctionBlock |

[#01]  Two Hand Controller : Input Side
[H#0Z2]  MOT : Output Side

0k Cancel |Ipdate

As shown in the diagram, function blocks with open 1/O connections will be listed.
Double-click the list to display the corresponding function block (with the open
connection).

Note: Open I/O connections are displayed in red. If a jump address is used for

the 1/0 and the corresponding jump address is not used, however, the 1/0
will not be displayed in red and will appear to be connected.
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6-3-4 Programming User-defined Function Blocks

User-defined function blocks are created and used using the following steps.
e Create a user-defined function block.
e Create a program that uses the user-defined function block.
e Check operation of the program that includes the user-defined function block.

User-defined function blocks can be imported and exported and used by other users
by following these steps.

e Export/import the user-defined function block.

¢ Re-use the user-defined function block.

The procedure is described in detail below.

Creating User-defined Function Blocks

Creating a New User-defined Function Block

1 Select Function Block — Create from the Logic Editor Function Block Menu.

The Logic Editor for creating a function block and the IO Settings Dialog Box will be
displayed.

%1 - [Untitled - (297mm x 210mm) |

&S BEi X oo @ o ABEhBE@A

*| Paget |

3 FunctionBlock | & rput| &, Oupue| =

= Timer/Counter
'} Counter Input ]Dulpul}
{ } Off-Delap Timer
{ § OnDelap Timer # | TagName
£} Pulse Generator 81 Irputd
El i Gafety Device H2  Input2
hEOM 43 Inputd
{1 EnableSwitch
w4 Inpud
{1 EsTOP
; : HE  Inputs
£ § Light Curtain Moritoring
Muiing #E  InputB
{7} Safety Gate Monitoring #7 - Input?
£} Twa Hand Contrcller #e o Inpud
£} User Made Switch —
& Reset/Restat
1} Resat
Restart
S Cornector

1} Muli Connector

< | ﬁ

2 The number of inputs and outputs and the tag name are set in the 10 Settings
Dialog Box. The tag name can also be set later.

The Logic Editor for creating a function block will be displayed.
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%1 - Tuntitlad - (297mm % 210mm) ]

Fila Edit Miew Page

L= 100% -l Bh @ A
%[ Page1 |

£ FunctionBlock | & irput | B utput|

= & Logic M

] anD

Comparatar

EXNOR

EXOR

NOT

OR

RSFF

et/Counter

e
g

Counter
Dif Delap Timer
On-Delay Timer
Pulse Gensrator
ety Device
EDM
EnableSwitch
ESTOR
Light Curtain Menitoring
Muting
Safety Gate Monitoring
Tuwo Hand Controller
User Made Switch —

set/Restart

e -

Connectar
£} Multi Connector
11 Routing

: o

USED /M = [0/64)

3 Create the program by placing and connecting function blocks, input tags, and
output tags.

Refer to 6-3-3 Programming Using Function Blocks for information on how to use
the Logic Editor.

Example Programming a User-defined Function Block:
| Page 1 ]

[1] 12
_ E;:r]l D Output 1
nputr B an » m

Input 2 A a

+ 1B
L

Input3 *—-_-.y y
Input 4 *—I -~ A

Input 5 *—

"

L=

Qutput 2

Input 6
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4 Save the user-defined function block.
e Select File — Apply from the Logic Editor menu for creating a user-defined
function block.
o Set the user-defined function block name in the Function Block Name Dialog
Box and click the OK Button.

The saved user-defined function block will appear on the Logic Editor Object List.
Example screen:

{1 FunctionBlack ]ﬁ |nput] -1 Dutput]
|- o Logic

F } AND

: Comparatar

i EXNOR

i { EXOR

MaT

aR

, 1 RS-FF

= ﬁ Tirmer/Counter

} 1 Counter

| 1 Off-Delay Timer

} 1 On-Delay Timer

| 1 Pulze Generator
= ﬁ Safety Device

i } EDM
| } EnableSwitch

: E-STOP User defined function blocks are displayed.
' | Light Curtain Moaritoring Right click a user defined function block and
] Muting select Edit to enable editing the user defined

function block.
User defined function blocks cannot be edited
once they have been placed in a program.

Salety Gate Monitoring
Twio Hand Contraller

| 1 User Mode Switch
ezet/Festart

i} Reset

un)

SRt}
: Restart
| o Connector
|} Multi Connector
: Fouting
= ﬁ Uzer define

E PressEnable
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Creating Programs Using User-defined Function Blocks

Importing User-defined Function Blocks
User-defined function blocks must be imported before they can be used in a program.
(They do not need to be imported if they are already present.)

1 Use the Network Configurator to allocate a new NE1A-series Controller to the
network and open the Logic Editor.

2 Select Function Block — Import from the main Logic Editor menu.
The Open File Dialog Box will be displayed.

Open B EX
Look jr: | = rct | & @ ef E-

File name: | | | Open |

Files of bype: | FunctionBlack file [*fbd) | Cancel

3 Select the file and click the Open Button.

The imported user-defined function block will be displayed in the Logic Editor
Object List.

Example Screen:

{1 FunctionBlock l g Input ] o Output ]
= ﬁ Logic
i § aND
Comparator
EXMNOR
EXOR
WOT
OR
RS-FF
imer/Counter
Counter
Qff-Drelay Timer
On-Delap Tirmer
Pulze Generator
fety Device
EDM
Enables witch
E-STOP
Light Curtain bMonitoring
Muting
S afety Gate Monitoring
Twio Hand Contraller
User Mode Switch

e

LA AC A ACIE ] & CAC AR

1} Restart User defined function blocks are displayed.
o Connector Right click a user defined function block and
£} Multi Connectar select Edit to enable editing the user defined
i} Routing function block.
oy User define User defined function blocks cannot be edited
§ } PressEnable once they have been placed in a program.
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Allocating User-defined Function Blocks
Imported user-defined function blocks can, like normal function blocks, be selected
from the Logic Editor Object List and drag-and-dropped to the Workspace and used.

Example of Using User-defined Function Block:

[#001:(05) [S] Feedback
[#00}(07) [5] Reset
‘ 6]
_, TESET
L =it »E
P 151
- l_,—lb
[#00]:(08) [5] ESTOR ES 3 ]
[#00):(00) [8] ESTORFZ AN

[#00]:(73) [5] Reset Required
Fre. bl 1
[#00L00) [3] Gatel 53 Enable il

'_|—.HCO].(EO) [%] Dutput!

—E—— {
HOOL01 ) {51 Duipuiz

okt [51 Gates — il

THZ RN
[#a0ki0e) [5] THO RO Fault Fresent

THERMD
#o0k{ce) 5] THOAPD ﬁ—,—:mlu@ <

B (51 THE LG E

[#00L(06) [£] THS LMD

HTHZ LMD \

User-defined Function Block
User-defined function blocks cannot be
edited once they have been allocated in
a program, but the contents can be
checked by right-clicking the function
block and selecting Monitoring (see
next diagram).

Precautions When Using User-defined Function Blocks
User-defined function blocks cannot be edited once they have been allocated in a
program. Editing must be performed while the function block is not being used in a
program. To check the contents after allocation, right-click the user-defined function
block in the program and select Monitoring (see next diagram).

B SH00Je) [S] By
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Example Screen Display When User-defined Function Block Is Right-clicked and

Monitoring Is Selected:

%1 - IBrecs Cnable - (207mm x 211mm) ]

File ¥ew Function

o

TP ]

Input 1 e

Input2

Iyl 0

»

O
il Output 1

S

Output 2

o

USED /M = [4/64)

Note: The values for I/O tags in function blocks and the status of signal connections
with function blocks can be monitored online if the Network Configurator is
online and the NE1A-series Controller is in RUN mode.

The following diagram shows how |/O that are not used in user-defined function blocks
are displayed on screen. Used outputs are indicated in red and unused outputs are
indicated in gray. Unused I/O connections cannot be connected.

th_test01

.InpuH

Output being used

I~ Unused outputs
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Checking Operation of Programs with User-defined Function Blocks

Always download programs with user-defined function blocks to the NE1A-series
Controller and check operation before using them in an application.

Reusing User-defined Function Block Files

Project files (*.ncf files) and user-defined function block files (*.fbd files) exist as
separate files. This allows a user to reuse user-defined function blocks created by a
different user when creating programs. The procedure to reuse user-defined function
blocks is described below.

Creating User-defined Function Blocks
Refer to 6-3-3 Programming Using Function Blocks.

Checking User-defined Function Blocks
Before distributing user-defined function blocks, check the operation and change the
user-defined function block status to Validated.

1 Right-click the imported user-defined function block in the Logic Editor Object List
and select Edit.
The Logic Editor for creating function blocks will start and the user-defined function
block will be displayed.

2 Check the user-defined function block program and, if there are no problems, close
the Logic Editor (File — Close).

3 Right-click the imported user-defined function block in the Logic Editor Object List
and select Validate.
The following dialog box will be displayed.

Logic Editor

& The specified FunctionBlock will be marked az Yalid "FunctionBlock".
oK?

Cancel

4  Click the OK Button.
The icon for the checked user-defined function block will change from white to
yellow.

g T LEED MU 2
” | o User define H‘

{ } Press_Enable

Exporting User-defined Function Blocks
A user-defined function block can be exported (i.e., saved as a user-defined function
block file).

1 Click the saved user-defined function block in the Logic Editor Object List to select
it.

2 Select Function Block — Export from the Logic Editor main menu.
The Save As Dialog Box will be displayed.
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Save As '_7_ 'E|_ .5_(
Save jm: |'a fod j ck E-
fb_test0 fbd
File name: || | | Save |
Save astype: |FunctionBlock file [* fbd) | Cancel

3 Enter the file name and click the Save Button.
The user-defined function block will be saved in a user-defined function block file
(*.fbd).

Note: Select Function Block — Batch Export to export all user-defined function
blocks in a group.

Distributing User-defined Function Block Files
Once the file has been exported, move the saved file to the personal computers on
which it is to be reused.

Importing User-defined Function Blocks
A user-defined function block must first be imported before it can be used in a
program.

1 Use the Network Configurator to allocate a new NE1A-series Controller to the
network and open the Logic Editor.

2 Select Function Block — Import from the Logic Editor main menu.
The Open File Dialog Box will be displayed.

Open '-1_ 'EI_ ->_<
Laok jri: |@ ncf j e cF E-
=] _test01 fod

Press_Enable.fbd

File narme: | | | Open |

Files of type: | FunctionBlock file [*fbd) | Cancel
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178

3 Select the file and click the Open Button.
The imported user-defined function block will be displayed in the Logic Editor

Object List.
D FunctionBlock Ilfl!i Inpul] ﬁ Dulputl
= B Looe
[} 4ND
{} Comparator
{} ExMOR
{} ExOR
{ } NOT
{}oR
t} RSFF
SN} Tirner/Counter
5 O ety Tiner User-defined function blocks are displayed.
] P S A user-defined function block can be edited
- f*eggff““ by right-clicking it and selecting Edit from
EnableSwitch
Qeoor the pop-up menu.
2 :i:tngu"a'“"°""°""g User-defined function blocks cannot be
L] Safet GateMontoing edited, however, once they have been
f] Uszer Mode Switch i
L e allocated in a program.
Reset
£} Restatt
|-, Conhector
£} Multi Connectar
D Routing
= r_‘|!i User define
D FressEnable

User-defined function blocks that are no longer required can be deleted.

1 Click the user-defined function block to be deleted on the Logic Editor Object List.
2 Select Function Block — Delete from the Logic Editor main menu.

Note: Deleted user-defined function blocks cannot be restored. Be sure you do not
need the function block before deleting it.

Precautions When Using User-defined Function Block Files

Project files (*.ncf files) and user-defined function block files (*.fbd files) exist as
separate files. This section describes the relationship between project files and user-
defined function block files.

Saving Programs

Apply the program (select File — Apply) in Logic Editor to temporarily save data for all

function blocks used in a program (including those used inside user-defined function

blocks) (see note). This data will include all data required for NE1A-series Controller

operation.

Note: Once you exit Logic Editor and click the OK Button in the NE1A-series

Controllers’ Edit Device Parameters Dialog Box, the data will be saved to a
project file.

Reading Project Files
Project files can still be read normally even if there are no user-defined function block
files.

Downloading Programs
Configurator data can still be downloaded normally even if there are no user-defined
function block files.

Uploading Programs
Once programs that include user-defined function blocks have been downloaded to
the NE1A-series Controller, they can still be uploaded normally even if there are no
user-defined function block files.
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Displaying Program Reports
Always import the user-defined function block file before displaying reports.
The reports can still be displayed without the user-defined function blocks, but the
user-defined function block for that report will appear as a question mark (?), as
shown below, and the contents cannot be checked.

& Network Report - Untitled

S | Piit.. | Clase ‘

14 HotUsed Mot Used Oms Oms Bingle Channel Oms d
15 HotUsed Not Used Dms Oms Single Channel Oms

Logic Image

e

FunctionBlock Parameter

FunctionBlock Name: Press_Enable
ID: 1

Press_Enable

KN

Verifying Programs
Always import the user-defined function block file before verification.
Program verification can be completed even without user-defined function blocks once
the program with user-defined function blocks is downloaded to the NE1A-series
Controller, but the user-defined function block for that report will appear as a question
mark (?) and the contents cannot be checked.

Editing Programs
Programs cannot be edited without the user-defined function block file. Always import
the user-defined function blocks before editing.
A warning message like the one shown below will appear if the Logic Editor is started
without the user-defined function block file.

Logic Editor @

Fallowing FunctionBlock file has been modified or deleted.
Please import mizzing file or confirm again.

"Prezs_Enable"
without this file, the connected line does not be restored.

The following diagram shows how the program will appear if the Logic Editor is started
in this status.
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it - L[#00INELA-SCPUOL-Y2 - Page 1(297mm % 211mm) |

File Edt View Function Page FunctionBlock

=] 100% - L} Z A
x| Page |

£ FunctionBlock. | & trput | & Output| -
= Logic |

{1 aND

£} Comparator

{ § EXNOR

% i’éUTR {#00}:30) [5] N Name Lol

H o -

= »

U roer oo ) o

= S Timer/Counter

(#0010 (5]

£ Courter —
{4 Off Delay Timer #OOLO2) (5] No Name ——— il
{1 OnDelay Timer
{1 Puke Generator
= 5 Safely Device [#00):03) [S] No Name o
3 eou 2
{ EnableSuitch >
{1 ESTOP n
£ Light Curtain Moritaring
£ Muting

£ 1 Safety Gate Monitoring
£ 1 TwoHand Controller
{1 User Mode Switch —
= 5 Resel/Restart

{4 Reset

14 Restart
= 5 Connector

£ Mulli Connector

14 Routing

<l | ﬂj

UISED /M&X, = (4/254) ExecutionT ims = 413 [micra sec]
A user-defined function block without a file will appear as a question mark (?) and the
connections will be deleted. Editing operations (copy, paste, undo, redo, etc.) cannot
be used for the user-defined function block. Also, the program cannot be saved or
downloaded after editing.

If the user-defined function block file is missing, import the user-defined function block.
The program will not be automatically updated, however, if the user-defined function
block is imported with the program open. Close the program and open it again to
correctly display the user-defined function block.

The following table shows which functions require user-defined function block files and
what will happen if the function is executed without the file.

Function File Operation

Download Not required Operates normally.

Upload Not required Operates normally.

Save project Not required Operates normally.

file

Load project Not required Operates normally.

file

Verify device Required The corresponding user-defined function block image will
appear as a question mark (?).

Display report Required The corresponding user-defined function block image will
appear as a question mark (?).

Edit program Required The Edit Program Screen will be displayed but the editing
operations (copy, paste, undo, redo, etc.) cannot be executed.

Apply program Required Cannot be executed.

Editing User-defined Function Blocks After Creating a Program
If, for example, a user-defined function block called “Sample” was created and used in
a new program, and that user-defined function block was edited after the project file
containing the new program was saved, the program would not be updated with the
edited “Sample” data.
Always check the original program after editing user-defined function blocks.
It is recommended that a password is set for user-defined function blocks to prevent
unintended changes.

Note: User-defined function blocks cannot be imported, saved, deleted, checked, or
edited by any user (e.g., by a guest account) other than the Windows
administrator. Perform these operations immediately after logging in to
Windows as the administrator.
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6-3-5 Password Protection for User-defined Function Blocks

Passwords can be set for user-defined function block files. The password protection
applies to editing and deleting of user-defined function block files. Verify, Report, and
Print operations are not password protected.
1 Select File — Change Password.
The Change Password Dialog Box will be displayed.

Change Passvrord @ x

Current Pazsword

Mew Password

Confirm Pazsword

2 Enter the password in the New Password field (up to 6 alphanumeric characters).
3 Re-enter the password in the Confirm Password field.

4 Click the OK Button.
The program password is now set.

From now on a dialog box requesting the password will be displayed whenever
Function Block — Edit is selected from the function block list. Unless the set
password is entered, the screen for creating user-defined function blocks will not be
displayed and the function blocks cannot be edited.

The contents of user-defined function blocks can, however, be browsed. The program
must be password protected to prevent browsing of user-defined function blocks (refer
to 6-3-7 Password Protection for Programs).

Note: It is recommended that passwords be set for user-defined function blocks

for which user tests have been completed so that unintentional changes
are not made after the function block has been allocated in a program.
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6-3-6  Saving the Program
Use the following procedure to save the program.

1. Select File - Apply.
The program is saved temporarily in the Network Configurator. The data is also
saved temporarily in the same way when the user exits the Logic Editor.
2. After exiting the Logic Editor, click the OK Button in the Edit Device Parameters
Dialog Box.
Edit Device Parameters B X

Safety Cannections ] Memary Info. ] Safety Slave /0 ] Slave 1/0 ]
Local Output 1 Local Input/Test Dutput ] Mode/Cycle Time Logic

Password

I Enable Pazsword

[EEm

ok Cancel

3. To save the file, select File and Save or Save As in the Main Window of the
Network Configurator.

IMPORTANT: e To save the program and exit, the user must click the OK Button in the Edit
Device Parameters Dialog Box when exiting the Logic Editor.

o |[f the user clicks the Cancel Button, none of the parameters entered until
then, including the program, will be saved. Any programming saved
temporarily by applying the program (selecting File — Apply) will also be
deleted.

6-3-7 Password Protection for Programs

Passwords can be registered to protect editing, verification, and printing of programs.
Note: There is no recovery mechanism if the program password is forgotten.
When password-protecting programs, keep two copies of the network
configuration file, one with a password and one without a password.
Download the file with the password to the Safety Network Controller.

1 Select Enable Password on the Logic Tab Page of the Edit Device Parameters
Dialog Box shown below.
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Edit Device Parameters '_D_ .i

Safety Cannechions l ternony Infa. ] Safety Slave /0 ] Slave 10 ]
Lacal Output ] Lacal Inputy/T est Output ] tModes/Cycle Time Logic

Pazzword

[ Enable Passward

e

The Change Password Dialog Box will be displayed.

Change Passvrord =lES

Current Pazsword

Mew Pazsword

Confirm Pazsword

ok | Cancel ‘

2 Enter the password in the New Password Field (up to 6 alphanumeric characters).
3 Re-enter the password in the Confirm Password Field.
4 Click the OK Button.

The program password is now set. A dialog box requesting the password will be
displayed whenever the Edit Button is clicked to start the Logic Editor. Program
edit/verification and report/print functions will not be available if the set password is not
entered. Program can be uploaded and downloaded but the program contents cannot
be displayed.

To change the password, click the Change Password Button on the Logic Tab in the
Edit Device Parameters Dialog Box.

Note: Passwords can be set only for programs created using version 1.3[1 by
clicking the Edit Button to start the Logic Editor first.

183



Section 6-3

Programming

6-3-8

6-3-9

Updating the Program
If the I/O tags of the Safety Slaves that configure the NE1A-series Controller’s local

I/O and connections are changed (e.g., by adding or deleting I/O tags), the user must

start the Logic Editor and check the program.

If the user downloads the parameters to the NE1A-series Controller without starting

the Logic Editor, a download error will occur in the Logic Editor because of data
inconsistency. If this error occurs, start the Logic Editor and check the program,
making any required modifications.

Monitoring the Program

The 1/0O tag values and signal states of connections with function blocks can be

monitored online in the Logic Editor Window. Make sure that the Network Configurator
is connected to the network and that the NE1A-series Controller being monitored is in

RUN state before starting online program monitoring.

Starting Online Monitoring
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Start online monitoring using either of the following methods:
(1) Select Function - Monitoring from the menu bar.
(2) Click the Monitoring Button on the toolbar.

During monitoring, the I/O tags or connections that are ON will be displayed in a
darker green color.

%1 - [[#00] NE1A-5CPU0Z-¥1 - Page Z (297mm s 21imm) ]

File Edt ¥ew Eunction Page FunctionBlock

100% A

*[ page1 Page2]

X

1} FunctionBlock | & tnput| & uput|

[HO0J:01) [5] No Mame

ff-Delay Timer
{4 OnDelay Timer
{ } Pulse Generator

e Sjifelf.‘{)?wlewce [#00]:(01) [5] Mo Name
] EnableSwitch All Functionsa(NE14-5C. [23]
{4 E-5TOP

{ # Light Curtain Manitoring
Muling
{4 Safety Gate Moritoring
{ 4 TwoHand Controller
{4 User Mode Switch
-y Reset/Restan
Reset
i} Restart
-5 Cornectar
{4 Multi Connector
1} Routing
oy User define
All Functions(NE 14-5CPLUOT)
£} Muting(16)

[

ind
B, Putse tink

Ise tirrPe!
500 (ms)

USED/MAX = [40/254) EreculionTime = 2534 [micra sec]

User-defined function block contents can be monitored.
Use the following procedure to start online monitoring.
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1 Right-click the user-defined function block displayed on the screen and select
Monitoring from the pop-up menu.

TesztFB

_.Input1

_.Input2

_.Input3

[

Output 1

DutputZ._‘

Delete

0

Cut
Copy

anitoring...

2 The Monitoring Screen will be displayed.
3 Click the Monitoring Button on the toolbar.

During monitoring, the I/O tags or connections that are ON will be displayed in

dark green.

51 - [estrB- (287mm #211mm) |

File Miew Function

Fage 11|

Input2

|

LJ.

_E o1

[ — ) rz{ —E &l

|

Output 2

USED /MR = (3/64]

Stopping Online Monitoring

Click the Stop Monitoring Button on the toolbar to stop online monitoring.
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Printing Programs

Programs can be printed.

1 Use one of the following methods to print the program
(1) Select File — Print from the menu bar.
(2) Click the Print Button on the toolbar.

The following dialog box will be displayed.

=

Logic Editor O

& "Would you like ta print "InputOutput Comment” ?

Mo |

2 Click the Yes Button to also print the function block I/O comments when printing
the program.

A Print Dialog Box like the one shown below will be displayed.
(The screen may differ depending on the printer set for the personal computer

being used.)
Print = ==
Printer

Broperties...

Marne:

Status: FReady
Type: EPSOM LP-5300
“Where:  LP-3300

Camment: [ Frint ta file
Print range Copies

| Nurnber of copies: 1 :
f" 1 1

. RN EE R
Ok | Cancel

3 Click the OK Button.
The program will start printing.

Note: The diagram frames will be printed with version 1.5[1.
Function blocks at the edges of program screens in data created using version
1.3[] may overlap with diagram frames when the program is printed. Do not place
function blocks at the edges of the program screen.
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Program Execution Sequence

The order of execution of function blocks is automatically set by the Logic Editor and
displayed in the upper right corner of each function block. The execution order would
be as follows in the following example:

1: E-STOP

2: Reset

3: EDM

[#0n 100D [5] Mo Mame

[£]

EESET

[#01 100 ) [S] Mo Mamme P [1]
-

[#01 102D [5] Mo Mame

(40 -0 [2] Mo ame *—

Execution Sequence of Programs with Loopbacks

Jump addresses can be used in programs to create loopbacks. If a program contains
more than one loopback (e.g., Jump 1 to Jump 1 and Jump 2 to Jump 2 in the
following example), the sequence of execution will be in the order that the function
blocks are positioned. Carefully test all programs containing more than one loopback
in the actual application to be sure they execute properly.

Jmp? I

[6]
{=

[2]
-b [5] . -|>

DN

1l -b [2] L g

|: umel
Jump2 ‘—|—.
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7-1  Monitoring Functions

Devices supporting DeviceNet Safety hold a variety of status information internally.
This information can be monitored using the Network Configurator.

7-1-1  Monitoring Status

Description

The status of the NE1A-series Controller and DST1-series Safety I/0O Terminals can
be monitored using the Network Configurator. If an error occurs in a device, detailed
information about the error can be accessed.

Monitoring Status Using the Network Configurator

The user can monitor the status using any of the following methods:

(1) Select a device and select Device - Monitor from the menu bar. Click the Status
Tab in the displayed window.

(2) Select a device and click the Monitor Device Button on the toolbar. Click the
Status Tab in the displayed window.

(3) Right-click a device and select Monitor from the pop-up menu. Click the Status
Tab in the displayed window.

Monitor Device 'E '-}E

Status l Safety I:::unnecticun] Paramneter ] Errar Histary ]

Device Statuz

-
-
I+ Executing

-
-

1017

AlarmMwarning

[ [
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Device Status
The device status is displayed.

Alarm/Warning
Errors and warning that have occurred in the device are displayed.

Click the Detail Button to identify the error. The Dicon will be displayed for alarms
and the Yiicon for warnings.

Detail of Alarm,/Warming

Detail
Descriptian |

D Safety |/0 Connection E stablishment Failure
0 Manufacturer-specific ALARM exception detail [ 7] 0=00
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7-1-2

Monitoring Safety Connections

Description

The safety connection status of the NE1A-series Controller can be monitored using
the Network Configurator. This enables the user to specify with which device an error
is occurring in the safety communications and in which safety connection the error is
occurring. Connection information of the DST1-series Safety I1/0O Terminals cannot be
monitored.

Monitoring Using the Network Configurator

192

The user can monitor the safety connection status using any of the following methods:

(1) Select the NE1A-series Controller and select Device - Monitor from the menu
bar. Click the Safety Connection Tab in the displayed window.

(2) Select the NE1A-series Controller and click the Monitor Device Button on the
toolbar. Click the Safety Connection Tab in the displayed window.

(3) Right-click the NE1A-series Controller and select Monitor from the pop-up menu.
Click the Safety Connection Tab in the displayed window.

The connection status of the Safety Slave is displayed for the local node address. For
the other node addresses, the status of the safety connections configured for the
device parameters is displayed.

Monitor Device E T(_

Statusz  Safety Connection l F'arametel] Errar Histuly] Maintenance]

Device Status

@PCOCCCCOOCCOOCCCOCCoo

0001 020304050607 0809310111213141516171819

CCOOCCO0CCCoCCCuaod

2021 2223242526 27 28293031 3233343536 37 38 39

CCATTCALTCOOCTLLBTAD

041424344 454647 43435051 525354 5556 57 58 53

B0 E1 E2 63 Status codes can be
monitored (Ver. 1.5[] or
Connection Status N\ o 1 d higher).

Connection Mame Tupe Statuz

@ H00 Safsty Input 1 Safety | 0000070
'i HO0 Safety Input 2 Safety ... | 00000
—

Besume Rezume Al

Cloze

Status codes (error codes) can be monitored (version 1.5[] or higher).

This is useful when a connection cannot be established, because the status code
returned by the target device can be used to check the cause of the error. Refer to 8-1
Connection Status Tables in Section 8 Troubleshooting for details of status codes.
The connection status of the Safety Slave is displayed for the local node address. For
the other node addresses, the status of the safety connections configured for the
device parameters is displayed.
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Device Status

The connection status can be checked for each node address in the Device Status

Field. The connection status is indicated by the following colors.

Color Status
Gray | Unregistered device.
Green | All the connections are sending idle data.
Blue | All the connections are communicating normally.
Yellow | At least one connection is not connected or sending idle
data. (An error has occurred and there is no connection.)
Red | An error has occurred in at least one connection.

For the local node address (i.e., the node address of the Safety Slave), the color gray

indicates that there are no connections or that an error has occurred in a connection.
The color blue indicates that normal communications are being performed in one or

more connections.

Connection Status
The status can be checked for each safety connection in the Connection Status Field.

The connection status is indicated by the following colors.

Color Status

Gray | Connection is not connected.

Green | Idle data is being transmitted.

Blue | Normal communications are being performed.
Red Connection error has occurred.

For the local node address (i.e., the node address of the Safety Slave), the color gray

indicates that there is no connection or that an error has occurred in the connection.

The color blue indicates normal communications.
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7-1-3  Monitoring Parameters

Description

The I/O status of a NE1A-series Controller or DST1-series Safety I1/O Terminal can be
monitored using the Network Configurator. If the configuration fails or if an error
occurs in any I/0, monitoring this information enables the user to determine the cause
of the error.

Monitoring Using the Network Configurator

The user can monitor the parameters using any of the following methods:

(1) Select a device and select Device — Monitor from the menu bar. Click the
Parameters Tab in the displayed window.

(2) Select a device and click the Monitor Device Button on the toolbar. Click the
Parameters Tab in the displayed window.

(3) Right-click a device and select Monitor from the pop-up menu. Click the
Parameters Tab in the displayed window.

Monitor Device 'E Fi
Status] Safety Connection  Parameter l Error Histu:ur_l,ll

Fararmeter M arne | W alue | -

& Test Outputl Value OFF

& Test Output Status ]

& Reaszon for Test Output Alam Mo alarm —

& Test Output] Value OFF

& Test Output] Status k.

& Feason for Test Dutput] Alamn Mo alarm

& Test Dutput? Value OFF

& Test Output? Status oK

& Reaszon for Test Output? Alam Mo alarm

& Test Outputd Value OFF

& Test Output Status QF,

& Reason for Test Outputd Alam Mo alarm

& Safety Inputl Walue OFF

& S afety Inputd Status oK

& 5 afety Inputl Logical Value OFF

& Feazon for 5 afety Inputd Alamn Mo alarm

& Safety Inputl Walue OFF

& Safety Input] Status ]

& Safetu lnnut | anical Valie MFF ﬂ

Cloze
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Test Output Terminal Status

ltem Description

Test Output Value | Output value of the test output.

Test Output Evaluation result of the test output. “Alarm” is
Status displayed if an error occurs.

Reason for Test The cause of the error is displayed.

Output Alarm

Safety Input Terminal Status

Item Description

Safety Input Input value to the safety input.

Value

Safety Input Evaluation result of the single-channel safety input.
Status “Alarm” is displayed if an error occurs.

Safety Input
Logical Value

Logical value from the evaluation result

Reason for Safety
Input Alarm

The cause of the error is displayed.

Safety Output Terminal Status

Item Description

Safety Output Output value of the safety output.

Value

Safety Output Monitoring value of the output for the safety output.
Monitor Value

Safety Output Evaluation result of the single-channel safety
Status output. “Alarm” is displayed if an error occurs.
Reason for Safety | The cause of the error is displayed.

Output Alarm

Dual Channel Safety Input Status

Item

Description

Dual Channel
Safety Input
Evaluation

Evaluation result of the dual-channel safety input.
“Alarm” is displayed if an error occurs.
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7-1-4

Monitoring the Error History

Description

The error history of a NE1A-series Controller or DST1-series Safety I/O Terminal can
be monitored using the Network Configurator.

Twenty error history records can be saved internally in a Pre-Ver. 1.0 NE1A-series
Controller, 100 records in an NE1A-SCPUOQ1 Controller with unit version 1.0 or an
NE1A-SCPUO02 Controller, and ten records in a DST1-series Safety I/O Terminal.
When the number of errors exceeds the number of records, the oldest records will be
deleted.

Depending on the error type, some errors are saved in non-volatile memory and not
cleared when the power is turned OFF. Other errors are saved in RAM and cleared
when the power is turned OFF. Refer to the relevant operation manual for details.

Monitoring Using the Network Configurator

The user can monitor the error history using any of the following methods:

(1) Select a device and select Device — Monitor from the menu bar. Click the Error
History Tab in the displayed window.

(2) Select a device and click the Monitor Device Button on the toolbar. Click the

Error History Tab in the displayed window.
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(3) Right-click a device and select Monitor from the pop-up menu. Click the Error
History Tab in the displayed window.
Monitor Device rﬁ 3(_

Status] Safety Eunnectinn] Parameter  Emror History l

Dezcription

| Tirre

i Switch Setting Mizmatch
B Switch Setting Mizmatch
D Switch Setting Mizmatch
D 5witch Setting Mizmatch
O Switch Setting Mizmatch
B Switch Setting Mizmatch

D Switch Setting Mizmatch

D 5witch Setting Mismatch

Update Clear

i 5afety 1/0 Connection Establish...
0 Manufacturer-zpecific ALARM &...

0 Manufacturer-zpecific ALARM ...
0 Manufacturer-zpecific ALARM e...
0 Manufacturer-specific ALARM ...
0 Manufacturer-zpecific ALARM ...
0 Manufacturer-specific ALARM ...
0 Manufacturer-specific ALARM e...

0 Manufacturer-zpecific ALARM e...

43 days 23 hours 18 minutes 392,
43 days 23 hours 18 minutes 392,
39 days 1 hiours 42 minutes 0.000...
39 davs 1 hiours 42 minutes 0.000...
39 davs 1 hours 43 minutes 4,720
39 days 1 hours 43 minutes 4.720...

35 days 22 hourz B minutes 0000,
35 days 22 hours & minutes 0L000,..
35 days 22 hours 0 minutes 16.81...
35 days 22 hours 0 minutes 16.87 ...
33 days 19 hours 36 minutes 0.00...
33 days 19 hours 36 minutes 0.00...
33 days 19 hours 36 minutes 18.0...
33 davs 19 hours 36 minutez 18.0...
33 days 10 hours 54 minutes 0.00...

33 days 10 hours 54 minutes 0.00.
33 days 10 hours 57 minutes 48,3,

Save..

.=

Cloze
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Error History Display Items

ltem Description
Description Provides error details.
Time The total device operation time when the error

occurred. DST1-series Safety I/0 Terminals do not
support this function and 0 will always be displayed.

Saving the Error History
The error history information can be saved in CSV format. Click the Save Button to
save the information.

Clearing the Error History
Click the Clear Button to clear the error history saved internally in the NE1A-series
Controller or DST1-series Safety I/O Terminal.

Updating the Error History
Click the Update Button to access the most recent error history.
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7-2 Maintenance Functions of DST1-series Safety
/0 Terminals

DST1-series Safety /0 Terminals support the same maintenance functions as DRT2-
series Smart Slaves, which are Standard Slaves.

7-21 Network Power Supply Voltage Monitor
Description

DST1-series Safety I/0 Terminals always monitor the present, minimum, and
maximum values of the network power supply voltage. If the voltage falls below the set
threshold voltage (11 V in the default settings), the Threshold Network Power Voltage
Error Flag will be turned ON in the General Status. The user can monitor this
information using the Network Configurator and explicit messages.

Note: ¢ The minimum communications power voltage of the DeviceNet is 11 V. If
the voltage falls below 11 V, the Configurator may not be able to read
measured values.

e The present, maximum, and minimum values of the network power
supply voltage are cleared when the power supply to the DST1-series
Safety I/O Terminal (network power) is turned OFF.

Setting the Threshold Network Power Supply Voltage Using the Network
Configurator

Set the threshold voltage in the Threshold Network Power Voltage Field in the General
Parameter Group.

Edit Device Parameters rﬁ T(_
Parameters l

Parameter Mame | Walue

- General -
Q005[5] 5 afety Output Error Latch Time 100 w10 :1
0018[5] Safety Input Eror Latch Time 100 %10
0144 Test Qutput 1dle State Clear aff
0245 Unit M ame
0250 Threshold Metwark, Power Woltage 11.0%
0252 Threzhold Run hours O Hours
0307 Last Maintenance D ate 1972/01/0

Saflety Outputl

Safety Outputl

Safety Dutput2

Salety Output3

Safety Outputd

Safety Dutputh

= t::.i_:: n..nf..n: j
0250 Threshold Hetwork Power Yoltage

Default: 11.0% Min: 3.0% Max: 300
Threzhold walue of network, power voltage.

R e A =

Default Setup

0k Cancel
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Monitoring Using the Network Configurator

The user can monitor the present, maximum, and minimum values of the network

power voltage in the General Status using any of the following methods:

(1) Select a device and select Device - Maintenance Information from the menu bar.

(2) Select a device and click the Maintenance Information Button on the toolbar.

(3) Right-click a device and select Maintenance Information from the pop-up menu.

(4) Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.

(5) Select a device and click the Monitor Device Button on the toolbar. Click the
Maintenance Tab in the displayed window.

(6) Right-click a device and select Monitor from the pop-up menu. Click the
Maintenance Tab in the displayed window.

Monitor Device 'ET .i

Status] Parameters  Maintenance l Error Histu:ur_u]

[ [
[v Safety Output Power Supply Errar - [
[ [
-
Paramneter M ame | Y alue =

03071 Last Maintenance D ate
0247 Mebwark, Power Yoltage

0243 Mebwark, Power Yaltage [Peak]
0249 Metwork, Power Yoltage (Bottam]
0302 Run hours BE33 Howrs
MEY Safety OutputD M aintenance Counter
M72 Safety Output] M aintenance Counter
M 77 Safety Output? M aintenance Counter
1182 Safety Output3 M aintenance Counter
11387 Safety Outputd b aintenance Counter
1192 Safety Outputh M aintenance Counter 9536153
0197 Safety Outpute M aintenance Counter 9710529

-
[ R R N N P i PR T N B g e acccac J

| s

Lo Y e Y e O o |

Cloze

The maximum and minimum values of the network power voltage can be cleared.
Select the maximum or minimum value and click the Clear Value Button.
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7-2-2  Monitoring the Run Hours

Description

A DST1-series Safety 1/0 Terminal totals the number of hours the internal circuit
power is supplied and internally saves it in non-volatile memory. If the cumulative time

reaches the set threshold value, the Unit Maintenance Flag will turn ON in the General
Status.

e Measurement time: 0 to 429,496,729.5 hours

(stored data: 0000 0000 to FFFF FFFF hex)
e Measurement unit: 0.1 hour

Safety 1/0 Terminal

Run hours

Recorded in Slave

DeviceNet

—

Run hours

Internal circuit on
power | oFF

The user can monitor this information using the Network Configurator and explicit
messages.

Note: e The run hours monitoring function totals the time when the power supply
to the DST1-series Safety I/O Terminal (network power) is ON. This does
not include the time when the power is OFF.

e The DST1-series Safety I/O Terminals measure time internally in 0.1-hour
increments. When the Threshold Run Hours parameter is set on the
Network Configurator and when the run hours are monitored, however,
the time will be in 1-hour increments.
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Setting the Threshold Run Hours Using the Network Configurator

Set the threshold value in the Threshold Run hours Field of the General Parameter

Group.
Edit Device Parameters 'EI_ .)?
FParameters l

Parameter M ame | Walue

- General -
000&[5] Safety Output Ermar Latch Time 100 =1 0z
Q018[5] Safety Input Emar Latch Time 100 «1 0rniz
0144 Test Output |dle State Clear off
0245 Unit Mame
0250 Threshald Mebwark, Pawer Yaltage 11.0%

0252 Threzhold Run hours 0 Hours
0307 Last Maintenance Date 1972/01./01
Safety Outputd

Safety Dutputl

Safety Dutput2

Safety Output3

Safety Dutputd

Safety Dutputh

51 Cafaks Moakotf

0252 Threshold Run hours

Default: 0Hours Min: 0 Hours Max : 429496729 Hours
Threzhold walue of run hors.

+ [ F OO

Default Setup

ok,

Cancel

If the threshold value is set to 0, the threshold value will not be checked.
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Monitoring Using the Network Configurator

The user can monitor run hours in the General Status using any of the following

methods:

(1) Select a device and select Device - Maintenance Information from the menu
bar.

(2) Select a device and click the Maintenance Information Button on the toolbar.

(3) Right-click a device and select Maintenance Information from the pop-up menu.

(4) Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.

(5) Select a device and click the Monitor Device Button on the toolbar. Click the
Maintenance Tab in the displayed window.

(6) Right-click a device and select Monitor from the pop-up menu. Click the
Maintenance Tab in the displayed window.

Monitor Device 'EI_ .}?

Status] Parameters  Maintenance l Error Histl:ury]

| |

Iv Safety Output Power Supply Errar - [

[ [

v Linit baintenance

Parameter Mame | Y alue -

0307 Last Maintenance D ate 137240140
0247 Metwork, Power Yalkage 235
0243 Mebwork, Power Yaltage [Peak] 236V —
0249 Mebwork, Power Yaolkage (B ottom] 233V

0302 Bun hours G534 Haours

1167 Safety Output] Maintenance Counter

n
0172 Safety Output! Maintenance Counter n

0177 Safety Output? Maintenance Counter 1

M52 Safety Output3 Maintenance Counter I}

a7 Safety Outputd Maintenance Counter I}

1192 Safety Outputh kaintenance Counker 9636153

1197 Safety Outputs Maintenance Counter 9710529 j

O O mbmbin Tk b7 R mibmim i mm (i inbmr acccacd

| ot

Cloze




Section 7-2

Maintenance Functions of DST1-series Safety I/O Terminals

7-2-3

Last Maintenance Date

Description

With a DST1-series Safety I/O Terminal the last maintenance date can be recorded
internally in non-volatile memory. This enables the user to easily decide the time for
the next maintenance. The recorded maintenance date can be monitored using the
Network Configurator or explicit messages.

Recording the Maintenance Date Using the Network Configqurator

Record the data using the Last Maintenance Date Parameter in the General
Parameter Group.

Edit Device Parameters 'E -f
Parameters I

Parameter Mame | Yalue

- General -
0005[5] Safety Oukput Error Latch Time 100 =1 Oz :‘
001 8[S] Safety Input Error Latch Time 100 1 0ms
0144 Test Qutput [dle State Clear off
0245 Unit M ame
0250 Threshold Metwork, Power Woltage 11.0%
0262 Threzhold Run hours 10 Hours
030 Last Maintenance Date 1972/01/M -

Safety Outputd
0006[S] Safety Outputd Channel Mode Mat

n January. 1972

0014{5] Dual Channel Safety Outputd/1 Mode Dug Sun Mon Tue Wed Thu Fri  Sat

0165 Safety Dutputd 1/0 Comment S G "8"

0166 Safety Outputd Maintenance Counter kMoe Tirng 9 10 11 12 13 14 15

0163 Safety Outputd Threshold Maintenance C 0 6 17 18 19 20 7 2 ﬂ
—I_C afabn MukooH 23 24 25 6 27 28 o9
0301 Last Maintenance Date n

— 3 Today: 372042006
Default Setup
(1] Cancel
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204

Monitoring Using the Network Configurator

The user can monitor the maintenance date using any of the following methods:

(1)
(2)
(3)
(4)
®)

(6)

Select a device and select Device - Maintenance Information from the menu
bar.

Select a device and click the Maintenance Information Button on the toolbar.
Right-click a device and select Maintenance Information.

Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.

Select a device and click the Monitor Device Button. Click the Maintenance Tab
in the displayed window.

Right-click a device and select Monitor from the pop-up menu. Click the
Maintenance Tab in the displayed window.

Monitor Device 'EI_ .i

Status] Parameters  Maintenance lErru:ur Histu:ur_l,ll

n I

[+ Safety Output Power Supply Errar - T

B I

v Uit Maintenance

Fararmeter Marne | W alue -

03071 Lagt Maintenance D ate 200E./0:
0247 Metwaork, Power Yaltage 238V
0248 Metwork, Power Yoltage [Peak) 236Y —
0243 Metwork, Power Yoltage [B ottom] 233

0302 Run hours BE34 Hours

&7 Safety OutputD Maintenance Counter
M72 Safety Output] Maintenance Counter
77 Safety Output? Maintenance Counter
1182 Safety Output3 kaintenance Counter
a7 Safety Outputd b aintenance Counter
1192 Safety Outputd Maintenance Counter 9536153

0197 Safety Outputs Maintenance Counter 9710529 j

[ R N P P S W I ey accocaca

| ot

Lo T s I e O Y
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7-2-4  Monitoring the Contact Operation Counters

Description

A DST1-series Safety I1/0 Terminal totals the number of times each safety input
contact, test output contact, and safety output contact turns ON and internally saves
the data in non-volatile memory. If the value of a counter reaches the threshold value,
the Connected Component Maintenance Flag in General Status will turn ON.

o Measurement count: 0 to 4,294,967,295 counts

(stored data: 0000 0000 to FFFF FFFF hex)
e Measurement unit: Operations
e Maximum resolution: 166.7 Hz

Safety 1/0 Terminal

m Record in the Slave
operations
|_ )J 1/0 power
OFF—ON |
Output device Number of times output |

(e.g., relay) contact changes to ON.

1 2 3

The user can monitor this information using the Network Configurator and explicit
messages.

Note: ¢ One contact cannot be used at the same time for both the time and count

monitoring functions. Select only one of these in the Maintenance
Counter Mode Choice.

o |f the Maintenance Counter Mode Choice is changed, the counter or time data
saved internally will be cleared.
e This function does not operate when the I/O power supply is OFF.
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Setting the Contact Operation Counter Threshold Using the Network

Configurator

206

Edit Device Parameters

Parameters l

Parameter Mame | Walue

Set the Maintenance Counter Mode Choice Parameter and Threshold Maintenance
Counter Parameter for each 1/O of the safety input group, test output group, and safety
output group.

[=)F

+ Safety Dutputh
+ Safety Dutputb
+ Safety Dutput?
- Safety Input

0019[5] Safety Inputd O On Delay 0 xBmz
0020[5] Safety Inputd On O Delay 0 xEmz
Q021[5] Satety Inputd Channel Mode Mot Uzed
N022[5] Safety InputD Test Source Mat Uzed

0051[5] Duwal Channel Safety InputdA Mode  Dual Channel Equivalent
0052[5] Dual Channel 5afety InputdA Dizcrep: 0 #10ms

0205 Safety [nputd 140 Comment

0206 Safety [nputd kM aintenance Counter Made Time

0203 5 afety Inputd Threzhold Maintenance Cofglun

+ Safety Inputl
< Cafabtn banak?
0209 Safety Inputld Threshold Maintenance Counter

Default: 0 Min: 0 Max: 4294967295
T hreshold walue of maintenance counter.

Default Setup

ok

Cancel

When the Threshold Maintenance Counter is set to 0, the threshold value will not be
checked.
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Monitoring Using the Network Configurator

The user can monitor the counts for safety input status, test output status, and safety

output status using any of the following methods:

(1) Select a device and select Device - Maintenance Information from the menu
bar.

(2) Select a device and click the Maintenance Information Button on the toolbar.

(3) Right-click a device and select Maintenance Information from the pop-up menu.

(4) Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.

(5) Select a device and click the Monitor Device Button on the toolbar. Click the
Maintenance Tab in the displayed window.

(6) Right-click a device and select Monitor from the pop-up menu. Click
Maintenance Tab in the displayed window.

Monitor Device 'ET -i

Status] Parameters  Maintenance l Emror Histu:ur_u]

I B
[v Safety Output Power Supply Errar - [
[ v Connected Compaonent M aintenarnc

[v Unit Maintenance

Pararneter M ame | Y alue | ‘|

M 77 Safety Output? b aintenance Counter 0
1182 Safety Output3 M aintenance Counter 0
0187 Safety Outputd M aintenance Counter ]

0192 S afety Dutputh Maintenance Counter
0197 Safety OutputE M aintenance Counter 9710529
0202 Safety Output? M aintenance Counter SEBE2E3
0207 Safety Inputd M aintenance Counker
0212 Safety Input1 Maintenance Counker
0217 Safety Input? M aintenance Counker
0222 Safety Input3 M aintenance Counker
0227 Safety Inputd M aintenance Counker
0232 Safety Inputh M aintenance Counter

A7 C b hnma D Rd —i b —immm T m ik

Clear Walue

oo o o o o o

=

Cloze

Each counter can be cleared. Select the counter to clear and click the Clear Value
Button.

207



Section 7-2  Maintenance Functions of DST1-series Safety I/O Terminals

7-2-5 Monitoring the Total ON Times
Description

A DST1-series Safety I/0O Terminal totals the time each safety input contact, test
output contact, and safety output contact is ON, and saves it internally in non-volatile
memory. If a cumulative time reaches the threshold value, the Connected Component
Maintenance Flag in General Status will turn ON.
e Measurement time: 0 to 4,294,967,295 seconds

(stored data: 0000 0000 to FFFF FFFF hex)
e Measurement unit: Seconds

Safety I/O Terminal

otal ON time

1/0 power
Sensor

Recorded in Slave

—

Total ON tim
Connected u I_I u oFF
device

The user can monitor this information using the Network Configurator and explicit
messages.

Note:

e One contact cannot be used at the same time for both the time and count
monitoring functions. Select only one of these in the Maintenance Counter Mode
Choice.

e If the Maintenance Counter Mode Choice is changed, the counter or time data
saved internally will be cleared.
This function does not operate when the I/O power supply is OFF.
The time monitor checks if the connected component is ON approximately every
second. This should be noted when the time is measured in increments of 1
second or less.
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Measuring 0.5-second ON Time
In Figure A, the actual ON time is 0.5 seconds x 3, or 1.5 seconds. Operation is
ON only once when measurements are made, however, so the time is measured
as 1 second.

Reading taken approximately every second.

ON
OFF v

0.5s

Figure A

In Figure B, the actual ON time is 0.5 seconds x 3, or 1.5 seconds. Operation is ON
twice when measurements are made, however, so the time is measured as 2 seconds.

Reading taken approximately every second.

ON |

T L

<>! 055

Figure B

Measuring 1.5-second ON Time
In Figure C, the actual ON time is 1.5 seconds x 2, or 3 seconds. Operation is ON
four times when measurements are made, however, so the time is measured as
4 seconds.

Reading taken approximately every second.

o [T T

< N
T -~
15s

Figure C
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Setting the Threshold Value for Total ON Time Using the Network
Configurator

Set the Maintenance Counter Mode Choice Parameter and Threshold Maintenance
Counter Parameter for each contact of the safety input group, test output group, and
safety output group.

Edit Device Parameters 'EI' -f

FParameters l

Parameter Mame | Walue

0189 Safety Outputd Threshald Maintenance C 0 ﬂ
- Safety Outputh

0011[5] Safety Outputh Channel Mode Mot Uzed

0016[5] Dual Chatnel 5 afety Outputd /5 Mode  Dual Channel

07190 Safety Output [0 Comment J

0191 5 afety Outputd M aintenance Counter b o@Ee j
01194 Safety Outputh Threshold Maintenance C 100
- Safety Dutputb
0012[5] Safety Outpute Channel Mode Mot Used
00717[5] Dwal Channel Safety Outpute/Y Mode  Dual Channel
0195 Safety Outputt 1/0 Camnment
0196 Safety Output Maintenance Counter Mo Time
0199 Safety QutputE Threshold Maintenance C 0
- Safety Dutput?
OO C ] S =fabu CbekT Dzl bdade Pt | e ﬂ
0191 Safety Dutputh Maintenance Counter Mode Choice

Default : Time
Select the action af the maintenance counter. The time made iz the mode ta estimate the bme during
the autrt iz MM The coont rinde iz the mode bacoont the nomber that the aotnot channes fram

Default Setup

]84 Cancel

If the Threshold Maintenance Counter is set to 0, the threshold value will not be
checked.
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Monitoring Using the Network Configurator

The user can monitor the times for safety input status, test output status, and safety

output status using any of the following methods:

(1) Select a device and select Device - Maintenance Information from the menu
bar.

(2) Select a device and click the Maintenance Information Button on the toolbar.

(3) Right-click a device and select Maintenance Information from the pop-up menu.

(4) Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.

(5) Select a device and click the Monitor Device Button on the toolbar. Click the
Maintenance Tab in the displayed window.

(6) Right-click a device and select Monitor from the pop-up menu. Click the
Maintenance Tab in the displayed window.

Monitor Device ﬁ .i

Status] Parameters  Maintenance l Error Histu:ur_lrll

[ [
[ Safety Qutput Power Supply Erar [
B v Connected Companent M aintenarnc

[v Urit Maintenance

Parammeter M arme | Y alue | ‘|

0187 Safety Outputd kM aintenance Counter ]

0192 Safety Outputs Maintenance Counter
0197 Safety Outputs Maintenance Counter 3710529
0202 Safety Output? Maintenance Counter 9E6E263
0207 Safety Inputd M aintenance Counker
0212 Safety Input1 Maintenance Counker
0217 Safety Input? Maintenance Counker
0222 Safety Input3 Maintenance Counter
0227 Safety Inputd Maintenance Counter
0232 Safety Inputh Maintenance Counter
0237 Safety Inputh Maintenance Counker
0242 Safety Input? Maintenance Counker E2156 ﬂ
n

M1 AT T mnb Mk B0 R b —immm T b

Clear Value |

o o o o o o O

Cloze

Each time value can be cleared. Select the time to clear and click the Clear Value
Button.
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7-2-6  Monitoring the Operation Time

Description

A DST1-series Safety I/0 Terminal measures the time from when a safety output turns
ON until the safety input turns ON and internally saves the data in non-volatile
memory. If the value of the operation time reaches the threshold value, the Threshold
Response Time Flag in General Status will turn ON.

e Measurement time: 0 to 65,535 ms (stored data: 0000 to FFFF hex)

e Measurement unit: ms

Safety I/O Terminal

Measured —
time »| Operation time

A

A

Safety Output A Safety Input B
(Example: Contactor) (Example: Sensor)

Safety Output A ON
(Example: Contactor) o

Safety Input B ON
(Example: Sensor) OFF.

Measured
time

Contactor operation
time

The input reaction time and the output reaction time of the DST1-series Safety 1/0
Terminal are added to monitor the operation time.
Maximum input reaction time of the DST1-series Safety I1/0O Terminal
=16.2 ms + ON/OFF delay
Maximum output reaction time of the DST1-series Safety I/O Terminal
= 6.2 ms + Relay reaction time (DST1-MRDO08SI-1 only)
The measurement is accurate to +6 ms.

The user can monitor this information using the Network Configurator and explicit
messages.
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Note:

In the DST1-MD16SL-1 or DST1-MRDO08SL-1, the time is measured from
when a safety output turns ON until the safety input turns ON for the
safety input and safety output with the same number (e.g., Safety Input 0
and Safety Output 0).

In the DST1-ID12SL-1, the time is measured between two safety inputs
turning ON (e.g., Safety Input 0 and Safety Input 6).

The operation time is stored when the time from an output turning ON to
an input turning ON is measured. The measurement, however, continues
internally until the next time the output turns ON. If the input turns ON
again before the output turns ON, the measurement time will be updated.
If an input occurs in the middle of the operating range of reciprocating
motion, like a cylinder, the measurement value of operation (outward
path) may be updated when returning (return path).

When an output turns ON two consecutive times before the input turns
ON, the time will be measured from the second time the output turned
ON until the time the input turned ON.

ON
tput
Outpu OFF

o 11

Input  orr

L 4

.

Operation Time

Monitor u © 3

ON
Output

OFF — e

ON
Input

OFF
This period is measured.—n—\\

A\ 4

R
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Setting the Threshold Response Time Using the Network Configurator

The Threshold Response Time is set for each pair in the Operation Time Parameter
Group.

Edit Device Parameters 'E -f

FParameters l

FParameter Mame | Walue

Safety Input? ﬂ
Safety Inputd

Safety Inputd

Safety Input1i

Safety Inputll

Test Output0

Test Dutputl

Test Dutput2

Test Output3

Safety Inputd/6 Operation Time

0226 5 afety Inputl/E Equipment Hame

0229 Safety Inputd/E Thraghold Operation Time 10 mz
+ Safety Inputl/7 Operation Time

+ Safety Input2/8 Operation Time j

< Cafabu lnnab2!0 Mnoarabinn Tima

AR e R e e S

Safety Inputs/11 Operation Time

Default Setup LCopy Graup...

(] Cancel

If the threshold value is set to 0, the threshold value will not be checked.
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Monitoring Using the Network Configurator

The user can monitor the operation time using any of the following methods:
Select a device and select Device - Maintenance Information from the menu

(1
(2)
3)
(4)
®)

(6)

bar.

Select a device and click the Maintenance Information Button on the tool bar.
Right-click a device and select Maintenance Information from the pop-up menu.
Select a device and select Device - Monitor from the menu bar. Click the
Maintenance Tab in the displayed window.
Select a device and click the Monitor Device Button on the toolbar. Click the
Maintenance Tab in the displayed window.
Right-click a device and select Monitor from the pop-up menu. Click the
Maintenance Tab in the displayed window.

Monitor Device

Status] Parameters  Maintenance l Error Histu:ur_u]

@ X

A4 C b Lmma A Dlmmr—bimas Tieam

| s

[ [

[ [

[ [

r

Paramneter M ame | Y alue | = |

1145 Test Output] K aintenance Counter 0
M50 Test Output? kM aintehance Counter 0
1155 Test Output3 M aintehance Counter 0
0227 Safety Input0/8 Operation Time 0 ms
0230 Safety Input0A/E Operation Time [Peak] O ms
0286 Safety Input0/8 Operation Time Exces.. 0F
0232 Safety Input1 /7 Operation Time 0 mz
0235 Safety Input1 /7 Operation Time [Peak] O ms
0267 Safety Input1 /7 Operation Time Exces... 0K
0237 Safety Input?/3 Operation Time 0 mz
0240 Safety Input2/3 Operation Time [Peak]  Oms
0258 Safety Input2/2 Operation Time Exces... 0K

M oen-

=

Cloze

The present value of the operation time is displayed for the Operation Time.

The slowest value of the operation time is displayed for the Operation Time (Peak).
If the Threshold Response Time is set and the value exceeds the threshold value
even once, “Alarm” will be displayed for the Operation Time Exceed Hold.

The user can clear the Operation Time (peak) and Operation Time Exceed Hold
values. Select an item to clear and click the Clear Value Button.
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7-3  Maintenance Functions (Unit Version 1.0 or
Later)

7-3-1 Total ON Time Monitor Function

Overview
In NE1A-series Controllers with unit version 1.0 or later, this function times how long a

local input, test output, or local output is ON and stores that total ON time internally in
non-volatile memory.

e Count range: 0 to 4,294,967,295 s (stored as 00000000 to FFFFFFFF Hex)
e Count units: Seconds

Total ON time

T
[ I_i',_ 1/0 power supply

1

Sensor
Total ON time

Connected device h [—| [ M

This information can be monitored using the Network Configurator or explicit
messaging.

Note 1: The Total ON Time Monitor function (Time) and Contact Operation Counter function
(Count) cannot be used simultaneously on one bit. Select one of these functions with
the Maintenance Counter Mode Choice setting.

2: When the Maintenance Counter Mode Choice setting is changed, the collected data
(operations count or total ON time) will be cleared.

3: These functions do not operate when the 1/0 power supply is OFF.

4: The Total ON Time Monitor function checks whether the connected device is
ON at about 1-s intervals. This function may not count the total ON time
precisely if the device is ON for intervals of less than 1 second.

Calculating the Total ON Time with 0.5-s ON Pulses

In figure A, the bit is actually ON for 0.5 s x 3 = 1.5 s, but the bit is ON just once when
the status is checked, so the total ON time is measured as 1 s.

In figure B, the bit is actually ON for 0.5 s x 3 = 1.5 s, but the bit is ON twice when the
status is checked, so the total ON time is measured as 2 s.
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feasured about 1 timefsacond

ON
OFF
0.5s
Figure &
Measured about 1 time/second
ON
OFF
05s
Figure B

Calculating the Total ON Time with 1.5-s ON Pulses
In figure C, the bit is actually ON for 1.5 s x 2 = 3 s, but the bit is ON four times when
the status is checked, so the total ON time is measured as 4 s.

Measured about 1 time/second

ON
OFF

15s

Figure C
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Setting the Total ON Time Alarm Threshold with the Network Configurator

The maintenance mode (Maintenance Counter Mode Choice) and alarm threshold
(Threshold Maintenance Counter) can be set for each local input, test output, and
local output terminal.

Edit Device Parameters | 1@
Slave 110 I Local Output I Local Inputs/ T est Dutput ]
Safety Connections I temom Info. ] Safety Slave 110 ]

tode/Cpcle Time I Ermor Mode Maintenance ] Logic ]

Local Input ancaI Elutput] Test Elutputl

Mo | N arme | D etection M... | Threzhold a... | -
@ 0 Time ]

@ m Tirne n

@ 0z jme 0

@0 Edit Maintenance Config x

@0 ]

@0 Detection Mode

@0 * Time " Count

@0

@0 Value - 0 [0-4294367295 Times )

@0 [D- 4234967295 Seconds |

@1

@ 1 QK. | Cancel

@ e

@13 Time 0| &
@14 Tirne 0 j

Ok Cancel |

If the alarm threshold (Threshold Maintenance Counter) is set to 0, the Controller will
not compare the count or time PV to the alarm threshold SV.

Monitoring the Total ON Time from the Network Confiqurator

Any of the following methods can be used to monitor the total ON time in the local
input status, test output status, or local output status.
(1) Select the device and select Device — Maintenance information from the
menu bar.
(2) Select the device and click the toolbar's Maintenance Button.
(3) Select the device, right-click that device, and select Maintenance
information from the popup menu.
(4) Select the device, select Device — Monitor from the menu bar, and click
the Maintenance Tab in the displayed window.
(5) Select the device, click the toolbar’'s Device Monitor Button, and click the
Maintenance Tab in the displayed window.
(6) Select the device, right-click that device, select Monitor from the popup
menu, and click the Maintenance Tab in the displayed window.
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Moniter Device 'E -f

Status] Parameters  Maintenance l Error Histnr_l,l]

[ o

[ I

[ o

-

Pararneter Name | Yalue | A|

0745 Test Output] Maintenance Counter 0
0150 Test Output2 Maintenance Counter 0
0155 Test Dutput3 Maintenance Counter 0
0227 Safety Inputd/6 Operation Time 0 ms

0230 Safety InputD/E Operation Time [Peak] O ms
0256 Safety Inputd/6 Operation Time Exces... 0K
02:32 Safety Input] /7 Operation Time 0 mg
0235 Safety Input] /7 Operation Time [Peak] 0 ms
0257 Safety Input] /7 Operation Time Exces... 0K

02:37 Safety Input2/8 Operation Time 0 mg

0240 S afety Input2/3 Operation Time [Peak]  Oms

0258 Safety Input2/8 Operation Time Exces... 0K

M4 C afmbi L B30 Mlmmr = bme Timme Moran ﬂ

et

Close

Each 1/O point’'s accumulated total ON time can be cleared. To clear the time, select
the total ON time to be cleared and click the Clear Value Button.

7-3-2  Contact Operation Counter

Overview

In Ver. 1.0 and higher NE1A-series Controllers, this function counts the number of
OFF — ON operations at a local input, test output, or local output and stores the count
internally in non-volatile memory.

e Count range: 0 to 4,294,967,295 operations (stored as 00000000 to FFFFFFFF
Hex)

e Count units: Operations

¢ Resolution: Depends on the cycle time.

|Operations }
1/0 power suppl!

QFF-+OM l Ll"l P il

Output device Counting the output's OFF _1-|_ﬂ_f-|_

(such as a relay) — ON operations:

1 2 3

219



Section 7-3 Maintenance Functions (Unit Version 1.0 or Later)

This information can be monitored using the Network Configurator or explicit
messaging.

Note 1: The Contact Operation Counter function (Count) and Total ON Time Monitor function
(Time) cannot be used simultaneously on one bit. Select one of these functions with the
Maintenance Counter Mode Choice setting.

2: When the Maintenance Counter Mode Choice setting is changed, the collected data
(operations count or total ON time) will be cleared.
3: These functions do not operate when the /O power supply is OFF.

Setting the Contact Operations Alarm Threshold with the Network

Configurator

The maintenance mode (Maintenance Counter Mode Choice) and alarm threshold
(Threshold Maintenance Counter) can be set for each local input, test output, and
local output terminal.

Edit Device Parameters Pr

Safety Connections ] temary Info. ] Safety Slave 1/0 ]
Slave /0 ] Local Output ] Local Input/Test Output ]
Made/Cycle Time ] Errar Mode Maintenance ] Logic ]

Lacal [nput lLu:uc:aI Dutput] Test Dulput]

Mo, | M ame | Detection M... | Threzhold Va... | -
@ 00 Time

I
a
I
x

o }
@0 Detection Mode
@0 " Time

@0 [0 (04294367295 Times )
Value {0 - 4294967295 Secands |

[~ B

@ 1 (] | Cancel

@13 Time ]
@ 14 Time 0 j

Ok Cancel |

If the alarm threshold (Threshold Maintenance Counter) is set to 0, the Controller will
not compare the count or time PV to the alarm threshold SV.
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Monitoring Operations from the Network Configurator

Any of the following methods can be used to monitor the number of contact operations
in the local input status, test output status, or local output status.

Monitor Device 'E *

(1)

Status] Parameters  Maintenance ] Errar Hish:ur_l,l]

Select the device and select Device — Maintenance information from the
menu bar.

Select the device and click the toolbar’'s Maintenance Button.

Select the device, right-click that device, and select Maintenance
information from the popup menu.

Select the device, select Device — Monitor from the menu bar, and click
the Maintenance Tab in the displayed window.

Select the device, click the toolbar's Device Monitor Button, and click the
Maintenance Tab in the displayed window.

Select the device, right-click that device, select Monitor from the popup
menu, and click the Maintenance Tab in the displayed window.

—_—

M2 T —Frb Lenma b 200 M mmere —biman Toieem

[ o

B B
B B
B B
-

Parameter Name | " alue | A|
0745 Test Output] Maintenance Counter il
0750 Test Output? Maintenance Counter il
0155 Test Output3 Maintenance Counter il
0227 Safety Inputd/E Operation Time 0 ms
0230 Safety Inputd/E Operation Time [Peak]  Oms
0256 Safety Input]/E Operation Time Excee... 0K
0232 Safety Input] /7 Operation Time 0 ms
0235 Safety Input] /7 Operation Time [Peak]  Oms
0257 Safety Input1 /7 Operation Time Excee... 0K
0237 Safety Input2/8 Operation Time 0mg
0240 Safety Input2/8 Operation Time [Peak]  Oms
0258 Safety Input2/8 Operation Time Excee... 0K

=l

Cloze

Each 1/O point’s accumulated contact operations count can be cleared. To clear the

count, select the contact operations count to be cleared and click the Clear Value

Button.
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7-4 Displaying Safety De

Device Status Display

vice Status

Safety information for safety devices (NE1A-SCPU and DST1 Series) can be
displayed in Maintenance Mode. An example is shown below.

& Untitled - Netu:ork Configzrator

File Edt Wew Network Device
bD=EdE 2
B L

EDS File Tools Option Help

e ¢ =

BB Network Configurator
=8 DeviceNet Hardware
=-(@ Vendor
(3 OMRON Corporation
(= DeviceType

A o

HOO H01
NE1A-5CPUO241  NE1A-SCPL
|

P

HO2
NE14-5CPUDT

) oy AC Diives

|- g Communications Adapter
-5 Discrete Safety /0

¥ o General Purpose Discrete 1/0
- g Generic Devics

] oy Human-Machine Interface

[+] gy Position Controller

- Satety Network Controller

Usage of Netwark Bandwidth of 5

125k mis: [
0% [Zig 100%

sfety Connections

250K Bit/s I
0% [ 100%

sook s | Caloulate EFI

0% [y 100%

x
Comment

Product Name

NE1A-SCPUNZYWT
NETA-SCPUOT Yer2
NE1ASCPUDT

NE1A-SCPUDZYWT
NETA-SCPUDT Yer2
NE1ASCPUDT

T

Voltage

™ | Message Code Date Description

Ready L:DeviceNet | T:DeviceNet USE-LOCATION3ZTOOLBUS  [#OONE1A-SCRUDT (115200 Bit/s | @8 On-fine

Moving to Maintenance Mode

The icons that appear in the Maintenance Mode display indicate the status shown in

the following table.

Icon (diagram)

Status

Gray with white border

Offline

Gray with green border

Default status (Not set in
configuration.)

Green Idle state

Blue Normal execution
Yellow Warning

Red Alarm

Updating Device Status Displays

Device status displays are automatically updated when the following operations are
executed using the Network Configurator.

Uploading networks

Downloading networks

Downloading parameters

Updating maintenance information
Uploading device modes (RUN/IDLE)
Resetting devices

In addition, while online, the display can be updated at any time by selecting Network
—Update Device Status.
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Automatic Updates of Device Status Displays

When the Network Configurator is connected to the system and online, device
information can be automatically acquired and the status displayed. To have device
status updated and displayed automatically when an online connection is made, select
Options — Update Device Status automatically, when it was connected on

Network.
Select Interface 4
Edit Configuration File L4

Setup Monitar Refresh Timer

Inztall Plugin Module

|Ipdate Parameter automatically, when Configuration was changed

Update Device Status automatically, when it was connected on Metwork
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Section 8-1

Connection Status Tables

8-1

8-1-1

8-1-2

Outline

Connection Status Tables

If an error occurs when the NE1A-series Controller tries to establish a safety
connection with a DST1-series Safety I/O Terminal or an NE1A-series Controller set
as a Slave, the 7-segment display will display the error code “d6”.

Check the status code (error code) shown on the Safety Connection Tab Page in the
Monitor Device Window and take the corresponding countermeasure.

Connection Status for DST1 Series

Status

Countermeasure

00:0001

Normal communications

The Safety I/0 connection status is normal.

01:0001

Safety I/O Connection
Timeout

The Safety /O connection has timed out. Check the following items.
¢ Do all nodes have the same baud rate?

e |s the cable length correct (trunk lines and branch lines)?

e Is the cable disconnected or slack?

e |s the terminating resistance only on both ends of the main line?

e |s there a lot of noise?

e Is the network bandwidth allocation suitable?

01:0105

Configuration Owner Error

The Safety Slave was configured from a configuration tool or Safety Master
at a different node address last time. Reset the Safety Slave to the default
settings and download the device parameters again.

Refer to 5-1-2 Setting Safety Connection Parameters for information on
configuration owners.

01:0106

Output Connection Owner
Error

The Safety Slave established output safety I/o connections with a Safety
Master at a different node address last time.

Reset the Safety Slave to the default settings and download the device
parameters again.

Refer to 5-1-2 Setting Safety Connection Parameters for information on
output connection owners.

01:0110

Device Not Configurated

The Safety Slave has not been configured. Download the device
parameters to the Safety Slave.

01:0113

No. of Connections Error

The setting for the number of safety 1/O connections exceeds the upper
limit supported by the Safety Slave. Adjust the Safety Connection setting for
the relevant Safety Master.

01:0114

Vendor ID or Program
Code Error

The device data (vendor ID or product code) for the device on the

Configurator and the device used in the actual system does not match.

e Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

¢ If they do match, delete then re-register the connections registered to the
Safety Master.

01:0115

Device Type Error

The device data (device type) for the device on the Configurator and the

device used in the actual system does not match.

o Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

o If they do match, delete then re-register the connections registered to the
Safety Master.

01:0116

Revision Error

The device data (revision) for the device on the Configurator and the device

used in the actual system does not match.

o Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

¢ If they do match, delete then re-register the connections registered to the
Safety Master.
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Status

Countermeasure

01:0117

Connection Path Error

1: Two or more output safety I/O connections have been set for the Safety
Slave.

¢ Change the Safety Connection setting for the Safety Master so there is
only one connection. Then reset the Safety Slave to default settings and
download the device parameters to the Safety Slave again.

2: The same output assembly number for a Safety Slave has been used for
both a Safety Master and a Standard Master.

¢ Input assembly numbers can be duplicated but output assembly
numbers cannot. Check the Safety Connection setting for both the
Safety Master and the Standard Master then return the Safety Slave to
default settings and download the device parameters to the Safety Slave
again.

¢ If the error remains even after the above countermeasure has been
performed, delete and re-register the connections registered to the
Safety Master.

01:031E

No. of Connections Error

The setting for the number of safety 1/0O connections exceeds the upper
limit supported by the Safety Slave. Adjust the Safety Connection setting for
the relevant Safety Master. In particular, check that no more than 15 Safety
Masters are set for each Multi-cast connection, with a maximum total of 30.

01:031F

Connection ID Resource
Error

The maximum number of connection IDs for one Safety Master (12) has
been exceeded.

Change the ID allocation under Edit Safety Connection — Expansion
Connection Setting to “Check Produced IDs in the Safety Slave” in the
corresponding Safety /0O Connection (Safety Input Assembly) setting, then
download the device parameters to the Safety Master again.

01:07FF

Non-existent Safety Slave

The Safety Slave may not have been added to the network correctly. Check
that the corresponding Safety Slave is online (i.e., the NS indicator is
flashing green or lit green.) If the Safety Slave is not online, check the
following items.

e |s the node address for the Safety Slave correct?

¢ Do all nodes have the same baud rate?

e |s the cable length correct (trunk lines and branch lines)?

e |s the cable disconnected or slack?

o Is the terminating resistance only on both ends of the main line?

e Is there a lot of noise?

01:080C

Safety
Mismatch

Signature

The safety signature for the Safety Slave monitored by the Safety Master

does not match the safety signature of the Safety Slave itself.

o Reset the Safety Slave to default settings then download the device
parameters again.

o If the above remedy does not work, delete then re-register the
connections registered to the Safety Master.

01:080E

TUNID Mismatch

The TUNID for the Safety Slave monitored by the Safety Master does not

match the TUNID of the Safety Slave itself.

* Reset the Safety Slave to default settings then download the correct
device parameters.

¢ If the above remedy does not work, delete then re-register the
connections registered to the Safety Master.

Refer to 3-4-2 Network Numbers for information on TUNIDs.

01:080F

Safety Configuration not
possible

The Safety Slave is configuration locked and Configure the target device is

selected for the Open Type setting for the Safety Master connection.

¢ Release the configuration lock on the Safety Slave to configure the
Safety Slave from the Safety Master.

¢ To configure the Safety Slave from a configuration tool, set the Safety
Master connection to Check the safety signature under Open Type. Then
reset the Safety Slave to default settings and download the device
parameters to the Safety Slave again.
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8-1-3  Connection Status for the NE1A-series Controller (Safety
Slave Function)

Status Countermeasure
00:0001 Normal communications The Safety I/0 connection status is normal.
01:0001 Safety I/O Connection The Safety 1/0 connection has timed out. Check the following items.
Timeout e Do all nodes have the same baud rate?

e Is the cable length correct (trunk lines and branch lines)?

¢ |s the cable disconnected or slack?

e |s the terminating resistance only on both ends of the main line?
e Is there a lot of noise?

e |s the network bandwidth allocation suitable?

01:0106 Output Connection Owner | The Safety Slave established an output safety 1/0O connection with a Safety
Error Master with a different node address last time.

Reset the Safety Slave to the default settings and download the device
parameters again.

Refer to 5-1-2 Setting Safety Connection Parameters for information on
output connection owners.

01:0109 Data Size Error The Safety Slave I/O size set to the NE1A-series Controller Safety Slave
and the size set under the Safety Master safety connection setting does not
match. The Safety Slave I/O setting may have been changed, so delete
then re-register the connections registered to the Safety Master.

01:0110 Unconfigurated Device The Safety Slave has not been configured. Download the device
parameters to the Safety Slave.

01:0111 EPI Error The EPI set under the Safety Master safety connection setting is smaller
than the Safety Slave cycle time. The EPI must be longer than both the
Safety Master and the Safety Slave cycle times. Check the Safety Master
safety connection setting.

01:0113 No. of Connections Error The setting exceeds the maximum number of safety I/O connections
supported by the Safety Slave. Check the relevant Safety Master safety
connection settings.

01:0114 Vendor ID or Product The device data (vendor ID or product code) for the device on the

Code Error Configurator and the device used in the actual system does not match.

e Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

¢ If they do match, delete then re-register the connections registered to the
Safety Master.

01:0115 Device Type Error The device data (device type) for the device on the Configurator and the

device used in the actual system does not match.

o Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

o If they do match, delete then re-register the connections registered to the
Safety Master.

01:0116 Firmware Revision Error The device data (firmware revision) for the device on the Configurator and

the device used in the actual system does not match.

o Use Safety Slave Verification (Device — Parameter — Verify) to check
that the device in the system and the device registered to the Safety
Master match.

¢ [f they do match, delete then re-register the connections registered to the
Safety Master.

01:0117 Connection Path Error Two ore more single-cast safety I/O connections or a multi-cast safety 1/0

connection with a different EPI has been set for a safety slave /0.

¢ To share one safety slave 1/0 on a Safety Slave with more than one
Safety Master, make the EPI all the same and set the connection type to
Multi-cast.

¢ NE1A-series Controller Safety Slaves cannot have more than one single-
cast safety I/O connection for each Safety Slave I/O. Set multiple
connection paths for the NE1A-series Safety Slave Safety Slave 1/0O.

¢ [f the connection is not restored with the above remedy, delete then re-
register the connections registered to the Safety Master.

01:031E No. of Connections Error The setting for the number of safety 1/0O connections exceeds the upper
limit supported by the Safety Slave. Adjust the Safety Connection setting for
the relevant Safety Master. In particular, check that no more than 15 Safety
Masters are set for each Multi-cast connection, with a maximum total of 60.
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Status

Countermeasure

01:031F

Connection ID Resource
Error

The maximum number of connection IDs for one Safety Master (12) has
been exceeded.

Change the ID allocation under Edit Safety Connection — Expansion
Connection Setting to “Check Produced IDs in the Safety Slave” in the
corresponding Safety I/O Connection (Safety Input Assembly) setting, then
download the device parameters to the Safety Master again.

01:07FF

Non-existent Safety Slave

The Safety Slave may not have been added to the network correctly. Check
that the corresponding Safety Slave is online (i.e., the NS indicator is
flashing green or lit green.) If the Safety Slave is not online, check the
following items.

e Is the node address for the Safety Slave correct?

¢ Do all nodes have the same baud rate?

e Is the cable length correct (trunk lines and branch lines)?

e |s the cable disconnected or slack?

o |s the terminating resistance only on both ends of the main line?

e Is there a lot of noise?

01:080C

Safety Signature
Mismatch

The safety signature for the Safety Slave monitored by the Safety Master

does not match the safety signature of the Safety Slave itself.

o Reset the Safety Slave to default settings then download the device
parameters again.

e If the above remedy does not work, delete then re-register the
connections registered to the Safety Master.

01:080E

TUNID Mismatch

The TUNID for the Safety Slave monitored by the Safety Master does not

match the TUNID of the Safety Slave itself.

* Reset the Safety Slave to default settings then download the correct
device parameters.

¢ |f the above remedy does not work, delete then re-register the
connections registered to the Safety Master.

Refer to 3-4-2 Network Numbers for information on TUNIDs.

DO0:0001

IDLE Mode

The NE1A-series Safety Master is in IDLE mode, so safety I/O connections
have not been established.
Change the NE1A-series Safety Master operating mode to RUN mode.
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8-2 Errors When Downloading

8-2-1 Outline

The NE1A-series Controller or DST1-series or other Safety Devices may return an
error when configuration data is downloaded to them. The cause of the error can be
determined from the error information displayed on the Network Configurator.

8-2-2  Error Messages and Countermeasures

Message displayed on the Network Configurator

Countermeasure

Object state conflict.

A fatal error (Abort)(MS indicator flashes red) has occurred. Set the switches
correctly or execute reset (Out-of-Reset) to clear the configuration data.

The device is locked.

The configuration data is locked. (LOCK indicator is lit.) Release the lock.

The TUNID not matched.

The device is waiting for a TUNID setting after being reset (NS indicator is
flashing green/red) or the TUNID of the Network Configurator is different
from the device when downloading. Use the following steps to check the
setting.

(1) Reset the device to default settings then download the parameters
again. The network number may, however, be different from other
devices. If the NE1A-series Controller 7-segment display shows “d6”
(A Safety I/0O Connection Establishment Failure message appears on
the Error History Tab Page in the Network Configurator Monitor
Device Window) after the operating mode has been changed, use
steps (2) or (3) to correct the error.

(2) Select Network — Upload in the Network Configurator. Unify the
network numbers and reset all devices to the default settings. Once
reset, download the parameters to all devices again.

(3) Select Network — Property to display the Network Property Dialog
Box in Network Configurator then click the Get from Network Button
in the Network Number Field. If there are multiple network numbers,
select one of these numbers to unify all to that network number.

Privilege violation.

The password used does not provide authority to change configurations.
Check that the correct password is being used.

Attempted to change the setting to stand alone mode via DeviceNet.
Connect the Network Configurator to a USB connection and download the
data again.

Device state conflict.

Downloading from more than one Network Configurator at the same time.
Wait until other downloads have been completed.

The error occurred in the validation of a device
parameter.

There is a non-alignment between configuration parameters. Check the
following items and change the parameters.

e The time parameters (e.g., Discrepancy Time) set for function blocks in
the NE1A-series Controller settings are shorter than the NE1A-series
Controller cycle time.

e The safety connection EPI is shorter than the cycle time.

e The safety inputs are set to Test pulse from test out but the test source
has not been set.

e One of the safety inputs in a dual channel setting is set as a standard
input and the other has a different setting.

* One of the safety inputs in a dual channel setting is set to Not used and
the other has a different setting.

e One of the safety outputs in a dual channel setting is set to Not used
and the other has a different setting.

e The maximum number of connection IDs for one Safety Master (12)
has been exceeded in the safety I/O configuration. Change the ID
allocation under Edit Safety Connection — Expansion Connection
Setting to “Check Produced IDs in the Safety Slave” in the
corresponding Safety I/0O Connection (Safety Input Assembly) setting,
then download the device parameters to the Safety Master again.

230




Section 8-2  Errors When Downloading

Message displayed on the Network Configurator

Countermeasure

The error occurred in the validation of a device
parameter.

The program may have been created with an earlier Network Configurator

than version 1.5[]. The checks for safety functions have been improved in

version 1.5 so programs created in an earlier version of the NE1A-series

Controller cannot be downloaded as is. Use the following procedure to

convert the program and then download the program again.

(1) Click the Edit Button on the Logic Tab page in the Edit Device
Parameters Window of the NE1A-series Controller to open the Logic
Editor.

(2) Select Edit - Find Function Blocks with Open Connections to
check all function block I/O are connected. For information on open
function block connections, refer to Precautions When Moving from
Version 1.3// to 1.5/7on page 24.

(3) Select File — Apply to save the logic program then close the Logic
Editor.

(4) Return to the NE1A-series Controller's Edit Device Parameters
Window and click the OK Button.

The hardware may be malfunctioning. Cycle the NE1A-series Controller
power and execute self-diagnosis. If the MS indicator is lit red, replace the
hardware.

Logic Editor: Consistency Error.

The network configuration has changed, which has resulted in a non-
alignment between the logic program data and other data. Start Logic Editor
and check changed I/O locations and make the settings again.

Device can not be accessed.

Device is waiting for a TUNID setting (NS indicator is flashing green/red)
after reset was executed from another node during download. Set the TUNID
and download again.

Refer to 3-4-2 Network Numbers for information on TUNIDs.

Connection can not be opened.

1: Could not establish connection with device when downloading to the
device via DeviceNet. Check that the power is ON to the device and
download again.

2: The connection resources available for the device are being used to
establish safety /0O connections with the Safety Master, so a connection
cannot be established with the Network Configurator. Change the
operating mode of the Safety Master to which the safety connections are
registered to IDLE mode.

3: If the above causes do not apply, noise or other factors may be making
communications unstable. Check the following items.

¢ Do all nodes have the same baud rate?

e |s the cable length correct (trunk lines and branch lines)?

e Is the cable disconnected or slack?

e Is the terminating resistance only on both ends of the main line?

e Is there a lot of noise?

Sending message failed.

Downloaded via USB to the device but could not connect to the device.
Check that the power is turned ON to the device and download again.

Connection failed.

Tried to configure a device on the DeviceNet network via the NE1A-
series Controller USB port, but connection failed. Check that power is
turned ON to the device and download again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

¢ Do all nodes have the same baud rate?

e |s the cable length correct (trunk lines and branch lines)?

e |s the cable disconnected or slack?

e Is the terminating resistance only on both ends of the main line?

e Is there a lot of noise?

In order to configure the device, the device
needs to be reset. Because, the device is
configured by another device.

The Safety Slave was configured from a Safety Master last time (see note).
Reset the Safety Slave to default settings and download the device
parameters again.

Note: Refer to 5-1-2 Setting Safety Connection Parameters for information
on configuration from Safety Masters.
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Message displayed on the Network Configurator

Countermeasure

Logic is incomplete. Please confirm logic.

There are open inputs or outputs in a function block used in the logic
program. Click the Edit Button on the Logic Tab Page to open the logic and
perform the following measures.

e Connect the open inputs or outputs.

e Change the number of I/O setting for the function block to delete the

open input or output.

Function blocks with open inputs or outputs can be searched by using Edit —
Find Function Blocks with Open Connections. For details, refer to
Finding Function Block with Open Connections in 6-3-3 Programming Using
Function Blocks and Precautions When Moving from version 1.3/ 7to 1.5/
on page 24.
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8-3 Errors When Resetting

8-3-1 Outline

When the NE1A-series Controller or a DST1-series or other Safety Device is reset, the
device may return an error response. The cause of the error can be determined from
the error information shown in the Network Configurator.

8-3-2  Error Messages and Countermeasures

Message displayed on the Network Configurator

Countermeasures

Object state conflict.

The specified reset cannot be executed in the current device status. Refer
to 7-2-2 Reset Type and NE1A-series Controller Status in the Safety
Network Controller Operation Manual (Z906) and change the operating
mode or configuration lock status of the NE1A-series Controller. Then
execute the reset again.

Invalid TUNID of Device (%s). Device will be
reset by Device’s TUNID. OK?

The TUNID saved to the device and the TUNID specified by Network
Configurator do not match. Check that the device MAC ID matches and
execute the reset if it is OK to use the device TUNID.

Privilege violation.

The password used does not provide authority to change configurations.
Check that the correct password is being used.

Specified device can not be accessed, or wrong
device type or password.

The device has just been reset or the power cycled and the device is not
ready for communications (i.e., not online with the NS indicator flashing or lit
green.) Check that the device is communications ready then reset.

The device specified for reset may not support that service. Check that the
device node address is correct.

The configuration data is locked. (The LOCK indicator is lit.) Remove the
lock then execute the specified reset.

The device is performing safety I/O communications and cannot, therefore,
execute the specified reset. Change the operating mode of the relevant
Safety Master to IDLE mode. Then execute the specified reset.

Connection failed.

Tried to reset a device on the DeviceNet network via the NE1A-series
Controller USB port, but connection failed. Check that power is turned ON to
the device and reset again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

¢ Do all nodes have the same baud rate?

e |s the cable length correct (trunk lines and branch lines)?

e |s the cable disconnected or slack?

e |s the terminating resistance only on both ends of the main line?

o |s there a lot of noise?
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8-4 Errors When Changing Modes

8-4-1 Outline

When the operating mode of the NE1A-series Controller or DST1-series or other
Safety Device is changed, the device may return an error response. The cause of the
error can be determined from the error information shown in the Network Configurator.

8-4-2  Error Messages and Countermeasures

Message Displayed on the Network Configurator

Countermeasures

Object state conflict.

A fatal error (Abort)(MS indicator flashes red) has occurred. Set the switches
correctly or execute reset (Out-of-Reset) to clear the configuration data.

Object state conflict.

1. The device has not been configured (Configuration Mode). Download the
device parameters.

2. A fatal error (Abort) has occurred. Set the switches correctly or execute
reset (Out-of-Reset) to clear the configuration data. Once the
configuration data is cleared, download the device parameters again.

Already set to the specified mode.

The device is already in the specified operating mode.

The TUNID is not matched.

The TUNID saved to the device and the TUNID specified by the Network
Configurator do not match. Check that the device MAC ID matches. If it
does, it means that the device network number and the network number in
the Network Configurator do not match. Select Network — Upload in the
Network Configurator to match the network numbers.

Privilege violation.

The password used does not provide authority to change the operating
mode. Check that the correct password is being used.

Specified device can not be accessed, or wrong
device type or password.

The device has just been reset or the power cycled and the device is not
ready for communications (i.e., not online with the NS indicator flashing or lit
green.) Check that the device is communications ready then reset.

The device for which the operating mode change request was made may not
support that service. Check that the device MAC ID is correct.

Connection failed.

Tried to change the operating ode of a device on the DeviceNet network via
the NE1A-series Controller USB port, but connection failed. Check that
power is turned ON to the device and reset again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

¢ Do all nodes have the same baud rate?

e Is the cable length correct (trunk lines and branch lines)?

e |s the cable disconnected or slack?

e Is the terminating resistance only on both ends of the main line?

e Is there a lot of noise?
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Apendix A-1__Connecting to the Network via a CS/CJ-series PLC

A-1 Connecting to the Network via a CS/CJ-series
PLC

A-1-1  Connecting to the DeviceNet Network

The Network Configurator can be connected online to the DeviceNet network via a
serial communications port on a CS/CJ-series CPU Unit or via a CS/CJ-series
Ethernet Unit, as shown in the following figure. This section describes the procedure.
Refer to 3-3 Connecting to the Network to connect to the network via the USB port on
the NE1A-series Controller and a DeviceNet Interface Card installed in the computer.

1)Connect the COM port on the computer to a serial communications port on the
CS/CJ-series CPU Unit (i.e., the peripheral port or the RS-232C port) or a Serial
Communications Board/Unit (i.e., a RS-232C port or a RS-422A/485 port) using a
peripheral bus (ToolBus) or Host Link connection.
To connect to the DeviceNet network, the PLC must have a CS/CJ-series
DeviceNet Unit (i.e., the CS1W-DRM21(-V1) or CJ1TW-DRM21).

Network Configurator

COM port
Serial connection (ToolBus or Host Link)

CS/CJ-series

DeviceNet Unit
Serial communications port (peripheral port or
RS-232C port) of the CS/CJ-series CPU Unit or
serial communications port (RS-232C port) of a
Serial Communications Board/Unit

== DeviceNet network
J

The DeviceNet can be connected to crossing multiple network layers (3 layers
max.) using serial communications, as shown in the following figure.

Network Configurator

@

Controller Link Unit COM Port Controller Link Unit

Serial Connection

. CS/CJ-series DeviceNet Unit
(ToolBus or Host Link)

u]

A I\

Controller Link network
DeviceNet network
[ |
Across network layers el
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2)Connect the Ethernet port of the computer to a CS/CJ-series Ethernet Unit.
To connect to the DeviceNet network, the PLC must have a CS/CJ-series
DeviceNet Unit (i.e., the CS1W-DRM21(-V1) or CJ1W-DRM21).

Network Configurator CS/CJ-series CS/CJ-series

Ethernet Unit DeviceNet Unit

CPU Unit

Ethernet port ‘

Ethernet network

DeviceNet network
M

=
The DeviceNet network can be connected to crossing multiple network layers (3
layers max.) using Ethernet, as shown in the following figure.

Network Configurator

D
©

Ethernet network

Controller Link Unit

CS/CJ-series Controller Link Unit CS/CJ-series DeviceNet Unit
Ethernet Unit

CPU Unit

4

Controller Link network

Across network layers

DeviceNet network

Cl
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A-1-2  Specifying the Connection Interface

Use the following procedure to specify the connection interface to use.
Note: Specify the connection interface whenever specifying an online connection.

1 Select Option - Select Interface from the menu bar.
(The interface currently used will be selected.)

2 Select an interface to use from those displayed on the submenu.
e Serial Port: Select SYSMAC CS/CJ I/F Port.
e Ethernet Unit: Select SYSMAC CS/CJ Ethernet Unit I/F.

3 Select Network - Connect from the menu bar.
The window corresponding to the specified connection interface will be displayed.
Refer to Specifying the SYSMAC CS/CJ Interface Port as the Connection Interface
or Selecting the SYSMAC CS/CJ Ethernet Unit Interface as the Connection
Interface in the following pages for the operating procedure.

Note: The interface cannot be changed while the Network Configurator is online.
Select Network — Unconnect and then change the interface offline.
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Specifying the SYSMAC CS/CJ Interface Port as the Connection Interface

(Continued from step 3 on the previous page.)

1 When SYSMAC CS/CJ I/F Port is selected as the connection interface, the Setup
Interface Window will be displayed. An example is shown below.

Setup Interface x|

Interface : |l

Metwork Address :

MNode Address: |0

Unit Ma.: [0 =
GOM Fort: [coM1 =]
Baud Rate : 115200 Bit/s =l
Data Leneth): Im
Parity s Mo -

atop Bit I'IEIit vI
0] 4 I Cancel |

Set each item as described below.

Interface Select either one of the following interfaces as the
serial communications mode for the serial
communications port on the CS/CJ-series PLC.

* Peripheral bus (ToolBus)
* Host Link

Network Address Enter the FINS network address of the destination
DeviceNet Unit. Enter this address when crossing
the network farther than the serial communications
port of the CS/CJ-series CPU Unit. Enter 0 when
not crossing network layers.

Node Address Enter this address when crossing the network
farther than the serial communications port of the
CS/CJ-series CPU Unit. Enter 0 when not crossing
network layers.

CPU Bus Unit Number Enter the unit number of the DeviceNet Unit (i.e.,
the CS1W-DRM21(-V1)) as a CPU Bus Unit (i.e.,
the value set on the rotary switches on the front of
the DeviceNet Unit).

* The unit number is between 0 and 15.

Communications Port Select the COM port on the computer running the
Network Configurator (version 2.[1).
* Select from the list of available COM ports.
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Baud Rate

Data Length

Parity

Stop Bits

Set the baud rate for the serial communications port on the

CS/CJ-series PLC.

« 9,600, 19,200, 38,400, or 115,200 bit/s.

Note: The baud rates that can be selected for the peripheral bus
(ToolBus) and Host Link are different. For details, refer to
the CS/CJ Series Operation Manual.

Set the data length for the serial communications port on
the CS/CJ-series PLC. This setting is required only when
using the Host Link interface.

7 or 8 bits

Set the parity for the serial communications port on the
CS/CJ-series PLC. This setting is required only when using
the Host Link interface.

* None, even, or odd

Set the number of stop bits for the serial communications
port on the CS/CJ-series PLC. This setting is required only
when using the Host Link interface.

* 1 or 2 bits

IMPORTANT: Always select the peripheral bus (ToolBus) interface when making a serial
connection through the CS1W-CN226/626 or the XW2Z-200S-CV/500S-CV
Connecting Cable to a CS-series PLC with the CS1W-DRM21(-V1) mounted
to the CPU Rack. A connection will not be possible if the Host Link interface is

selected.

CS-series
DeviceNet Unit

Network Configurator
WS02-CFDC1-J

The Host Link interface cannot be used when
using the CS1W-CN226/626 or the
XW2Z-200S-CV/500S-CV Connecting Cable.
Use the peripheral bus interface.

DeviceNet network

| -

Note: < Forinformation on the FINS node address, refer to the CS/CJ-series
DeviceNet Unit Operation Manual (W380).
+ When Host link is selected, it may take several minutes to download from
the network. It is recommended to select the Peripheral Bus (ToolBus) for
the serial connection.
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Selecting the SYSMAC CS/CJ Ethernet Unit Interface as the Connection
Interface

The user can connect the computer (i.e., the Network Configurator) directly to an
Ethernet network and connect online to the DeviceNet network using a CS/CJ-series
Ethernet Unit and CS/CJ-series DeviceNet Unit.

Note: Connection via Ethernet is supported only when using both the CS/CJ-series
Ethernet Unit and the CS/CJ-series DeviceNet Unit. (This connection is not
possible if Units from any other PLC Series are used.)

When multiple PLCs with both Ethernet Units and DeviceNet Units are connected to
the Ethernet network, the specified DeviceNet network can be connected to online by
switching the connection destination. The destination DeviceNet network is registered
by specifying the IP address of the Ethernet Unit and the unit number of the DeviceNet

Unit.
Network Configurator
Ver. 2.11
FINS node address
—
Switchable (See note.)
% Ethernet
p.
t
IP address x
| 18 |g= Luni 8 |EZL|Z.
ggé’é’hﬁ/number g3 gg%g
£P1S5|4R 8% |&[ |z
] ‘"3’ OO0 8
IP address Controller link

DeviceNet

Unit number
Node address

/

Across network layers

ClJ-series
CPU Unit

Controlls+tink <
nit

Network address

DeviceNet
Unit

DeviceNet
'\f'\'/r"' S

=
N

Note: The registered name of the destination DeviceNet network can be specified to
switch the destination DeviceNet network. The name of the destination
DeviceNet network can be registered by specifying the following items.

« |P address and UDP port number of the Ethernet Unit

* Network address, node address, and CPU Bus Unit unit number of the
DeviceNet Unit

* FINS node address of the computer (i.e., the Network Configurator)
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Registering Destination DeviceNet Networks

It is necessary to register the destination DeviceNet network in advance for a
connection via Ethernet. A maximum of 20 DeviceNet networks can be registered.
Use the following procedure to register the destination DeviceNet network.

1 Select Network - Connect.
2 The following window will be displayed.

Setup Interface x|

— Host (PC) Infar mation

Host Mame :
IP Sddress :

Metwork Address :
Mode Address :

PCA

I'I 02168.38182

— Remaote Information

Registration Mame :
— DeviceMet Unit

MHetwork Address :
Mode Addres :
it Mo :

— Ethernet Lnit

Paort Mo :
IP Address :

0] 4

Cancel

Interface Setting Window

Host (PC) . . ) .
Information Settings of the computer running the Network Configurator are displayed.
Host Name The name of the computer is displayed automatically.
IP Address The |IP address of the computer is displayed automatically.

The FINS network address set in the computer is displayed.

Network Address (The value set in the Destination Registration Window after

clicking the Set Button in step 3 below will be displayed.)

Node Address

The FINS node address set in the computer is displayed.
(The value set in the Destination Registration Window after
clicking the Set Button in step 3 below will be displayed.)
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3 Click the Set Button. The Destination Registration Window will be displayed. An
example is shown below.

Registration of the connection

Registration Mame :

—Hozt{PCY Information
Metwork Addresz : |0

=i
Mode Address : |0 —
—Remote Information
—DeviceMet Unit
Metwork, Addresz : |0 —
Mode Address : |0 =
Unit Mo, : |0 —

— Ethernet Lnit
Faort Mo,

IP Address : I a a a a

e |

—Reegizter List
Registratio.. | Made | Unit | Part | IP Addre.. |

Cloze |

Destination Registration Window

Registration | Set the registered name of the destination DeviceNet network. Up to 20 names can be

Name registered. A registration name can use up to 25 characters.
m?z:rist;i)on Computer (i.e., Network Configurator) settings
Network Enter the FINS network address of the computer. Set the same value
as the network address of the Ethernet Unit. Enter O to not set a
Address
network address.
Node Enter the FINS node address of the computer.
Address
Remote Setting items for the DeviceNet and the Ethernet Unit that relay the connection to the
Information | DeviceNet Network.
DeviceNet Network Enter the FINS network address of the destination
Unit Address DeviceNet Unit. Enter an address here to cross the
network farther than the Ethernet network directly
connected to the computer. Enter 0 when not
crossing network layers.
Node Address | Enter the node address of the destination
DeviceNet Unit. Enter an address here to cross the
network farther than the Ethernet network directly
connected to the computer. Enter 0 when not
crossing network layers.
CPU Bus Unit Enter the unit number of the destination DeviceNet
Number Unit as a CPU Bus Unit.
Ethernet Unit | Port Number Enter the UDP port number for the FINS of the
Ethernet Unit.
IP Address Enter the IP address of the Ethernet Unit.
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Setting the Network Address in the Host (PC) Information Area
Set the FINS node address of the computer.
The computer (i.e., the Network Configurator) uses the OMRON FINS
communications service to connect to the DeviceNet network via the Ethernet. It
is necessary to set the FINS node address as well as the IP address.
For the network address, set the same value as the Ethernet Unit. The network
address of the Ethernet Unit is set in the routing table of the CPU Unit. Enter O
when not using the routing table.

Setting the Node Address in the Host (PC) Information Area
Set the FINS node address of the computer.
For this setting, it is necessary to set the correspondence between the remote IP
address and the FINS node address using the OMRON Ethernet Unit. For details,
refer to the SYSMAC CS/CJ Series Ethernet Unit Operation Manual (W420, W421
and W343).

Setting the Network Address in the DeviceNet Unit Field of the Remote

Information Area
Set the FINS network address of the DeviceNet Unit to which the destination
DeviceNet network is connected.
Enter the value when crossing the network farther than the Ethernet network
directly connected to the computer. Enter 0 when not crossing network layers.

Setting the Node Address in the DeviceNet Unit Field of the Remote

Information Area
Set the Node Address of the DeviceNet Unit to which the destination DeviceNet
network is connected.
Enter the value when crossing the network farther than the Ethernet directly
connected to the computer. Enter 0 when not crossing network layers.

Setting the CPU Bus Unit Number in the DeviceNet Unit Field of the Remote

Information Area
Set the unit number (0 to F) of the DeviceNet Unit as a CPU Bus Unit to which the
destination DeviceNet network is connected.

Setting the Port Number in the Ethernet Unit Field of the Remote Information

Area
Set the UDP port number with which the Ethernet Unit performs the FINS
Communications Service. Set the same value as in the setting in the CPU Bus
Unit System Setting Area in the CPU Unit to which the Ethernet Unit is mounted.
Normally 9600 is used.

Setting the IP Address in the Ethernet Unit Field of the Remote Information

Area
Set the IP address of the Ethernet Unit.
To set the IP address of the Ethernet Unit, refer to SYSMAC CS/CJ Series
Ethernet Unit Operation Manual (W420, W421 and W343).

4 Click the Register Button. The set values will be registered and displayed in the

Registration List.

» Name: Registration name of the destination DeviceNet network

* Node: FINS network address and FINS node address (the third number is always
0) of the computer

* Unit: FINS network address, FINS node address, and unit number of the
DeviceNet Unit

* Port: FINS UDP port number of the Ethernet Unit

* IP Address: IP address of the Ethernet Unit

5 Click the Close Button to exit and return to the Setup Interface Window.
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Selecting the Registration Name (Destination DeviceNet Network)
Select the DeviceNet network that you want to connect from the registration names of
the registered connection destinations in the Setup Interface Window.

1

Select the destination registration name from the Registration Name Drop-down
List in the Remote Information Area.

In the Remote Information Area, the following set values of the selected
registration name will be displayed.

* Network Address: FINS network address of the DeviceNet Unit

* Node Address: Node address of the DeviceNet Unit

* CPU Bus Unit Number: Unit number of the DeviceNet Unit

* Port Number: FINS UDP port number of the Ethernet Unit

* IP Address: IP address of the Ethernet Unit

Click the OK Button.

Click the OK Button in the confirmation dialog box.

The connection to the DeviceNet network will be made.

When the connection is successful, the status indicator on the status bar will turn
blue and “On-line” will be displayed.

Note: For information on FINS network addresses and FINS node addresses, refer to

the CS/CJ Series DeviceNet Unit Operation Manual (W380) and the SYSMAC
CS/CJ Series Ethernet Unit Operation Manual (W420, W421 and W343).
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A-2 Editing CS/CJ-series DeviceNet Unit Parameters

This section describes how to edit the parameters of a CS/CJ-series DeviceNet Unit.
A-2-1  Setting the Unit Functions

The master function and slave function can be set.
Follow the procedure below to perform the settings.
1 Select the icon of the master in the Network Configuration Pane (right pane).

2 Select Device - Property.
The following window will be displayed. Click the Unit Function Tab.

CS1W-DRM21 Property E3

taster /0 Information I 10 Infarmation ﬂ PLC Infarmation |
General it Fuction

V¥ ‘Enable Master Functiore

[ Enabe Slave Function

Cloze |

3 Select the Enable Master Function or Enable Slave Function Option (or both).
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A-2-2

Master Parameter Overview
Use the following procedure to open the Parameter Edit Window.
1 Select the device for which you want to edit the parameters.
2 Select Device - Parameter - Edit.
3 The Edit Device Parameters Window for the master will be displayed.

Note: -« If the I/O size of the device displayed in the Network Configuration Pane and
the 1/0 data size of the device registered in the Scan List do not match, the
following warning dialog box will be displayed and the 1/O size set in the
Scan List will be given priority.

DeviceNet Configurator E |

“" I/ data size mismatch detected in the reqgistered device,
[ 1/ size in the Scan list will be used.

If there is a slave with no EDS installed, obtain an EDS and install it.

o If a slave device registered to another master device is registered in the
Scan List, the following warning message will be displayed when the Edit
Device Parameters Window is displayed.

DeviceNet Configurator E3 |

I,-“JI! Found a device in the Scan list which is already registered to other device,

Modify the registered slave in the Scan List.

o To operate the master function, select a device, select Device - Properties,
and then select the Enable Master Function Option in the Property Dialog
Box of the CS1W-DRM21(-V1)/CJ1W-DRM21.
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Edit Device Parameters E

Communication Cycle Time I teszage Timer I Slave Function |

General | 140 Allocation(0UT)

— Unregister Device List

| 170 &llacation(IN]

# | Product Mame

IDutSize |In Size “

#7405 DRT1D16
£ H0E  DRT1D16X

0 Eute 2 Bute
0 Byte 2 Byte

& | il | W Auta allocation as is registered.

— Reqizter Device List

i Product Marme | Out Size | Out Ch
Padt01  DRT1-0D16  2EByte
@ #02  DRT1-MD1.. 1Bwte  3201:Bit..
@#03 DRT1-D16-1  0OEwte
£ #04 DRT1DOZ 0 Byte

Advanced Setup... ’I

InSize | InCh C

0 Byte

1Byte  3300:Bit...
2Bwe  3301:Bit...
1Byte  3302:Bit...

Register/Unreqisterd |

Hplzad ‘| [Wawrload I [Caripare |

1 1
| ] | Cancel |

The Edit Device Parameters Window consists of the following 5 tab pages.

Tab page name

Description

General

Registers devices in the Scan List and performs 1/O allocations
using automatic setting.

1/0 Allocation (OUT)

Sets the OUT data allocation and OUT memory block of the CPU
Unit using the Advanced Setup.

1/0 Allocation (IN)

Sets the IN data allocation and IN memory block of the CPU Unit
using the Advanced Setup.

Communication Cycle Time

Sets the communications cycle time.

Slave Function

Sets parameters for using the slave function.

Message Timer

Set the monitoring timer for message communications (the same
time is used for both explicit and FINS message communications).
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General Tab Page

Communication Cycle Time I Meszage Timer | Slave Function I
General ! 140 Mloe 2tion[0UT) | 140 Allocation(IN) |
— Unregister Device List
i I Product Mame | Out Size | Ih Size I
# 405 DRT1ID16 0Byte  2Byte . L
&6 DRTIDIE OBge  2Byte Unregistered Device List
Device Register button
L Device Unregister button
: o * _ﬂ V' Auto allocation s is registered. Automatic allocation as registered
— Reaister Device List
# Product Name | Out Size | Out Ch InSize | InCh & An asterisk (*) appears when the slave
L4"01  DRT1-0D16 e . 0Byte i ~ An asterisk (*) appears when the slave is
£ #02 DRTIMD1.. 1BEpe  3201Bit. 1Bpte 3300:Bit..0 4 registered to allow explicit messages only,
& 403 DRT1D161  OBute 2Bypte  3301Bit..! !
& 404 DRTIIDOS  OByle 1Byte  3302Bi...| !
1 1
Advanced Setup... ¥ Register/Urregisterd 1]- Register/Unregistered Button
- \ 4
W plEad I Wewnlaad | [Eompate I I Advanced Setup Button
QK I Cancel |
Compare parameters
Mavsimlmm Al ;v e
Uowriivau parairiciers
Upload parameters
Item Description
Unregistered Device List Displays the slave devices displayed in the Network
Configuration Pane but not yet registered to a master.
Registered Device List Displays slave devices currently registered to the master.

Device Register and Unregister - Use the Device Register Button to move a device
Buttons from the Unregistered Device List above to the
Registered Device List below.

”» Use the Device Unregister Button to move a device
from the Registered Device List below to the
Unregistered Device List above.

Auto allocation as is registered Select this option to allocate unused words in the registration
order when registering slaves to a master in the Edit Device
Parameters Window.

Register/Unregister Button Click this button to cancel and re-allocate the I/O allocations
(allocation of unused words with no unallocated words) to the
selected slave.

Advanced Setup Button Click this button to set the connection settings and to display or
check device information.

Upload Button Click this button to upload online device parameters from
devices in an actual network.

Download Button Click this button to download online device parameters to
devices in an actual network.

Verify Button Click this button to verify online parameters of devices in an
actual network and the parameters held by the Network
Configurator.
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Slave Registration and Automatic I/O Area Allocation

If a slave is registered when the master function is enabled, words are automatically
allocated to it in the memory block set for I/O allocation.

Allocation is performed forward from the beginning of Memory Block 1 in the order of
registration for both the input and output areas. When Memory Block 1 is completely
allocated, allocation is performed in Memory Block 2. Set the areas and ranges of the
memory blocks for allocation in advance before registering slaves.

Note: Auto-allocation areas can be changed later.

Setting Memory Blocks for Allocation

1 Select a master and then select Device — Parameter — Edit. The Edit Device

Parameter Dialog Box will be displayed.
2 Click the 110 Allocation (OUT) Tab.

Edit Device Parameters [ x|
Communication Cycle Time I Message Timer | Slave Function I
General 1/0 Allocation(OUT) | 1/0 &llocation{IM] I
# Product ... | Size Ch 5] Auta I
) 3200:Bit00
Delete |
Edit... |
Information I
—Memory Block 1———————————— [~ Memory Block 2
Ch I Product Name |;] Ch I Product Mame |:]
WA 3200EH00 01 3F8SM-. | | | W 3400Bit00 -
W 3200:BitD8 | #01 3F38M-... W 3400:Bit08
W 3201:BitD0 | #01 3F38M-... W 3401:BitD0
W 3201:Bit03  HO1 3FS8M- . W 3401:Bit03
W 3202:Bit00 #0171 3FSSM-... W 3402:Bit00
W 3202:BitD3 | #01 3F38M-... W 3402:BitD3
W 3203:BitD0 | HO1 3F3SM-... W 3403:Bit00
W 3203:BitDS | #01 3F98M-... W 3403:BitD3
W 3204:Bit00 W 3404:Bit00
W 3204:BitD3 W 3404:BitD3
| Belely o =HTyh] LI Wl 2ANFR-RiHIN LI
oK I Cancel |

3 Click the Setup... Button in the Memory Block 1 Area.
4 Set the Area, Start Word, and Display Words (i.e., the number of words in) for

Memory Block 1.

Edit Memory Block E3

Area . {EONEED

Start'Word: [3200  Range: 0000 - 6143

Display Words |100 FRange: 1-500Ch

% I Cancel

5 Set Memory Block 2 in the same way.
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6 Click the I/O Allocation (IN) Tab and set the Memory Blocks in the same way as
the OUT block.

Note: « Setthe Area setting for unused blocks to Not Use.

e The number of displayed words is the number of words of a block displayed
in the Network Configurator. This value is not downloaded to the Unit. If the
allocated area in a block is 100 words or less when uploaded, the number of
displayed words will be set to 100 and displayed.

Specifying Auto-allocation at Registration

« If the option for auto-allocation (Auto-allocation as is registered) is selected, words
will be allocated for I/0O automatically in the order of registration when slaves are
registered to a master in the Edit Device Parameters Window. This option is
effective only in the Edit Device Parameters Window.

Auto-allocation allocates words starting from unused words in Block 1 of the
corresponding I/O memory block in the order of registration (i.e., in the order slaves
are dropped).

» Deleting or changing I/O allocations for the selected slaves (allocating unused word)
can be performed anytime by clicking the Auto Register/Unregister Button.
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A-2-3 /O Allocation Using the Parameter Wizard (Simple 1/O
Allocation)

+ 1/0 in PLC memory can be allocated to slaves simply and interactively.
+ I/O allocation is as follows: In order of node addresses, simple |/O allocation from
Block 1, and /O allocation of 100-word blocks.

Allocation is performed in the order of slave node addresses from Block 1 (allocating

from Block 2 when Block 1 is completely allocated) with a block size of 100 words.

Note: After allocating I/0 using this wizard, node addresses can be changed and other
allocation changes can be made in the Editing Parameters, as described later.

The Parameter Wizard specifies the beginning address of each block (the block size is
always 100 words), the allocation method (allocation by word or minimum allocation of
unused words), and slave registration or deletion.

Note: - Allocate areas larger than 100 words for each block in Editing Parameters.
- Use the following procedure to allocate I/O to the slave devices of a master
device with the Parameter Wizard.

1 Select the master device to register.
2 Select Device - Parameter - Wizard.
3 Click the Yes Button.

The present settings will all be initialized if the Parameter Wizard is used for the
setup. A confirmation dialog box will be displayed. An example is shown below.

DeviceMet Configurator |
,.--"" Current setup will be initialized.
{ . QK7
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4 Setting the Start Word for Each Block
The Scan List Wizard-Setting Memory Block's Start Word Window will be displayed.
An example is shown below.
Set the memory areas to use and the start words, and then click the Next Button.

Allocation starts automatically from Block 1. If Block 1 is completely allocated,

allocation will be performed in Block 2. Each block will be allocated from the start
word to a maximum of 100 words (fixed).

Note: If an area overlaps blocks or the start word results in exceeding the memory area

range, you cannot move to the next step.

Scan list Wizard - Set Memory Block's Start Word E

Set start Word of PLC Memory Block storing 1/0
data Lp ta 100 words accupied for each black
A block must not be duplicated to other block.

rIN Area Block Start \word

YR
BI0Ck 1 [1/U nelay =1

|
1
Block 2 |10 Relay =]/ [+500

< Haole I Next > I Cancel I

5 Setting Remote I/O Allocations
The Scan List Wizard-Set how to allocate I/O data to PLC Memory Block Window,

which specifies the 1/0 data allocation method for devices, will be displayed. An

example is shown below.

Specify the allocation method and click the Next Button.

Scan list Wizard - Set how to allocate I/0 date to PLC Memory Block

Set how to allocate 1/0 Data to PLC Memary Block.

—How to allocat

@ ‘Allacate each device by channet

Allocate so that tatal number of
" occupied Waords are minimized
[2 devices may be allocated to 1 word).

< Back I Next > I Cancel
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There are two methods for allocation.

Allocate each device by channel

Each slave is always allocated the low byte (lower 7 bits) of
the word. Therefore, each slave is allocated one word even
if 1-byte 1/O slaves come sequentially.

Example:
Hiah Low
%5 ... 8 7 ... O
#0
#1
Node address order
#3
#4
#6
D Unused

Allocate so that the total number
of allocated words is minimized
(two devices may be allocated to
one word)

If there are 1-byte 1/O slaves, allocation is in the order of
low byte (lower 7 bits) to high byte (upper 7 bits) to create
as few unused areas as possible.

Example:
High Low
5 .. 8 7 .. 0
#0
# <1 # gNode address
AN
#4 order
46
[[] Unused

Examples of allocation are as follows:
Allocation when outputs or inputs are as shown below

#00 1 byte
#01 2 bytes
#02 1 byte
#03 4 bytes
#04 1 byte
#05 1 byte
Allocation by Word
High Low
15 8 0
+0 word #00
+1 word #01
+2 word #02
+3 word #03
+4 word #03
+5 word #04
+6 word #05

Allocation Minimizing the Number of Allocated Words

High Low
15 8 0
+0 word #02 | #00
+1 word #01
+2 word #03
+3 word #03
+4 word #05 | #04
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6 Slave Registration and Deletion
The Scan List Wizard-Register Device Window will be displayed.
An example is shown below. Specify the slave devices to register to the master
device and click the Next Button.

Scan list Wizard - Register Device H

Set Slave Device to be registered in Scan list.

— Unregister Device List

# | Prod.. | DutSize [ InSize |

—Reaqister Device List————————
# | Product Na.. | OutSize [In5=~
£ #01  C200HW-D.. 0Bue ()]
£ 402 DRTICOM  OByte 4B
£»403  DRT1ADD4 N Ryte AR

&i#m DRT1-AD04H UByleI BBI'I
4 »

< Back l Next > I Cancel I

Devices in the network will be displayed in the Registered Device List as already
registered. If there is a device that you do not want registered, click the |
Button to unregister it. You cannot go on to the next step if there are no registered
devices.

7 Displaying Remote I/O Allocation Results
After allocating I/0O with the specified method, the Scan List Wizard — Allocation
Result Window will be displayed. An example is shown below. If the displayed
details are correct, click the Finish Button. This exits the Parameter Wizard. Click
the Back Button to go back to the previous setting pages.
The set contents will be set as device parameters.

Scan list Wizard - Allocated result | x|

Specified slave device allocated as follows.
|f OK. press "Finish'' Buttan

# | ProductMName | OutSize [OutCh [InSize [inch [M [
£PH01  C200HW-DRTZI 2Byte  OS0BI00 2Byte  350:Bit00
£ ti02  DRTI-COM 0Byt AByts 3510
£)H03  DRTI-ADD4 0 Byte SByle  353Bit00
9 #04  DRT1ADO4H 0 Bytc 8 Bytc 357:Bit00
€ H05  DRTI-HDIEC 0 Byte 2Byte 36100
£ 405 DRTI-HD1ES 0 Byte 2Byte 36200

< Back I Finish I Cancel
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8 Downloading Parameters to a Master Device
The following dialog box will be displayed when the Network Configurator is online.

DeviceNet Configurator
f\il) Enable device to set the parameter.
OK?

If you click the Yes Button to download to a master device, the remote 1/O
communications will start with the new settings.

Note: Device parameters set in the Parameter Wizard can be changed using the
parameter edit function.
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A-2-4 Manual I/O Allocation
Memory can be manually allocated for slave 1/O.

1/0 Allocation Tab Page

The following items are set on the 1/0O Allocation Tab Page.
1) Allocation of I/O memory in the CPU Unit for /O Memory Blocks 1 and 2

2) Allocation to slaves for each block

The following window will be displayed when you click the I/O Allocation (OUT) or I/O

Allocation (IN) Tab.

Regisiered Device List
Communication Cycle Time I Message Timer | Slave Function I — Y
Generai i i/0 Aflocation(TUT) 170 Allocation(iNg -~
—
[#  [Poduct.. [size Jch  [c[ Auto 1, Automatically allocates I/O to selected slave.
P02 DRTI-M..  1Byle  3300.Bit00 - |
£H03 DRTUD.. 2Bpte 3301:Bit00 Delete ¢ Deletes 1/0O allocation to selected slave.
& 404 DRTIDOS 1Bpte 33028400 | 1
Edt.. 1 Display window to manually edit allocations.
Irfomation 1 Displays slave information.
~ Memey IRk T . —Mrmap Rk ? Bytes: Word address and first bit address
Ch' | PodutNa_ ] Ch [ Froduct Name Word address and start bit address
W 33006100 % HO2ZDRTI-.. T W 3500:Ei00 o
W 3300-Bi08 ;¢ ; I 3500:BitD8 ¢
W0 3301:6100 | HO3DRTA... 0 3501E00 Product names of allocated slaves
W 3301:Bi08 | HO3DRT1A.. | W 3501:BitD3
W 33026100 ;| HO4DRTT... | W 3502BitD0 | Memory block
W 33028008 W 3502:BitD3
i 3303:RI00 ¢ 1 3503Bit00
W 3302E008 ;¢ W 3503:BitD8
W 3304:R00 ; ! I 3504:BitD0
™ 3304:B108 i W 3504:BitD8 ;
W_2aEROn | =l W50 RN | Updates block 1. i
g 54' Changes block 1 settings
etup... etup...
=5 =50 Updates block 2.
- - — - Changes block 2 settings
T | UK‘( | Cancel |
|

Block 1 allocations

Block 2 allocations

Item

Description

Registered Device List

Displays only devices with valid output or input data of the registered devices on the
General Tab Page.

Auto Button

Allocates unused words to the slaves selected in the Registered Device List starting
from the first unused words.

Delete Button

Releases the words allocated to the selected slaves in the Registered Device List.

Edit Button

Enables manually editing allocations using the Edit Window.

Information Button

Displays the slave information (allocated words and I/O comments).

Memory Blocks 1 and 2

Displays the allocation state of each slave (product name) in Blocks 1 and 2.

Ch

Beginning of allocation. The start bit address is displayed after the word address.

Product Name

The name of the device to which memory is allocated.

Setup Button

Sets the start words and size (number of words) of Blocks 1 and 2.
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Additional Information: Allocation State of Blocks 1 and 2

The product name of the device to which memory is allocated in each area and the

first CPU Unit word allocated are displayed in the Allocation State List for the blocks.

The first bit that is allocated is given in the Ch column. The word address is given first

followed by the first bit.

Example: "3300: Bit 00" indicates that the first allocated bit is bit 00 of CIO 3300 (i.e.,
the allocation starts from the low byte).

Example: "3300: Bit 08" indicates that the first allocated bit is bit 08 of CIO 3300 (i.e.,
the allocation starts from the high byte).

Word address (e.g., CIO 3300) }

Example: Allocation starts with bit 00 (LSB)

——First bit address (e.g., bit 00) of CIO 3300

ch Y Y I Praduct Mame -

W 300BI00’| #02 DRT1-MD16G. <= Product name of the slave

W Z300Ei0S

W 3301:B100 | #03 DRT1-ID16-1 The byte starting with bit 08 of CIO 3300 is also

allocated to the device with node address #2, so this
cell is left blank.

CPU Unit words are not displayed in unused memory block.

Changing the 1/0 Block Start Word

Setup Button on the I/O Allocation Tab Pages (Device — Parameter - Edit)
Use the following procedure to change the allocation areas for the 1/0 blocks in CPU
Unit I/O memory.

1 Click the Setup Button of the block to change.
2 The following dialog box will be displayed.

Edit Memory Block Ed |
EACEE || /0 Relay b

Fange : 0000 - 6143

Start word : |3300

Wwiordz - 100 Range : 1- 500 Ch

0k Cancel

3 Set the Area, Start Word, and Words.
For the Words, set the number of words displayed by the Network Configurator.
The maximum number of words that can be allocated for one block is 500.
The setting ranges are as follows:
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PLC model Memory area Range
CS Series CIO Area 0000 to 6143
CJ Series DM Area DO0000 to D8191
Work Area WO000 to W511
Holding Area HO000 to H511
EM Area E00000 to E32767

Banks 0 to12 can be used for the EM Area.
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Note: «The number of words of a block displayed on the Network Configurator is set for
Words. This value is not downloaded to the master.
o |f the number of allocated words in 1 block is 100 or less, the number of words
will be displayed as 100 words when uploading.

4 Click the OK Button to change the memory block.
If memory has already been allocated to devices, is will be re-allocated in the new
memory block. If the area is exceeded, however, the corresponding device
allocation will be deleted. Allocate memory again.

1/0 Allocation Method

1/0 Allocation Tab Pages (Device - Parameter - Edit)
There are three ways to allocate I/O.

1) Manual Allocation Using the Edit Window
Select a slave device from the Registered Device List and click the Edit Button.
Use the Edit Window to manually allocate memory to each slave.

2) Allocation Using a Drag-and-drop Operation
Drag a device from the Registered Device List and drop it at the corresponding
word location in the memory block that you want to allocate.

3) Auto-allocation
Select a device from the Registered Device List and click the Auto Button. This
enables auto-allocation for unused words. (A device for which the user setting was
performed using the Advanced Setup Button on the General Tab Page, however,
cannot be automatically allocated.)

Note: An image like the following will be displayed in the Size Field of the
Registered Device List for the I/O data size of a device for which
multiple connections are set on the General Tab Page.

t Mame | Size | Ch

i ProductCode .. 4, 4 Byte

To allocate the I/O on the left using a drag-and-drop operation, drag it
with the left button on the mouse. To allocate the 1/0 on the right using
a drag-and-drop operation, drag with the right button on the mouse.
When there is only one connection, use the left button on the mouse.
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Manual Allocation Using the Edit Window
Edit Button on an 1/0O Allocation Tab Page
Use the following procedure to allocate manually using the Edit Window.
1 Select the device for which you want to edit the 1/O allocation.
2 Click the Edit Button.

3 The Edit I/O Allocation Dialog Box will be displayed. Examples are shown below.
Specify Block 1 or 2, the allocated word, start byte (low byte: Low, high byte: High),
and the number of allocated bytes (occupied).

Edit 1/0 Allocate Edit 1/0 allocate [ |
—Paoll
Block . (M ™| Startword: 3200
i Biock: M) statword: 3300

Allocated : |32UU & Low  High Alocated : |3301 & Low £ High
Occupied : I2 Byte Occupied : I2 Bute

Ok I Cancel —(E0E

o PR e o oo
Biock |1 | Stai'word: 3300

Allocated ;: |3301 & Law O High

Occupied : |2 Byte
oK I Cancel

Connections are specified in the General
tab with the advanced setup function.

Specify the start word to allocate and the number of allocated bytes.
Byte location (i.e., high/low) can also be specified with the allocated word setting.
When the number of allocated bytes is 2 bytes or more, you must specify Low.

Allocating One Low Byte to a Device

High Low
15 8 7 0
+0CH #00
+1CH
+2CH
Allocating One High Byte to a Device
High Low
15 8 7 0
+0CH #00
+1CH
+2CH

4 Click the OK Button to perform the 1/O allocation.
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Allocation Using a Drag-and-drop Operation

Drag-and-drop operation on an I/O Allocation Tab Page

1 Display the Memory Block List where you want to allocate memory to the slave.
2 Select the slave from the Registered Device List in the upper pane.

3 Drag it to the start byte you want to allocate to the slave.

K

Edit Device Parameters

Commurication Cycle Time i Message Timer i Slave Function i
General ] 10 Allocation(0UT) 1/0 Allacation{IM]
# | Product... [Siee [ Ch |c | Auto |
£ 8m  CSTwD.. 2 2Byte *
£P#02  DRTIM.. 1Bpe 3300:Bit00 Delete |
.{g: #03  DRT1-D.. 2Bpte 3307 :Bit00 -
Fegun4  DRT1MD0S 1Byte  3302:Bit00 Edi.. |
Information |

— Memom Block 1 — Memory Block 2
Ch Ch | Product Mame I:I
W 3300:Eit00 W 3500:Bit00 -
W 3300:BitD2 W 3500:Bit02
W0 3301:BitD0 | HO3I AT W0 3501:Bit00
W 3301:Bit08 | HO T14. W 3501:Bit08
W 3302:BitD0 | #04 DRT1-. W 3502-Bit00
Wl 3302:BitD8 W 3502:Bit08
W 3303:Bit00 W 3503:Bit00
W 3302603 W 3503:Bit02
W 3304:Bit00 W 3504:Bit00
W 3304:Bit08 W 3504:Bit08
2205 RikN LI W 2505-RikN LI
Setup... | Setup... |
ITI Cancel |

- Memory Block List Contents
In the Memory Block Lists at the bottom of the window, the allocated memory
(i.e., word address and start bit address) is displayed in the Ch column and the
product name (i.e., model) of the slave to which the memory is allocated is
displayed in the Product Name column.

- Registered Device List Contents
In the Registered Device List at the top of the window, the node address is
displayed in the # column, the slave product name (i.e., model) in the Product
Name column, the number of allocated bytes in the Size column, and, when
memory is already allocated, the start byte (i.e., word address and start bit
address) in the Ch column.

When deleting or changing allocations for slaves, select the slave from the

Registered Device List and click the Delete Button.

Note:  To automatically allocate the next unused word to a slave, select the
slave from the Registered Device List and then click the Auto Button.

Auto-allocation

Auto/Delete Button on the I/O Allocation Tab Page

¢ Click the Auto Button to allocate the next unused word for the 1/0 of the selected
slave.

« Click the Delete Button to release the I/O allocation of the selected slave.
If auto-allocation is specified, however, the Advanced Setup function described later
cannot be used.
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Displaying Slave Information

Information Button on the I/O Allocation Tab Page
Information, such as I/O comments of registered slave devices, can be accessed on
the 1/0O Allocation Tab Page. (To set I/O comments for the 1/O data of the slave
devices, select Edit /O Comment from the Device Menu.)
Use the following procedure to display the slave information.

1 Select the device for which you want to display the information.
2 Click the Slave Information Button.
3 The following window will be displayed.

#03 C200HW-DRT21 Information E

Description : C200HW-DRT21

MAC D : RO2
‘Wendor : DMROMN Corparation
DeviceType :  Communications Adapter

Product Code . 51
Product Hame : C200HW-DRT21
Status : Reqgistered to #02.

Fall |

OUT Size: Z2Bupte

Area | Bit | Comment

%=1 320 Bit0o OUT Commentl
Y= 320 Bit0& OUT Comment2
= 320 Bitl2 OUT Comment

IN Size : 2 Byte

Area | Bit | Comment
%=1 330 Bit02 IN Cammentl
%=1 330 Bit0S IN Comment2
=1 330 Bit15 IM Comment3

Cloze

If a registered device is selected while the Information Window is displayed, the
slave information will be updated to the information of the selected device.
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A-2-5 Advanced Settings: Connection, Communications Cycle Time,
Slave Function Settings, etc.

This section describes connection settings, device information and check selection
displays, the communications cycle time setting, message timer settings, and slave
function settings.

Advanced Setup

Advanced Setup Button after Selecting a Slave on the General Tab Page

(Device - Parameter - Edit)
Advanced settings, including device information and check selection displays, and
connection settings, can be made for remote I/O communications.
Device Information Display and Check Selections
e Device Information Tab Page
It is possible to display device information and to perform checks for the slave devices.
Use the following procedure.
1 Select a slave device from the Registered Device List.
2 Click the Advanced Setup Button.

3 The following window will be displayed.
Device Information Tab Page

Device Information I [;onnecginnl The device information on the
seiecied siave wiil be dispiayed.
Device Information
’7 Vendor : |47 Wp}ék Wendar
Device Type : |D K/ Cherk Nevine Tyne If these options are selected, the
Product Code:  [100 V¥ Check Product Code device information will be compared
with the corresponding data in the scan

list during remote I/O communications.
If the information does not coincide
with the data, a verify error will occur.

oK I Cancel |

The device information (vendor, device type, product code) of the currently
selected slave device will be displayed.

Select these options to check device information (and indicate an error for
inconsistencies) in remote 1/0O communications (i.e., when a connection is opened).
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Connection Settings
e Connection Tab Page

The user can specify a maximum of two connections per slave to use in remote 1/0

communications. Use the following procedure.
1 Select the slave device in the Registered Device List.
2 Click the Advanced Setup Button.

3 The following window will be displayed.
Click the Connection Tab.

Advanced setting X]
Device Information  Connection I
" Auto Connection

I Bute | SieE I2 Bute

- - )
HRszES =

Ok £

¥ Use Poll Connection

OUT Size: |2 Eyte IM Size : |2 Byte
Con. Path I Con. Path I

™| e Bit-Stobe Eannection
WiiEres |0 Bute I1Gize: |'I' Bute
[Eor Bathn: I [Ear Bt I

[V Use COS Connection
0OUT Size : |2 Byte IM Size : |2 Byte
Con. Path I Con. Path I

I | W= Eyelic Eannection
[T Size s IEI Bute |HiEize IEI Byte
[Sam Eaths I [Sar Bathis I

COS/Cyclic Heart Beat Timer : I.| oo ms

The default setting is Auto Connection.
Use the following procedure to specify a connection.

1 Select the User Setup Option.
Settings will be enabled for connections.

2 Select the connections to use.
Up to two connections can be set.
Note: COS and Cyclic cannot be set at the same time.

3 Set a connection path if necessary.
4 Setthe COS/Cyclic Heartbeat Timer value if necessary.
5 Click the OK Button.

An asterisk will be displayed in the C column at the right in the Registered Device

List.

If a connection for a device for which I/O allocation has already been performed is
changed, the present I/O allocation will be deleted. Allocate memory again.

IMPORTANT: - COS and Cyclic cannot be set at the same time.

- If both a poll and COS connection or a both poll and cyclic connection are used,
the output settings for both connections must be the same.

Note: The auto-allocation function cannot be used for a device for which a connection
has been set in the Advanced Setup. To enable using the auto-allocation function,

unregister the device and then register it again.
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Communications Cycle Time Setting

Communications Cycle Time Tab Page (Device - Parameter - Edif)
The communications cycle time setting and the communications cycle times
calculated based on the currently registered device information can be accessed on
the Communications Cycle Time Tab Page.
Click the Communications Cycle Time Tab to display the following window.

General | 140 Allocation(0UT) | 140 Allocation(IN)
Communication Cycle Time I Message Timer | Slave Function

Communication Cycle Time : IE _I? ms

Setup Range: 0: Auto [ Default], 1-500ms

Default Setup I

Communication Cucle Time [ Auto Setting |

Baud rate 125K Bit/s : 2,942 ms
Baud rate 250K Bit's 2.000 g

Baud rate 500K Bitds : 2.000 ms

0K I Cancel

The communications cycle time is set between 1 and 500 ms. Click the Default Setup
Button or specify 0 ms to enable automatic setting.

The communications cycle time for the automatic setting is calculated and displayed
for each baud rate based on the currently registered device information.

Note: The communications cycle time is the interval at which remote I/O communications

are performed for the same slave. Setting this time can prevent fluctuations in the
communications cycle time based on conditions. Setting a longer communications
cycle time can prevent a slave with a slower processing speed from being detected
as having an error.
If actual remote 1/0O communications take shorter than the communications cycle
time setting, remote I/O communications will wait for the communications cycle
time to expire. If the actual remote 1/0 communications take longer, the remote I/O
communications are performed in the actual time interval regardless of the
communications cycle time setting.
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Message Timer Settings

Message Timer Tab Page (Device - Parameter - Edit)

General | 140 Allocation[dUT] | 14D Allocation(IM) |
Communication Cycle Time Meszage Timer Slave Function
# | Meszage Timer -
Pdwon [ 2000ms
£ #i 2000 ms
£ p02 2000 ms
£ 403 2000 ms
£ H04 2000 ms
£ 105 2000 ms I
£ 406 2000 ms
£ 407 2000 ms
£ foa 2000 ms
&7 109 2000 ms
£ 80 2000 ms
& #11 2000 ms
& 112 2000 ms
£ 13 2000 ms
£ 14 2000 ms
£ 118 2000 ms
£ 11E 2000 ms
£ 17 2000 ms
£ 8 2000 ms
£ 119 2000 ms |
Edt. | Copy to Al Devics |
0K I Cancel |

The default value for the message timer is 2 seconds (2,000 ms). Set a value between
500 and 30,000 in increments of milliseconds.
Use the following procedure to change the value.

1 Double-click a node address (#) (or select a node address and click the Edit
Button) to change the setting. The following dialog box will be displayed.

Setup Message Timer E

hlmies bd Tirnme « Im j‘ o
i g - | fiiE

Setup Range 500 - 20000 ms

1
| QK | Cancel i

2 Enter a value and click the OK Button.

Note: To set the same value for all the devices, select the node address value you
want to set and click the Copy to All Device Button.
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Note:

- The message timer monitors timeouts in message communications (the same

timer is used for both explicit message communications and FINS messages),
and it can be set for each device for which communications are performed
(message destinations).

- If the target communications device (i.e., the message destination) is slow to

respond, the message time setting will need to be increased. (The response may
take a long time especially when crossing network layers for FINS message
communications. Set a longer timer value when crossing network layers.) When
a long timer value is set, however, the next message cannot be sent to the same
communications device while waiting for a response.

- The DeviceNet Unit monitors message timeouts by using this timer. In contrast,

monitoring using the response monitoring time for CMND, SEND, and RECV
instructions is performed by the CPU Unit. Therefore, there is no effect if the
message timer or response monitoring time for CMND, SEND, and RECV
instructions is set longer than the other.

- Set the response monitoring timer for CMND, SEND, and RECYV instructions to

the same or longer than the message timer (Response monitoring time for
CMND/SEND/RECYV instructions > Message timer).

If many timeouts occur, set both values longer while maintaining the relation
given above.
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Setting as Slave Function

Slave Function Tab Page (Device - Parameter — Edit)
The slave function can be enabled by the setting on the Slave Function Tab Page.

IMPORTANT: 10 enable the slave function, select the device and select Device — Property.
Select the Enable Slave Function Option in the CS/CJ-series DeviceNet Unit
Properties Dialog Box.

Use the following procedure to set the slave function.
1 Click the Slave Function Tab.
2 The following window will be displayed.

Edit Device Parameters | X] I

Gereral | I/0 Allocation(0UT) | I/0 Allocationin) |
Communication Cycle Time Mezzage Timer Slave Function
out IN
Area: II;"D Relay 'l Area IIf’D Relay 'l
Allocated : |337‘ID Allocated : |32?U
| Occupied : !2 Byte Occupied : !2 Byte
© User Setup
Pol | Bitsuabe| COS | Cyciic |
|— L |— M |
fiea 140 Relay = = /0 Fielay =l
Alosatedl o Allosatedl o
[ecuped): 0 Hte [eeuped: 0 Ete
aK I Cancel |

3 Specify a connection.
The default setting is Auto Connection. Click the User Setup Option to set a
connection.

Set the 1/O areas to use for remote 1/O communications.

Set the areas, start words, allocated sizes for input (Slave to Master) and output
(Master to Slave).

If the User Setup Option is selected, set all the connections to be used.

Up to 2 connections can be set.

- COS and Cyclic cannot be set at the same time.
- If both a poll and COS connection or both a poll and cyclic connection are used,
the output settings for both connections must be the same.

IMPORTANT:
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A-3 EDS File Management

This section describes the managing the EDS file used in the Network Configurator.

A-3-1 Installing EDS Files

EDS File - Install
Installing an EDS file enables the Network Configurator to support a new device type.
Use the following procedure to install an EDS file.

1 Select EDS File - Install.
The following window will be displayed.

Install EDS File EHE
Look in: IaEds ﬂ = i g
|#] 0930051009, 2ds |#] C200Hw-DRMZ1.eds  [#] CS1w-DRM21.eds

[#]20000816101447.EDS 8] C200HW-DRTZ1.eds  [s] CYM1-DRMZ21.eds
|#] 363FY-PDRT1-SIN.eds  |#] CPM2ZB-DRT.eds ;
] 3G3My-PDRT1-SINY.eds | #] CPM2C-5100C-DRT. eds

] 368F7-DRM21.2ds [#] cPMzc-5110C-DRT.eds  [#] DRT1-AD04H.2ds

[#]515-a003.ED5 [#]comi-DRT21.24s [#]DRT1-B7AC.2ds

KN I 2l

Filename:  |DRT1-232C2.eds Open |

Files of type:  |Electronic Data Shest(*.eds) =l Cancel |
Device Iif

infoimnation
Vendor: OMBOMN Comoration ‘
Device Type . Generic Device
Product Name : DRT1-232C2
Revision: 1.04

Z

2 Select the EDS file to install. The device information will be displayed in the lower
part of the window.
3 Click the Open Button.
The file will be added to the Hardware List Window as new hardware.
If the same hardware already exists, it will be updated to the latest version.
If the hardware version is different, it will be added to the Hardware List in the
following way.
E1-49 DeviceType
- og AC Drives
g Rf Generic
- [=-[Z] 10 Position Controller
[5] Rev 1
5] Rev 2
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A-3-2
_EDS File

Creating EDS Files

- Create

An

EDS file is absolutely essential to create a network configuration using the Network

Configurator. Use the following procedure to create an EDS file.

1

2

Note:

270

Select EDS File - Create.
The following window will be displayed.

Create EDS File

— Device Information

Wendor 1D ; I‘W “Wendor Name : I

Device ID : I12 Device Typpe : I

Product Code I51 Product Marme : IC2EIDHW-DHT21|

Major Rev. : I1 Catalog I

¥ e, - |3_ Upload from Device... |
— Default 170

V¥ Poll [ BitStobe [ COS [ Cyclic

Pol | BitStiobe | co5 | Cyeiic |

~out

Size:

Yalid Bits : |IJ [0 Walid all Bits ]

I'34 Byte

I

Size

Name : IDUT Data Narme : IIN Data
Path : I Path: I
Help: I Help: I

“alid Bits : I|J [0 :Malid all Bits

II34 Byte

[ o |

Cancel |

Set the device information and I/O information.
The device information can be obtained from a device in the network when it is
online.

Click the Obtain from Device Button. The following window will be displayed.

T arget Mode Address : |E _l?

Setup Range 0 - B3

o |

Set the node address for a target device and click the OK Button.
Refer to the relevant device manual and set an /O connection and an 1/O size that
the device supports.

Click the OK Button.
The file will be added to the Hardware List Window as a new device in the same
way as in the EDS file installation.

Cancel |

The device parameter settings cannot be created using the EDS file creation
function of the Network Configurator. To set device parameters, obtain the EDS file
from the device manufacturer.



Apendix A-3 EDS File Management

A-3-3 Deleting EDS Files

_EDS File - Delete
Use the following procedure to delete an EDS file.
1 Select the hardware (i.e., device) in the Hardware List Window.

2 Select EDS File - Delete.
A confirmation window will be displayed. An example is shown below.

DeviceMet Configurator
‘.e"" CZ00HW-DRTZ1 Rev 1 will be deleted,
. QK?

3 Click the Yes Button.
The EDS file and the target device will be deleted from the Hardware List Window.

A-3-4  Saving EDS Files
EDS File - Save

Use the following procedure to save an EDS file.
1 Select the hardware (i.e., device) in the Hardware List Window.

2 Select EDS File - Save.
A window for specifying the folder and file name for saving the EDS file will be
displayed. An example is shown below.

Save EDS File EE
Savejn:laEds j ] i B EEEE
] 0930051009, 2ds |#]Cz00HW-DRM21.eds | CS1w-DRMZ1.eds
[#]20000816101447.EDS  [#] C200HW-DRT21.eds  [#] CyM1-DRM2L.eds
|#] 363FY-PORT1-SIN.eds 58] CPMZB-DRT.eds |#] DRT1-232C2.0ds
|#] 3G3MY-PDRT1-SINV.eds  |[] CPM2C-5100C-DRT.eds |3 DRT1-ADD4,eds
] 356F7-DRM21 . eds CPM2C-5110C-DRT.eds | DRT1-AD04H.eds
[®]515-a003.ED3 [#] coMi-DRT21.eds [#] DRT1-B7AC £ds
KN I i

File name: | Save I
Save a3 lype: IEIectronic Drata Sheet|” edz) j Cancel |

Device Information
|_ Wendor
Device Type
Product Mame :
Rewvision :

4

3 Specify a folder and file name and click the Save Button.
The EDS will be saved.
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A-3-5 Searching EDS Files

_EDS File - Find

Use the following procedure to search for a device (i.e., EDS file) displayed in the
Hardware List Window.

1 Select EDS File - Find.
The following window will be displayed.

Find EDS File 7 <]
Find what: I Eird ewt
Cancel |

[T Match case

2 Set the character string to search for and click the Find Next Button.
3 The cursor will move to the device if there is a matching device.
4 Click the Cancel Button to exit the search.

Note: - The search will be made for devices below the present cursor position in the
Hardware List Window.
- To search all the devices, select Hardware in the Hardware List Window and
then perform the search.

A-3-6 EDS File Properties

EDS File - Property

Use the following procedure to display the properties of an EDS file.
1 Select the hardware (i.e., device) in the Hardware List Window.

2 Select EDS File - Property.
The following window will be displayed.

CS1W-DRM21 Rev 1 Properkty E
General |

CS1wW-DRM21

D escription : CSWw1-DRM21 EDS File
Create Date : 05-11-2000 12:00:00
Madify Date : 05-11-2000

Revision ; 1.0

Wendor : OMROM Corporation
Device Type:  Communications Adapter
Product Mame: 2

Rewigior : 1.01

Catalog:

The date and time the EDS file was created and device information will be
displayed.
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A-4 Using General-purpose Tools to Set Devices

This section describes how to set parameters that are not written in an EDS file and
how to set node addresses and baud rates through the network.

A-4-1 Setting Device Parameters by Specifying Class and Instance

Tool - General Parameter

The following items can be set to enable setting device parameters that are not written
in an EDS file.

« Service Code

 Class (object class), instance (class instance), attribute (instance attribute)

To set parameters other than these codes, the configuration information for the data
setting for the attributes must be obtained from the device manufacturer. If there is any
unknown information, the parameters cannot be set.

Use the following procedure to set device parameters.
1 Connect the Network Configurator online.

2 Select Tool - General Parameter.
The following window will be displayed.

Setup Parameters [ x|

— Target Mode Addrezs

0 _:| Setup Range 0 - 63

—Service
{* Generic I.-'i'-.ppl_l,l Attributes j

" Custom I Semvice codesetin HES farmat stirg)

— Paramater

Class : II:I &l parameters set in HEX format string.
Attribute data zet in D ata field.
. |1
Instance :
[Data: !
Result : |
Send | Cloze

3 Set the node address of the device for which parameters are being set in the
Target Node Address Field.
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4 Specify a service.

()]

~N O

A service code can be specified by using a common service code defined in the
DeviceNet or by directly specifying a service code. To specify a common service
code defined in the DeviceNet, select a service from the drop-down list.

To specify a service code directly, select the Custom Service Option in the Service
Field and directly enter a service code in hexadecimal.

Specifying a Common Service Code Directly Specifying the Service Code
Defined in the DeviceNet
i~ Target Node Addre: i~ Target Node Addres:
ID _| Setup Range 0 - 63 0 _| Setup Range 0- 63
Service i Service
' Generic |App|y Attributes v ' Generic I'a‘pm"‘ Attributes j
Apply Attributes
rLE Create — Service code set in HEX format string.
Delete
Error _p.
— Parameter Find Ne‘xt Dbiepl Instance '
Class: [0 Get Attribute List Class: I':l All parameters set in HEX format string.
' Gt Attibute Single Attribute data set in Data field
Get Attributes All — . |1 :
Instance - |1 |Get Member Instance :
Insert Member I
. No Operation [NOF) Data:
Data: Remove Member
Reset =y

Result: I Result: I

o el |

Specify the class and instance of the parameters for which the settings are to be
read or written.

Enter the data based on the specified service type.

Enter all the items and click the Send Button. The response from the device will be
displayed in the Result Field.

Click the Close Button to exit the Device Parameter Setting Window.
The Device Parameter Setting Window will close.

Example 1: Reading Parameters

1 Select the Standard Option in the Service Field and select Get Attribute Single
from the drop-down list.

2 Specify the class and instance of the parameter to read.

3 Enter the attribute of the parameter to read in the Data Field.

4 Click the Send Button. The read value will be displayed in the Result Field.

Example 2: Setting Parameters

1 Select the Standard Option in the Service Field and select Set Attribute Single
from the drop-down list.

2 Specify the class and instance of the parameter to set.

3 Enter the attribute of the parameter to set in the Data Field.

4 Set the value in the Parameter Area after the attribute in the Data Field.

5 Click the Send Button.
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A-4-2 Setting the Node Addresses and Baud Rates via the Network

Tool - Node Address/Baud Rate Setting

Use the following procedure to set a device node address and baud rate via the
network.

1

4

5

Note:

Leave only the target device and the Network Configurator operating in the
DeviceNet network. Refer to the manual of the device used for the device node
address and baud rate in the default settings. Also connect the Network
Configurator using the same baud rate.

Connect the Network Configurator online.

Select Tool - Node Address/Baud Rate Setting.

The following window will be displayed.

Setup Mode Address/B aud rate |

— Target Mode Address

0 _:l Setup Aange 0- B3

— Change Mode Address

Mew Mode Address IU _,3 Setup Range 0 - B3
LChange |

— Change Baud rate

Current Setup ;-

Mew Setup I'IZEK Bit/s "’I Change |

Cloze

Specify the present node address of the target device in the Target Node Address
Field.

To change the node address, specify a new node address in the New Node
Address Field and click the Change Button.

The node address of the target device will be changed.

To change the baud rate, select the rate in the New Baud Rate Field and click the

Change Button.
The baud rate of the target device will be changed.

The node address and baud rate can be set via the network only for devices that
support this function.
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A-5 Using the Password Recovery Tool

If the password set for a device is lost, use the Password Recovery Tool to reset the
password and to return to the state without any password setting (default settings).
Use the following procedure to reset a device password.

1 Prepare the computer for connecting to the DeviceNet via a USB port or DeviceNet

Interface Card.

2 Select Program - OMRON Network Configurator for DeviceNet Safety -
Password Recovery Tool (when using the default program folder names) from
the Start Menu. The Password Recovery Tool will start, and the following Main

Window will be displayed.

Connect Device f'5__<|

Please select communication interface,
And connect ko the target device.

Select interface: | |51 FENRE NS

LConnect to device. ..

| | Cancel |

3 Select an interface for connecting to the network and click the Connect to Device
Button. Click the Refresh Button when the window to search for the destination

device is displayed.

Browse Metwork &|

Select the device which makes on-line connection.

Browse

[ 5

Refresh Flesponze wait time : 5000 mg
| Cancel |
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4 Set the node address range to search for and click the OK Button.

Browse Address [$_<|

Start Address

1]
End Address B3

Cancel |

5 The devices in the network will be displayed. Select a device for which to reset the
password and click the OK Button.

Browse Network r>_<|

Select the device which makes ordine connection.

Browse
= néyi DeviceMet:2

¥ 20 NE1A-SCPUO1

€ 1 DST1-MRDOSSL-1

Fesponze wait time : 5000 ms

()8 | Cancel |

6 The necessary information for resetting the password will be displayed. The
information is required when inquiring from the Support Center. Print the
information by outputting to a text file and or copying to another application using
the clipboard.

Get Device Information &|

Please inform the customer support center of the
folowing infomation, and get the "Reset Key™,

Device Information

vedolD: [ e
Serial number |FFFF1527 [Hex)
Counter: |0 [Dec)

| Esport to test file... |

Copy to Clipboard |

< Back Mest » Cancel
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7 Click the Next Button to display the Reset Key Enter Window. Enter the Reset Key
obtained from the Support Center and click the Reset Button.

Reset Password E|

Flease input "Reset Key", and reset the password.

Reset Key: |

Beset ‘

< Back | | Cancel |

8 If the password is successfully reset, the following dialog box will be displayed. The
device will be returned to the state without any password setting (default setting).
Click the OK Button to close the dialog box. Click the Finish Button In the
Password Recovery Tool Window to exit.

PasswordRecovery @
L] E Completed reset password.
L
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Term Definition
assembly Internal data in a device gathered as one group to be accessed externally.
Busoff Status that occurs when the error rate is extremely high over a communications cable. An

error is detected when the internal error counter exceeds a certain threshold value. (The
internal error counter is cleared when the Master is started or restarted.)

configuration

The settings for a device and a network.

connection

A logical communications path used to communicate between devices.

DeviceNet Safety

A safety network that adds a safety protocol to DeviceNet to comply with up to SIL3
according to IEC61508, up to Safety Category 4 according to EN954-1.

discrepancy time

The time period from a change in one of two inputs until the other input changes.

dual channel

Using two inputs or outputs as the input or output for redundancy.

Dual Channel
Complementary

Setting to evaluate that two logic states are complementary.

Dual Channel Equivalent

Setting to evaluate that two logic states are equivalent.

EPI

The interval of safety data communications between the Safety Master and the Safety
Slave.

error latch time

The time period to hold an error state (control data, status data, and LED indications).

multi-cast connection

Safety I/O communications in a 1:n configuration (n = 1 top 15).

open type

The open method for Safety Connection. One of three types is selected in the settings of
a connection to the Safety Master.

safety chain

The logical chain to actualize a safety function, that consists of the input device (sensor),
the control device (including a remote I/O device), and the output device (actuator).

safety controller (safety PLC)

A controller with high reliability used for the safety control.

safety data

Data with high reliability.

safety protocol

The communications hierarchy added to actualize highly reliable communications.

safety signature

A certificate of the configuration data issued to a device from the Network Configurator.
The device verifies that the configuration data is correct by using the safety signature.

single channel

Using only one input or output as the input or output.

single-cast connection

Safety 1/O communications in 1:1 configuration.

Standard

A device or device function to which safety measures are not applied.

test pulse A signal used to detect external wiring coming into contact with the power supply
(positive) or short circuits between signal lines.
TUNID An identifier to specify one device in all the network domains. Values combining the

network address and the node address are used.

output connection owner

The Safety Slave stores the TUNID of the Safety Master that established connections as
the output connection owner to prevent unintended safety outputs from a Safety Master.
The stored TUNID is held until the Safety Slave is reset to default settings.

configuration owner

The Safety Slave stores configuration owner data to prevent unintended configuration
from a remote device. If the Safety Slave was configured by Support Software such as the
Network Configurator, it stores the configuration owner was Support Software. If the
Safety Slave was configured by a Safety Master, it stores the Safety Master TUNID. the
stored data is held until the Safety Slave is reset to default settings.
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A

acceptable bandwidth, 46, 53

adding a page, 162

adding devices, 82

allocating network bandwidth usage rates and calculating
best EPI, 55

allocation by word, 254

allocation minimizing the number of allocated words, 254

AND, 155

Automatic Execution Mode, 145

B
batch exporting, 177
Cc

calculating the maximum reaction time, 62
changing device status, 102

Channel Mode, 137, 143

checking, 176

checking the version, 70

clearing the error history, 197
configuration information, 101
configuration lock, 99

confirming the cycle time, 144

Connected Component Maintenance Flag, 205, 208
connecting to the DeviceNet Network, 236
connecting to the network, 77, 236
connection cables, 236

connection status, 193

connection type, 121

connections, 159

contact operations alarm threshold, 220
creating a new virtual network, 79

cycle time, 55, 138, 144

D

deleting a page, 162

deleting devices, 84

deleting EDS files, 271

device parameters, 67, 90

device password, 88

device password protection, 88
device properties, 90

device status, 193

DeviceNet Interface Card, 40, 145
DeviceNet safety communications, 34
DeviceNet Safety Master, 33
DeviceNet Safety Slaves, 33
DeviceNet standard communications, 34
DeviceNet Standard Master, 33
DeviceNet Standard Slave, 33
discrepancy time, 136

downloading, 91

downloading device parameters, 91
dual channel safety input status, 195
dual channel setting, 143

Index

E

Edit All Connection Window, 125
editing CS/CJ-series DeviceNet Unit parameters, 246
editing function block parameters, 164
editing parameters, 106

EDM, 156

EDS file management, 269
Emergency Stop Switch Monitoring, 155
enabling master function, 246
enabling slave function, 246

EPI, 121

error device list, 92

error latch time, 137, 140, 142
E-STOP, 155

example of EPI calculations, 58
Exclusive NOR, 155

Exclusive OR, 155

EXNOR, 155

EXOR, 155

exporting, 176

External Device Monitoring, 156

F

finding function blocks with open connections, 168
forgotten passwords, 276

function block 1/O information, 164

function blocks, 155, 157, 168

G

general, 108

general parameter group, 108
Get from Network Button, 81
Group Copy Button, 106

H
hardware list, 71

|

1/0 assemblies, 126

1/0 comments, 73, 110, 166
I/0 connections, 119

I/O refresh cycle, 145

I/O refresh time, 63

I/O tags, 127, 135, 143

I/O type, 127, 134
importing, 173

input 1/0O tag placement, 158
J

jump addresses, 163

L

last maintenance date, 203
Light Curtain Monitoring, 155
local I/O settings, 136

local safety 1/0, 34

Logic Editor, 150

logic functions, 155, 156
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Index

M
Maintenance Counter Mode, 205, 210
maintenance functions, 198

maintenance functions of DST1-series Safety I/O Terminals,

198
master parameter overview, 247
menu list, 72, 152
Message Pane, 71
Monitor Mode, 194, 198
monitoring, 184
monitoring devices, 190
monitoring functions, 190
monitoring parameters, 194
monitoring safety connections, 192
monitoring status, 190
monitoring the contact operation counters, 205
monitoring the error history, 196
monitoring the operation time, 212
monitoring the program, 184
monitoring the run hours, 200
monitoring the total ON times, 208

N

network bandwidth, 53

network configuration files, 86
Network Configuration Pane, 71
Network Configurator, 69

network numbers, 79

node address/baud rate settings, 275
node addresses, 84

NOT, 155

o)

OFF delay, 138

Off-Delay Timer, 155

ON delay, 138

On-Delay Timer, 155

online monitoring, 184

open type, 120

operation time, 113, 212

Operation Time Exceed Hold alarm, 215
operation time parameter groups, 113
OR, 155

output tag placement, 159

P

parameter verification, 96

password protection for user-defined function blocks, 181
password protection of network configuration files, 85
password recovery tool, 276

printing programs, 186

programming, 154

programming restrictions, 154

Protect Mode, 87

R

reaction time, 61, 62

reading network configuration files, 85
recording the maintenance date, 203
registering Safety Slaves, 116

Reset, 156

reset types, 101

282

resetting, 68, 101

resetting devices, 102

Restart, 156

reusing user-defined function block files, 176
routing, 155

S

safety configuration, 32

safety connection settings, 116

Safety Gate Monitoring, 155

safety I/O points, 34

Safety Input Channel Mode, 137

safety input parameter groups, 109

safety input terminal status, 195

safety inputs, 109

Safety Logic Controller, 33

Safety Output Channel Mode, 143

safety output parameter groups, 112

safety output terminal status, 195

safety outputs, 112

Safety Slave settings, 126

saving EDS files, 271

saving the error history, 197

saving the program, 182

searching EDS files, 272

sending explicit messages, 167

serial communications port, 236

setting assembly data, 134

setting general parameters, 273

setting output points, 166

setting remote 1/O allocations, 253

setting safety connection parameters, 119, 125

setting Safety Inputs, 136

setting safety outputs, 142

setting Slave input data in Idle State, 134

setting test outputs, 140

setting the contact operation counter threshold, 206

setting the node addresses and baud rates via the network,
275

setting the operating mode, 144

setting the threshold run hours, 200

setting the threshold value for total ON time, 210

setting unit functions, 246

Slave I/0, 133

specifying the connection interface, 238

Standalone Controller Mode, 34

standard configuration, 32

Standard Slave settings, 115, 133

status, 130, 135

status changes, 101

SYSMAC CS/CJ Ethernet Unit interface, 238

SYSMAC CS/CJ interface port, 238

T

Test Output Channel Mode, 141

test output parameter groups, 111

test output terminal status, 195

test outputs, 111

test source, 138

threshold maintenance counter, 206, 210
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threshold network power voltage, 198
threshold response time, 214
threshold run hours, 200

total ON time alarm threshold, 218
trigger address, 167

TUNID, 79

Two Hand Controller, 155

U

unlocking the device configuration, 100
uploading, 67, 90

uploading device parameters, 90

uploading the network configuration, 83
USB port, 77

User Mode Switch, 156

User Mode Switch Monitoring, 156
user-defined function block files, 178
user-defined function blocks, 170

\'

voltage monitoring, 198

w
Workspace, 154
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Revision History

A manual revision code appears as a suffix to the catalog number on lower left corners of the front and

back covers of the manual.

Cat. No.

Z905-E1-03

4— Revision code

The following table outlines the changes made to the manual during each revision. Page numbers refer to

the previous version.

Revision code Date Revised content
01 May 2005 Original production
02 April 2006 Revisions for changing from Network Configurator version 1.32
to 1.501.
03 September Revised to include the Network Configurator upgrade from
2006 version 1.5[1to 1.6[1.
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